MASTER OF SCIENCE (COMPUTER SCIENCE)

| COMPUTER NETWORK

{‘F\ PREVIOUS YEARS QUESTIONS -
_/ UNIT-|

ol - STeT BT & ey aer w5 fafaa)

Write down the main elements of dala communicalion.
STt gomey o foysrforfire I

(1) RUST (Sender)—fvst sy +iv AT GO B 22T T A %1 97 2rer H7 e fer, eafar sreran
B afers o oy wwar b |

(2) "t wromy (Medium)—ga=rsif ﬁrwmqﬁg@wmwm%fwmwmﬁw
Ot & s e e e o2 & Wer @ g ¥

AT S 2 g  wre

(n) Pforer W wromy (Guided Communication Medium)—8% S=rid @=m art & ganT B AT B
8 fae-an gm, wrofrrem e, wrgan sifees afaa anfe |

(b) aifEfyra werr wreag (Unguided Communication Medium)—z8% ST qRT &7 9407 55 frar AT,
O A a, I T, SUne e snfe

(3) yrererwt (Receiver)—ag uh Ut feamzy 2y & iy L IR 113 L e v P Receive FHEd & |

(4) HaTT WErHTS (Communication Protocol)—UTEihtar 4 weriiast faram arerar e ¥, s 2 s
z%qmda‘,dfa%ﬂanmrﬁmﬁmm%mzﬁmmﬁ%#anm‘rﬁw%am%nﬁﬁmﬁamﬁw

& W WY A G e ¥ Q
Y 2 = Communication/Transmission media &3 ATEd Ft FA137 |
Explain communication/Transmission media mode,

ST (Or)
Simplex, Half Duplex 31 Full Duplex & 377 ar THETd 87 Fargd)
What do you understand by simplex, Half duplex and full duplex? Explain.
ST S1eT A ey A e srgem - \
e B . :
i C ;
(1) Femdrara (Simplex)—arer warr 1 Simplex Channel Operation
o sy ¥ stiwet w1 g e v 6 fron
T & 1 s fagr ez i fa o

B s=q 3R st sifereo ) G g il

¥ @ el o Q9 (Sender) 3wHTT # T === ~
i i o omar ¥ e sfqmen 0N way only

(Receiver) guapavr zrr 9aor 9 fpar a S 5,
waan b
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ok T O 6 ST 1 X1 & | ¥ 6 11 % 101 211 ) sy o o BF

ﬁmﬁﬁﬁﬁﬁ’f‘ ﬁmwﬁfgmﬁmmgS’HSimPlchﬂgﬁ.WWNﬂmh

e 7 (AT “;‘l“)uplcxy,ggmﬁgmmm@ﬁmﬁfimmwﬁmwm' |
(z)ﬁ—ﬁ(@m%.mﬁé;wﬁummﬁm-mmmmm% B

ﬁﬁwﬁg@;ﬁﬁ%@mmmﬁﬁm@ﬂmﬁmw'W‘W“@-WWammiffnsb

o Fopa AT © A S8 W I O A& S FhT AW 9 3rey
Bljﬁ'{%’]—gfo 2

it T o ST

HE

A Half Duplex Operation j

VO \WAAY BUT MOT AT
% FT; 0O WAY B ( A
THE SAME TIME —

& J -

(3) qut T (Full Duplex)—SH STIET 5 Uk &1 2 T2 b1 e <1 oMl & e & 1 27 ore iy
amﬁmmmaﬁmmmm%ummﬁm(mder)awmaﬁmaﬁmf‘

A1 AT ST & | SRR, SR GRATS TUTferat quf SR IR BT ST et € | B
, S
| Full Duplex Operation

BOTH WAY AT y
THE SAME TIME

C

~  Serial 3 Parallel Transmission/Communication @ 37T T Wﬁ ?? faam @ W‘@WW

What do you understand by serial and parallel Transmission/Communication? Explainiig
detail.

997 3

&
SR 2 Rargat & wen =y grafiee @ GHw @ e a2 -
() ¥ =g (Parallel Transmission) b
(i) Wi Zi=afiert (Serial Transmission) |
Raw z=ifagrs (Parallel Transmission)—Parallel Transmission ¥ &+t 2@t (0 o7 1) # Bits & Wa

newi B o s & qen HTSA 2RT U H1 Transmit TR 7T 21 Parallel Transmission & n-bits 9 & il
-W B 3 o - » =\ o - -
lrewmfzmmg;amufnﬁsmtm‘m%msmﬁmmﬁmﬂm l

‘—d
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Parallel Transmission %1 7fd Serial Transmission & 3=faF =14 2 U3 TF Fd=T HEM A1
Time j‘
‘=
l_l g
0 0
y, AR
Souice Zi 0 Destination Q
subunit e —— ) subunit
TSR :
3 1—. 3 ?
i I 1 I f]
| o
| ;
11+ L i
n-1 E——-‘ n-1 R
Stanal yeference| *——————s |Signal reference 1
} It‘. ‘i?

Fig. : Parallel Transmission Mode

drfaa g1=afie (Serial Transmission)—Serial Transmission ¥ TF-UF 7% Bits UA1 F141 £, 9 fa2q 0287

—
i Source
l DTE
[ 1

1 - bl cell

"

Time

<

10 0'1 1
m—— 1 | ooy
lg = - _—WE
lb‘ L f U.‘?.svn-:‘f:n;nn }!
ﬂ ‘J;; DIc l‘
Signal reference '

Fig. : Serial Transmission Mode

Serial Transmission, Parallel Transmission F SEEL o HqET BT %, RLES T N =9 24l B |
Serial Transmission 41 21 WH ¥ A7 T-

(i) Asynchronous Transmission
(ii) Synchronous Transmission
(i) Asynchronous Transmiss-
ion—Asynchronous 21T Frarae §
2121 Byte & AT TF Stop Bit 31X T
Start Bit &7 &1 AT & | Starta™T Stop
Bit 1 329 Receiver Fl Y% Byte
& I ST TH BN B GEAT &
BT 2 | 79 Data Transfer Byte @ &9
EECEY

From Computer Desktop Encyclopedia
1293 The Computer Language Co. inc.

Asynchronous trans rission

= be d efg hij kIl m

I

|

i

Fig. : Asynchronous Transmission

_
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371
. By et | " e it T et B <y B Ot "

(1) Sy e Frnainiseiig ‘vioh u!'l.o u' ’q:moml-aul ; i \' UL SRR % Tt Byt

4 ﬂ"ﬂ A WA @ B Reveiver £ IRH 0 1yles 1 o9 o A8 R | Synebireiiois Fransemission Frey wgm B Pra
- 3 : L1
i PO s B : : it 2
: - YRR TR RN (R TR R R ERT g | P
i‘ Se
[ a2
abodatahbl b 7t
05

S ——

Al
| 3
Pl o Synchronous Transmlssion o
- &0
J fr_

g 4~ el il Vel OV @ R STy §7 g - aar e §7
What is the requivement of Compular Netwarking? What are the advantages of Computes
Natworking! (Jaun., 2004; June, 2002; June, 2003; Dec,, 2002)
MYHT ()
Netwark System @ et st gifiy aar &7 s qoby o
What aro advanlagos aned disndvatagos of Nolwork syslom? Describo them. (June, 2004)
SIWHT (Or)
at ewal @ e e ol el e |
Explatn the advantagos and needs of Computer Notwork, (Dec., 2008)
| 57"!!?-«“:!7 e, v el o wnrdy eerearoit wy el oo o @ g e B A e ok, g
ot g & e € ey ¥ ova o @ e aegedt ) s o e sife g e 8 s
& oWl e e wed B mgee e w) ffina s w frederfo s i ot w7 aw ¥
f;' 1 ?ﬁm} of Computers are nked together with a communicatton system is called Computer Network.” 1
e e s and fafan B i

1, Resourees Sharing=rper deed 1 op g ait gt st i S gee ard ) o weg
ces 1 Share e uwit ¥ 1 ufe 10 gt o Yo i vk mwp @ Sz o b a9 A o e
"wtlmmmRmourceﬁmiﬂWWWMWmﬁl
vlees =zt fzan) if Resources Sharing 11 4w Aza siifn favezs & s @ gwwa F7
ses, e oeeiagrr B o g o o e e wed ¥ za Serviccsﬁ!m?ﬁC.OPy
3 VLRI Backupmmmﬁmm’rfaf’m drives %1 St g7 ganfe 21 File Services

;..‘“MSOWIM.WMWWWWQM Allo“m‘a'l?ﬂ%lﬁ?'f"f’Tﬂf”“‘”“:’wI
o gl foengat 1 Shmmt;vfrm-mzﬁtMﬂm%l
.
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i
4. Mail Services—3q 72y 5 Services & T @i, SRR F1 Ziafiyr qur ST AT ¥ | 77 Ay oy
mm W‘T'?r%m ST, SIS Sffeer qapifaa é‘ﬁﬁa | 37 W afdw % sifafta Mail Services, IAH 7 oy
Wmmmmammm%mmsmaﬁmwﬁ% | E-mail, Fax Services 71 2272 sy
SO 9@ A Fundamental dam SH Services ¥ Iuerey ¥ | 4
S. Application Services—Teiig T HidEsT JrafH

Wa‘mﬁﬁaagmsﬁfinﬂﬁmwimrpm, £ ¥ 7
Se'rvices.ﬁfﬁ?f{sﬁiﬁ%Wmmmﬁwﬁﬁ‘mwvﬁ%;ﬁ il gl A ¥ | 2

N —AI< B T2 % #Y | 747 § 723 ¥ ey
. Bl ; Eaa(zm%aﬁ{qﬁ?ﬁh@m@%ﬁmqﬁﬂqﬁﬂWﬂl??xirxl
STHHT BT & ofR T -wﬁqwﬁﬁr&ﬁaﬁzeﬁ%wmwﬁqwmﬁmm

T TGHhI HIL & a7 Peer-

; . to-Peer HEIRHY wfire 2 & qar it 1 v
BICTT © | FEe O Reee e & 1 I 2 ;

i : ) oA % o e G
! BT & 92 foharaas a1 fivee mwmmm%|m(;mﬁmhm
FAEE & o & aeam & '
6. Database Services—

Client/Server 31T Uiy & ez frepe oy &

bl & AT TTH F1 Y1 57 ¥ | 2o
AT LR : ﬁmaﬁmm%lmmﬁwr{ﬁmwmrﬁ
W@Wﬁmﬁmﬁﬁa%mﬁwmmhmmwmwmVisibleém’zlmfz
mmwm%@@améu '
.WWW%W—WWW%WW%%—
1m?ﬁrﬁmmﬁwwwﬁmm@m%|
2 mméﬁégﬁﬁmﬁ%ﬁﬁm{awmfmﬁﬁrmwa@mmm
3 Wﬁaﬁwmammmzﬁ%memmg THA T FH 2 AR 2
4 WWWWWW%WWWUnauthorisedUserWﬁFﬁﬁqﬁqW‘é‘f’}?mi’.l
5.Wﬁmﬁaﬁﬁﬁw&qﬁﬁww(Hé?)waﬁzﬁﬁmmm%amémm(cnems;
T 3= YA fhar o w2
6. E-mailm%mmﬁﬁmﬁﬁ@amm-mmmm%l
® “Ta& Wi EhE (Disadvantages of Network)-Fger ¥zaa = T e fefafas -
1.WﬁmﬁmaﬁmaﬁwuzmComplexérmar%,faﬁwmmﬁﬁm%n
2.ﬁaﬁmm—mm—wwmmaﬁ&mmﬁg’gResources%mmwwﬁm
& Bl AT B

3. CentralizedﬁmﬁwﬁﬁWﬁﬁ'ﬁw~m%€m%@}ﬁﬁiﬁmﬁ?ﬁ%l
® FWIT JTach i ATEITHAT (Need of Computer Network)-Fre7 2q7 F1 weg & TE H
et - : ‘
. J8 Resourcesiﬁ[%@qzm%fl
- & FH Cost T I 1 Afash FIAem g e 2 |
- T& WEITH q41 BEAT9 & TeA SFTEG 0T 2 |
‘WCentmlizcdwammmﬂmmm%l

N =

(ST )

Q
— Communication Channels @ 39 7 w7z &2 fafu= yaw 5 Communication Chanels &
ITeh! favraarsit & @rer @A

374t (Or)
mmﬁmﬁmﬁmﬁﬁwaﬁwwﬁﬁw??%&zm%mﬁ%mﬁ
ERCIRCHL e Ol ol '

What are the uses of transmission media in the data transmission? Explain various

lransmission media with their characteristics. (Dec., 2006)

INT-ZIRMy Wifgar (Transmission Media)—zZrafds= fifzar &1 wan FY FTaH | 2 & g |

Scanned by CamScanner



5 -

Maruti's MSC (CS) Solved Paper MCRP University Sem..|

L e e S s
' F % fod forar a1 &gt Aeas § fafs war @ giafage

& S : o
@Tgmﬁémm%lﬁﬁggg@mﬁmmmaﬁwhmrﬁ%mhmﬁf@ag_

1. Twisted Pair Cablcs-—Twisted Pair

Cables &1 SR LAN® Ha# 3{fereh far Sam & | a8 Cable 21 Insulated
Zrar 8 Unshielded Twisted Pair (UTP) @7 Shielded Twisted Pair (STP) 21 Yq@ are

g Rt 3
Fiaq & @i mmmammmén Twisted Pair Cables T YART T 3@ By

#1 Twisted Pair Cables &1 '
% oiifes @ Cables AT i .

2, Co-axial Cables—Twistcd Pair
2 gftz § & FAA grefl & Fe .
% | zg Drawback &l W HTT % fora Co-axi
(Core) & fATHT &= 2rdi & 1 98 Core, Sec

g

mﬁﬁméﬁ%awwwﬁaﬁrcwesm&.

Cables @1 H&A Drawback a& % fop o8 TTET @ reT ST W ¥ St g
al Cables @7 G {341 ST & | Co-axial Cable, Central Copper Conductor
ond Conductor 3409 & 1 € & 1 U: ek o wa @ oA

<«— (Central conductor
(core)

L e

[nsulation

External conductor

Protective sheath

Fig. : Co-axial Cable

Co-axial Cable & 27 Imped

ance & AT AT fea AT E | 50 ohms FEAfea ZAMIT T4T 75 ohms TAWH

Zrafig @ &9 H Co-axial Cable 71 afigga feam T & | Twisted Pair Cables & g1 & @& Cables < &
gt & 1 3% STraT & TS 38 A1 HEAT | 39 TS Twisted Pair Cables &1 o ¥ 7 Bt | Co-axial Cables

1 7l gl & e 4 o A R A ¥

3, Fiber Optics—dTadl SR &1 9@ Cable, Fiber Optics Cables #1T 2 1 Fiber Optics Cable, Fiber & fiet
gt 2T & ST Light 1 Conduct T & | T Fiber T AT itz & w7 § & §hal &1 Fiber Optics Cable 31

7 Zrafagr FET a1 2T & | a7 Cables, T Cables @1 qeT H Ao el € |

A Optical fiber core

Optical buffer tube

Protective outer jacket

Fig. : Fiber Optics Cable
2% Cable & &8 Inner Core, Optical fiber core 211 & H1 wfizd: dan &id & faht A e &, fora

Eicaf okl

#1 @iz % GG ZI@%T 11 2 | a8 Core, opiical buffer tube @ forfl #dt 7 1 Z8E FUT Protective outer jacket

émﬁ!ﬁ%meabelwﬁgf&éaf%me{é@ﬁgﬁaenaﬁﬁgﬁaﬂﬁmﬁmmmg
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Ta
tor

Tef1

CS

Nt

kUl

E |

e L iy g

VT 6 - @vet Yews W ggad g1 are fafir=t gar @ were difear (Transmission Media) T qerrara
aufy &ifera i
Explain in different way of various types of Transmission Media which are used in
Computer Network.

HYEr (Or)
Feas 4 ¢ ommunication &1 ITATAT HY W‘ﬂ?ﬂ}'&l fafa=r g&t & Communication Media
& fawar @ fafad

Explain uses of Communicalion in Network. Ixplain in detail about various types of
Communication Media. (June, 2004)

3r9aEr (Or)
Bounded & Unbounded (Boundless) Media @ 3mq &4t A 87 URAE & IIEIUT AT
HHEATSE |
What do you understand by Bounded and Unbounded (Boundless) Media? Explain each
with example. (Jan., 2004)
I ZrEHIer Sifgar v ave ef ¥ e 9anT Sender @41 Receiver & 7o e aa @ w0 F 2@
qTe BT U BT A el feban o &1 Jeas ¥ wegfebe a1 sl v fere @ gt e i 2 @1 wama
EI4T, T€ 2 Text, Audio, Video, Sound & &7 § & Fehal | Frger “eas o fafu=r yan & fesia a9e an
FEfAeh Hifear e &, b qrerm @ uw e A qad e w e @ gt fmar o wwan &) A g
Hif=ar @1 & i ¥ qter S g @
(1) Bounded or Guided Media.,
(1) Unbounded or Unguided Media.
(i) Bounded or Guided Media—Bounded or Guided Media &1 %m9r: &9 wrn § fawifaa frar mar &—
(a) Twisted Pair Cable—Twisted Pair Cables @ Insulated @i @l & fierery @it 21dT & | Twisted Pair Cables
a9 quT %‘-’{Fﬂ@?ﬁ Hfifgar & St srer grenfiym & ford war far sirar @1 e faed § Twisted Pair Wires 1
qanT & ° Signals fae Q‘Gﬂﬁ@?ﬂ G Eb‘é fepenfieT @6 Travel T &&d & | Twisted Pair Cables T 9417 TATANT
WWWMJW%WWW%Im@%&r&?ﬂﬁﬁﬂﬁ?ﬁmmmi’lﬂﬁ Twisted Pair Cable
B UF W @A &1 ST &, ar W@ Aeddh 9w A8l g @
(b) Co-axial Cable—Co-axial Cable ¥ Ue {2 PO T HR & w0 H 1 ﬁ?‘ﬁ & forees amii o g=gafen Afefaa
BT & | Signal, Inner ZRT9T AT & A e EIT & | Co-axial Cable & 3@7@‘&'9@'35 W Twisted Pair Cable
F) qeen & aw glar &1 ga fifzan @ g o o aar R e giadtee & fod fmar s awar # ) oAmt
gre] TradiE | 75 ohm Broadband Coaxial @1 e fawa armen ® e feforem srer gradiee & & 50-ohm Baseband
Sad qam fFar A €1 Coaxial Cable, 380 Bandwidth &l Uadidie Noise Immunity &l T@ar & |
(¢) Optical Fiber—Fiber Optic, Bounded Media &7 gau T &9 ¥ | g8 fifvar zrer oo qar fraafed
afar ¥ | Fiber Optic Cable, gafza forvey &t smema e R I ZAiHe e ¥ |
(ii) Unbounded or Unguided Media—Unguided Media @& gigetert fifgan exar &, f5rw Signals v Solid #ifsan
& wrm Q4 fefod 98 @a ¥ ae 0t ga diftar & dr w wan ad R, e e 8 goagiafs ol
(Electromagnatic Energy) ST & Get & @bl & | Electromagnetic Energy &1 U ﬁlﬁ a W’{ forg @ WA &

fordy Frefafad Methods B &—
(a) Radio Wave Communication
(b) Satellite Links
(¢) VSATs (Very Small Aperture Terminals)

(d) Infrared and Millimeter Waves
(») Radio Wave Communication—Radio Waves & ST & e frar airen &1 & @l g0 & fad Travel

P i v fapar o W ¥
& FEHAl €1 T Building 1 9T gt & guferd 3¢ Indoors T4T Outdoors Ll 3MSC(CS)1 (9-16)

Scanned by CamScanner



e

10 ] Maruti « MSC (CS) Solved Paper MCRP University Sey, |,

(b) Satellite Links—100 MHz @& SR Waves HIEl t@r d Travel @tdl | Microwave Transmission, Wige)...
F[FHIT BT ST ¥ | Microwave, BTZaR 31 s @l qe=n § awdl &1l & | A2argz meaiaq fney $ic,
1 Directional Paratbolic Antennas @ Weal ¥ gTafie eaem & | Qeenge fewe qar wgwiag fawy & vt f yig 4.,
Iz & i d2amee faEaq @ Case ® U UfEAT geo-synchronous orbit § A2@32 e 36,000 a1 T Fom
% | T RO YT AHEAT [GRT Earth O Siftenew fte @l o agg qan ¥ |

(¢c) VSATs—VSATs &1 faggd & # Very Small Aperture Terminals H&d % | 4€ Finy Terminals 14127 5.
Antennas & 2 daT | Watt &I R & @ € | Uplink THT=Id: 15.2 kbps @41 Downlink 512 kbps 2141 % |

(d) Infrared and Millimeter Waves—Infrared @1 Millimetre Waves 1 94T Short-range HHIAE91 % fun
fpar ATET ¥ | Television, VCRs a4T Stereos ® fTA1Z ®ale &1 W Infrared FHHI BT 2 |

Guided T Unguided Media & wer g o= fifarfaa -

Guided Media Unguided Media

I.  Guided Media §&d: Point to Point'ﬂ?ﬁaﬁf- | Unguided Media g&ra: gamor # faa yarm
I & o I & 8 | YA BT & |

9. Guided Media ¥ dleesl Protons & &4 H 2. Unguided Media & Electromagnetic Waves %
BT B | G H Signals Travel F7 % |

3. Guided Media % IETET &— 3. Unguided Media @& 212707 Z—

* Microwave or Radiowaves
» Satellite Link

* VSATs

e Infrared

» Twisted Pair Cable
* Optical Fibre Cable

J

\
’ \ g¥g7 - LAN, MAN, WAN & WHETEa !
Describe to LAN, MAN, WAN. (Jan., 2004)
3ar (Or)
NW &I Tiiegd @3 & 73 I9aiT & &F ST a6t Parameter & a7 § ==t &7
Discuss about parameters which are used in Network Classfication. (June, 2004)
3WT—LAN (Local Area Network)—LAN @! fa&jd &7 & Local Area Network F&d & | LAN, 520 71 7%
e a1 &, f98 UF FAC § UF B & A1 A1 U fAf=T § 1 U Single 2@ # {3 B0 &1 LAN, TFE & 5
=1 f2argam, e, Triih Ty, 3121 aan gat 24 GHTeH sl Share T & FFAN TaT a1 ¢ | LANTE Specified
&5 ¥ ggI fohar AT & | AEAG: LAN &1 Ufar 2 Km. @ Diameter § 5T fodr Sram & 1 LAN, & reas & §zs
qg @ fEarzd g@nfe & Share fdar a1 A B |
MAN (Metropolian Area Network)—MAN &l ﬁﬂ@ﬁ &7 § Metropolian Area Network 37 #&d EIMANE
WLANémﬁWWﬁmﬁmﬁm%mMW%n TIIE: 2 Km. 3 Diameter T
§ W ot & S Hege J2ad & fod MAN @l featre fapar ofrm & | amraa: 10 Km. 3 Diameter 1 72
5 FEgedt BT 9 H A2 & F2dh B MAN FEd £ |
WAN (Wide Area Network)—315 & @94 & MAN &1 Y4177 &9 & forar Sar € 1 Short Distance & foid L\\
&1 YA foaT ST % | 369 T9ETg WAN o1 T fRar ot & 1 WAN Y forga &9 § Wide Area Network F& €
WAN @ et 72 weat, T 291 a1 et oft gfivan 3 oo 3 g aeoped 1 s Rean man &1 WAN S S
FeE} F1 AT FRBIA i (Satellite Communication Link) 3 T & sy o1 & | Fely s &
8 fema=s Tvzaltr #7 Rt gl a6y snaa ¥ g @ o daw fra Tar Aead WAN &1 9 SIEe
ETSHl 1 NI H2ATEE FRAAI Fe a1 €20 FAR A G A g A & | W S $ LAY
E;A mcngtﬁm%,ﬁmmm gt % fafirsT LANs, WAN fefe &7 5T @@ Head om«%mﬂ‘iﬁ‘;
Y |
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gy ¥ ~  Network Topology g T v F‘GW} g2 fafir=r Topology @ I "ATS |
What do you mean by Network Topology? Explain various types of Topology.
(June, 2002, 2003, Jan., 2004)

HdT (Or)
fafsr=r LAN Ziareriat @ T fafad a fael gt & art & quiT &g
Write the name of various Topology and describe any two. (Dec., 2008)
HI4Qr (Or)
FIET FealehTT A Ugad gi7 areit fafa= Topologies F? AT Fifad | @ B 9dE & wAE
g JHarT &1 ot gut &ifad) «
Explain various Topologies used in Computer Networking and also discuss advantages
and disadvantages of them.: : (Dec., 2008)

m—f{zaaé‘fm‘ra“nﬁr@ﬁ%%mﬁNetworksmﬁw-@%ﬁmaﬁﬁgﬁ%%mfammﬁz’m'r'—-ﬁ?ﬁ
T 37 aTE YreaIad & JFd E—

“Topology is a Physically layout of Network.”

m@ﬂ%:&?m B3| Complexityﬂﬁ'&@lﬁ"ﬁﬁ ELURS IR T G & q4T 429 Fad Installation FT Cost
i QUR ET & | e, "t & 2 @ e A1 o # o gun wd g

Wmffmaﬁ?{ﬁaﬁﬁggaamﬁmﬁf@ﬁ%— :

® Bus Topology—3 2IGrarT § T4l FH7ed J&% end T TF Terminator % H1F TH Had & & q3 B
¥ | @ P, T AT T2 (e H A St YETT 2 S Tl aTev e & 1 98 T Passive ZTaTaTHl
s ST i & T U W BA O SR SO 1 9 ST 8 | o Bus T 4 3 & FGE F A
Yo 77 T A1 ST FE &1 f Fig, § Bus Topology # T3 T4 &Rl I 9T AT B—

Bl

g — Node (FF720)
PR
e il
)
it

N,

Fig. : Bus Topology

&Q Zrarerat & @t (The Advantages of Bus Topology)—Bus Topology & Y@ T ffatad &-
1. Bus Topology HTER™T, ¥THe, ST # ST der i Size @ TR URAT e BN ATEH F FHAA AT
A 2 | :
9. Busmﬁmﬁmﬁw%mmmﬁmﬁ%umwmﬂmﬁ
e & a8 FH @i ¢ |

3. Bus 238 %1 A% HEAT ST 2 | | 2
o\ ZrarEArst @i g1t (Disadvantages of Bus Topology)—a4 At @ wpa efal fFefate o

1, ST e e aw Az @ F e aF e A a E ‘
2.m%mﬁﬁuﬁmﬁaﬁtmwﬁmtaﬁmﬁwﬁ$mﬁwmmﬁmh

3. 7@ Fzan § U A FEgEr H A A T e ¥
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'2J 4o ot o s, f_\|"_" [_;'ﬁc (CS) Suivudrl{aw MCRP University Se

o P Sravetlt (Ring Npulogy)—-w IETAT @1 Layout &€ Z1916THl 41 dve Eidi &, @ AT

Nodes 1% Circle % &9 i Cable segmant bl qar e ot edn ¥
INURUIGS N

Ir . Ntldt' |

Node 6 Node 2

Nudc S N()dc 3

N

Fig. : Ring Network Topology
T Layout i 39w a141 18 Us-ga & fsafianch FAFE T B | WA A1 AT e A2 A HGH g @l 3 v
oo 5 0 aver a7 W) e T8 e & | 5 erdu @ Aol & afe wmndt o el B @i dafdn e @ e
ST @) Wi & e ST Y Y QU Al & | 5 LT ) AGratell, Peer-to-Peer Tedd A qrdt ATET & A 9o ag
<1 GIEEl @ SRR e RETESE QA w AT w8
frm Srareist @& @ (Advantages of Ring Topology)—ffﬂ ATt qq@ <4 fefatas 2
. for Sad @ afie S a9 @
o FET AU ¥ T YL B GEE TR AT AT §, T A A 0 HEGE AZAE A Monopolize
FE T qEAT ¢ |
3. for ST § daw @ HH F e SAEE Bl 8 |
i Zrarerst ® g (Disadvantages of Ring Topology)—{@m 2refsit &t wa erfsar fasiaiz -
1. ff Yea § U T91 SR AT A TE I @ |
9. i Yeqd ¥ UF 4T HEGE WA a7 &A1 Aeah B YA e 2 |
3. 7 Je9% § U A B G QU AT G YHIT ST Gl © |
4. 1 Jog% § Baw & HHd SWRT R
® ®=T Zurarst (Star Topology)~TR ZWIGNT (Star Topology) # ¥ei® H¥Jex T% Central Hub % d4
: FRFZ FT & A HAA B G A1 A T FR W AT HAA T8 Destination T A 2 | Az = A7
| ¥ Hub a7 d Active T Passive & ¥ehdl & | (97 Fig. ¥ ®R Aas &l Yelelq fhar mr -

Node 4

Fig. : Star Network Topology
VR 4299 F TN @ & o 3T HT-3AT & B DA BT FANT T Thd 8 |

I
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I A W ATH (Advantages of Star Topology)~=2T A % wpa fafefna oo

|, B0 Az, W fad 90 weze A1 A SEE a2

2, W Az, o VR Fegze B e B A B 2z 99 R W AR G A8 oz 7
9. e e ° 7 A aEA aEe g

4. W Az, | R 0F A ) smeEa g1 G294 %1 gt w5 w5 2
@ ZrareAlst an gifsal (Disadvantages of Star Topology)—217 ZITIATA 1 yq@ i f=fatea -
| & Az | afe Hub G &1 A 2 @l g1 329%, #19 HeAr 42 37 249 20

2. YeTE Instrument 1 ¥4 7% Fad chmcnt?ﬁr AATIFAT 711 Z |
L 3‘7 Zrareft (Tree Topology)=Tree ?TW, B ZIHATAT 7 21 =797 7 | Tree ZIO@TA H Nodes

FE Hub & o el ¥, o 2fom @ frfam a7t %) 9 Fig. & Tree Topology 71 92isiA famm a2

|
Hub | Hub |
|
[

.,U{UL T
R

Fig. : Tree Topology

Tree ZI9TAfA & Central Hub U5 Ufdea &4 & forad fidré giar % | fediey famam 1 e 2

1 ZrarErst @ T (Advantages of Tree Topology)—Tree Topology % yq@ @y Freteiea 2—

|, ae Zretl, o 6 wa d sfhE ume # e 6 glae gem w3

L MW@#WHW%WW%NSOM&WWM@WWW%-31311%

el e

21 Zrareraft &t gt (Disadvantages of Tree Topology)—Tree Topology 1 Y@ #Ifar fa=famas -

1. afe Central B @ 71 S & a1 g0 fos & e &

2. AT WA A @I SOy 2 ¥

- W!ﬁﬁhﬂ(MeshTopology)-ﬁﬂrmﬁmﬁmm%ﬁﬂwmm%laﬁm
n?rmmﬂhﬂsﬁmﬁmmaﬁz%ﬁmﬁwﬁm%uﬁwmaﬁmmm%nﬁmﬂgﬁﬁm
At Jzam wr wefta fEar qar -
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e

Node

.

Fig. : Mesh Network Topology

qyr Ziareiwl & o9 (Advantages of Mesh Topology)-fm ZraTaAral & qq@ Y B IITERS .
1. B3 ZgmETET 4 29 e JEE )
9. f57 ZMT=TAT § 923% @UEl B Checking 3TEH 2 |
&7 ZraTErst @1 @A (Disadvantages of Mesh Topology)—HST 2GSl &1 9@ &It fymfirfig &
1. #37 ZI9IATA 1 AT FET SEE T8
9. By ZETA e foag &1 AT F FWOT Gl ¢ |
3.§Wmﬁgﬁrmﬁm%l C
wT 9 — 9 & &g =T aaEd-
Differentiate between following :
(i) Start-Bus topalogy and star-ring topology.
(ii) Digital signaling and Analog signaling.
FI—RT-a8 ZTarear=t (Star-bus topoloty) —74T o6 38® 9 § WR & RR-I9 A9 /1 2T S
7 2T F A St e §9 8ar & | 36 et § 'R 2 a & a1 SE o 3 ah
%4 (Central hubs) T% Z87 % T4 98 TGl I GH1% & 9 ®&d &, A6 % 0 5 § Ry mr 3-

L £

fa7-=r 9 Zigtenat

TEl 77 TG £ 5 T9% 74 UF RN 1299 F1 $419 79 &1 &, I 39 Jo9% @ 3= W € § Fd A
# 1 9057 7w 2deitehi 3 21 iR =em Teaa @ 1S & 9 2 o asE a1 AR E & R 9T 6 o
8 593, FT 2 A7 299 a9 Faart 3 Frant # ae e T

%8 WA % T2 § 79 (Hub) a8 % Te=gwt 1 3 1 AR FE U SF G & A & A Fead WA
ST A T, T S R A § HOW F @ E | A At F 59 @ & A & A 9 2 @ P
mﬁﬁﬂmaﬁtmmaﬁmmwﬁgumm%u

k)
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wr-fim ZrarErst (Star-ring topology)—3AT1 % z89& 9™ 7 7=z 2 =1-f Z1aratH1 = 2yt A fir
mﬂfﬁaﬁﬂmm-wmfm?IﬁW-WﬁﬁW(Slar-\‘-’iredring)mmmm?lZﬂ?T'iFﬂ?T
H R et it &1 a1 Sfas q29%1 F %21d 24 (Central hubs) 7787 % A4 1 2 21 7541% 8 73
®d €| Id § 9 99T 29 TF Aoy TFaH gﬁrz (Multistation Access Unit a1 MAU) &1 T F19 24 31 772
YAl @ 3 B ¢ | 389 I&ad ¥ a1 g {1 qeas @ 7, W 2@A ¥ 2R 429% @l 8, a4 F e fam A
fezgmar mar B

YA TEIE g2 (MAU)

e —aee ey UaiT e & 399 & |rg = {7 Zrarer

THH W1 Y% 29 UF RN 4299 & S21d &4 ol &, A1 38 % F A<l Fdd € F F14 FIAT 7 | A

38 YT & 9t § 1 B9 (Hub) 948 3fas seaqel 219 & | afe &1 uh 8919 @04 2 777 2, a1 929F 10
SHe W9 FE TS, i 99 R A9E F AR F @ 2 | AHA A FE 79 @O @ A 2, 9 56 q3
BU @1 R |1 ea% | T A & AR Aeqd P HEwIdr 9 W g THE 92T § |

(ii) Fefsrem famet (Digital Signals)—fsfirea farma smaf @zt & smem %, a4its i gz zm sa=
feran mar zrer fEfsrea Brm & 1 ST o fRfted @t (Digital computer) et ST & | et feforew faraer i
HT1 &1 HeA HfHd el # 37 9 28Iz (Discrete) ¥t BT & | 38 U W § Z6¢ A ¥ 92w G (Instaneous)
2 & | ana | f2forea faai § daw 31 fae-faer 7 an feafaat (States) &6t &, 5% w99m: 0 3fw 1 & e

ATl ® 1 & 211 Reafadi i &1 srem-7am aees G (Voltage ranges) & =@ fhar s &, S &5 =y o  frgr
T -

M
A

| ! | |

fax : w& fefewer farer
%ﬁmﬁwﬁ%@ﬁmmzﬁs@ (Terms) &1 39dTT F1d £—f4< 12 (Bitrate) 317 fa2 S{a0a (Bitinterval) |
e v fae F 999 F T A qem 5 fae SRt P ST 21 sere & fn, af 2 o de ¥ 8 e g
Wﬁamiﬁrﬁzm1,8squo.lzsmquasmﬁmﬁaﬁmﬁﬁaﬁﬁmﬁmkm
m%lmfﬂ?ksﬁ?ﬁm(mtspersecond) 2, fom dag 9 29 foran sran 2

Scanned by CamScanner



T

16 | [Vlauti < MSC (CS) Solved Paper MCRP Universily sep, ,
all

T == T ( -\nalooS“Jnak) TAT= T WWU’GWW}TT HET ATAT E“ﬂﬁﬁﬂ?ﬂ? ﬂmm(cmnm E( %
S 10y
R TAELE: Wﬁ’?llnﬁmte\alum)"rm’l a:‘qUWRW{W“WW%(SmQQ(}”&)%

3, --«m:n?ﬂ-—m—rrf—#:rr?@mm’ ﬁg'“ﬁ‘?
SIS a3 %

| ‘TFT THEA ¥

1 RECI S|

| g o

| HH fm
| T FHA4T
| g, @ a2
| SIEN 9%
{ 'Fr‘"

e : T T farer Rl

TR W 1 A A aaEd ¥ AT S & U6 ©H 8 g8l ¥H a6 ST T et & o g | AN
ZAT 2| F129 33 (Sine wave) ¥ UAENT A H UF AT L6 3 | S
T [ F 22 A, ST SRy AR B At & G § qgd Wed ¢, Fih a3 i

F T A T OAAC (e % AreAn & & e o # PaiAN
AT

957 10 - World Wide Web &7 27 36 3fagrd & 9T THzEd | 4. LAN
What 1s World Wide Web? Explain its history also. B |

77— World Wide Web—World Wide Web 1 &fere &9 & WWW i %z 2 1 World Wide Web, gtz m| > LA
AP 0% T S & A SR B AN § A § §aAd 2 21 World Wide Web wia w9 # seer | MB

97 AP AN ZA%MAE 8 | FIRUeAE gaT B YEd HH H Uh QAT aUET & EH SEe Highlighted 87 (i)
% | 25 Highlighted text 71 % F77 T &% 38 Text § TAf-uq THHTU W &l & | I Highlighted items 3T (Asynch
# 5 217 2 1 28 0% 2Fga2 7 ZA¢ SagH2 § O ® Herddl B & | 99 &1 URL (Uniform Resource Locator) it &=
#1 favtaan vz F 2, fAas qreaw 4 2 fagg 8 w8 o w0 F 5 o 39 99 @ ues w aed § ot T

Wauw.dcw'eb#‘rfaqﬁvf@afaﬁnﬁﬁﬁeﬁ%— % foU &

. Non-Linear—7% Non-Linear Fa-15 & fafya 2em &1 268 Lincar gaamd off 21 21 SI<T HHH

2. Graphical-74 757 & Graphical format % a2, {3 Tanfa #1 FaAT &t &, A Linked B 21 Ta Tex  off

# e Multimedia % o 7 o fivgor 2 2 T 3
3. All-encompassing—a4 Z&iraat § 3uer o & wam & e fafiw= s awmaa; 9 FTe Session ATHEN T
Search engine 1 1% 77 A G F FTd A wHA ¥ it gl

4. Interactive—77 mm{ﬂ?eﬁm HATE & ljﬁ'al eI 3T & | T2 Interactive tools ST [¢] o} M-
A e w0 & o7 % A1 HAE F E
7% %) A2 F7A 7 {000 74 ATIAT F1 SAYAFAT A1 & | A& Browser, S (Mosaic), TZERT TN, ErAg
TRTATTT % A WA E 0

YU Il - =792 #féw yrager d 39 @4 a6Ad 87 TR

What do you mean by Irternet Service Provider? Explain it. \
mtmammmmwammmmwmﬁmwm{—

T W Az B A 92 8 ¥ A sA AT F Areaw | mmaﬁmmmmmﬁﬁm
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‘\l\' o A Ea T oy :

Uy el ¥ l'R‘h wrafaal ar geee gar g (Internet Service Provider) @en s & 2 w5 GV ) A T
115 0 I BT IR B | B 1 A R T B P R O B T R T S T LR R T R B B
oo @ X e A ¥ oar fedy T el @ faown asagr aa R g e & e el e gpes 2
quar B : iy

QI W ASP (ISP in India)—wreer W age aoqer Ceete o e aataat & s 8- war fam o, s
TG TR &0, Wy OITTETEs, Sy aferangsy, Sewivy, feyrre, oo, rargs, dedan, oraa, T, sredr oz )
& Rl W0 IR T SQENT B & e srent-aren grees ferd s ¥ g ameaferar s g miaa gp@s ame
R, O R AT @ I @) iy, g Iy aun SN e ar qrAn, saan e ana (2 an wE) st &
ST ek el & Q

goT 12 — [eféfaa & g siar arse &3

Differentiate between following :

17

(i) LAN and WAN (Dec., 2012/Jan., 2013)
(ii) Synchronous and Asynchronous transmission (Dec., 291 2/Jpn., 2013)
JA—LAN and WAN—LAN 3ft WAN @& wa o @ faeifafera Table # agrian mm 2—
witehet far JTas (LAN) args uftar Azdswm (WAN) j
Ty | LAN ifi simfoes &= ° &t s &) LWANvﬁThﬁwcjrzﬁW@mﬁmm%n
2. FHFYIU & Y H AR Srerar wfael A 2. WAN # fafirsy @wagedl &1 siifes fas |
7 ST TTar € : e @) AT AEi Bl & |
3. LAN &I W1fyd @i 3rerdr WarT & & 3. WAN &1 =i stedr qam & &l @
AT Fga SAfed B @ | e it Bt 1
4. LAN frd @ear ar ge fage @ wafd 4. WAN fagaeamdt 1d € | Igretoradn—Internet.
o B B e
g |5 LAN & 3ffael & @ar @t 7fd 0.1 § 100 5. WAN & (sl & &ar &1 i 1,200-9,600
ﬁz MB gfd v &l 1 faz fey &avg a8 1

gl (ii) 7T ZTafe (Asynchronous Transmission)—3{TEeHE FAfAIE R ﬂ?‘gﬁ'@ﬁﬁ CAKE] m
qd (Asynchronous)mﬁm%WW(Scnder)aﬂTm(Receiver)%@fﬂmmiﬁfmﬁﬁqﬁ
or) mmmw%m-mﬁmsmqﬁa?ﬁlmm%%mmmwwﬁ%mﬁmﬁ
%ﬁmmﬁmmm%mmmﬁw%%{qmqammmaﬁww.mmm
%mmnmmm%lmwwmﬂ{m‘mwr@wﬁ%mmm%mﬁﬁmmm
mm%mﬂwﬁmaﬁ%mmﬁﬁm'm%ﬁ—m,m,m;mfm .
mmmﬁﬁmﬂm@%mmaﬁmmwﬁ@m%wmmm%
mﬁmwﬁmwamwwmaﬁmwmaﬁsmmmamm
el mwmaw%mmmmm%lsﬂ%@»mmwﬁwwmm%ﬁs
agmngaﬁmmmmammaa%u

ex!

= - W e

| E=m = 1

- qdRe N o qrEe 3 g 2 qEe 1 B
=iy fae

2

Cal fa : sifmrTa grarmer

AMSCICS)1 (17-24)
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et Y (Sender) ¥ WE fd M e @ $r54F gu=d @ [0 W (Receiver) ¥ 782 3
intervals) Yu% & fae sfaaal (Bit intervals) § ¢ TE 59 ¢ gz | a2 wrEEal @ Fos (Clock) S o ileny
%mmmwmmﬁaﬁmmm:wmmhmr—mmﬂzﬂ r T
mmﬂdqiﬂulﬁsm?ﬁﬁ%mmqﬁﬁlNﬁ:?ﬂﬁ-ﬁlmq FIEVE T &
A IYERT HQ €

=g 9l (Synchronous Transmission)—GHHET ZiafEeE (Synchronous Transmission) ¥ T2 %
@W“ﬁﬁwgﬁ%ﬁﬁHWﬁmﬁ?mmgfﬁﬂw;Wu i FaE 29 3 e S S

=

¥, 3 Ty & ood N 3 Pl S % e W & o €, R g S g 99w 8 RS A
& & fog W FEA & S 2

WWﬁgﬂﬁf@W@RWWﬁﬂmmmm%ﬁ@Wa@:ﬁ*];ﬂr—\
i R & SR Sy Frarn T st fe i e it e T E e w2 e
mmﬁﬁmmw#@&wmﬁmbmﬁﬂﬁﬁﬂﬁﬁ'f&f{&mpbm?ﬁ:—*?
R STl &1 TG T & B i A1 B § WIoW S S 9 8 @ T 1 TS [T s T
ﬁﬁa@ﬁwmmmmm%a’wgﬁm@m)aﬁmw (Stop informations) T
EiEAED ‘I@?ﬁmtqﬁaﬁ?mﬁam%‘l{q@?f&ﬁﬁmﬁmd)ﬂchronimtim mfonmaions
i el AT 6 |

SAR TS = =

| |
TN | ... | T3 | SR2 Enszl
—

foaz : fawrTa grarEs
, WWﬁW%ﬁ?mzmﬁwﬁsmﬁﬁﬁaﬁ;ﬁz%mm%nﬁﬁm%
mﬁmm,ﬁﬁaﬁ“ﬁﬁ?m%ﬁﬁﬁmm\Protoconmqﬁq‘ﬁﬁ%|%’-‘e%4‘ﬁ§?‘iTW
;mmwﬁmmwammmﬁmﬁwmmmmﬁmw%

g97 18 — Infrared T QT ® AleH fef@g-

Write down the short notes on Infrared. (Dec., 2012/Jan., 201

Sat—Infrared—Infrared technology, computing devices I short range wireless signals R TGRS
P AR T2 BT % | Infrared & ATEA¥ | computers, files T&T Tt fR<iiew =@ # bidirection ¥ ¥ TF
7 G ¥ | Infrared e ZaRwoN, e § SHl A0E GAr N Sl 2, {19 TE remote control units prod:
& o ot & | Computer infrared network adapters, U 3156 @ side 1 rear T ports P AEE AT R TT
a1 el & £ | Infrared adapters, Fga @1 laptops ¥ @1 handheld personal devices ¥ install 83 1 MEET
Rrvare infrared connections ®1 TAT Ferg & WreAw & fwe faran o weh &, v aXe Y network connect
fpee fFa T €1

Infrared technology, F&d %9 T @I range & HTHIA H GO HWT &) Infrared signals, TIX T
obstructions & TR T8 FY #dd & | 4 daw el {3 (line of sight) § FHd F@ &1 TV, DVD &1 rem
qream § play % &, af remote & e & infrared signals BFTz B ¥, & TR Sifwte &@ T

g97 14— meémmmﬁm:
Explain the following design issue of client server architecture.
(i) Addressing
(ii) Blocking

(iii) Buffering (Dec., 20127an., &

S—
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I—(i) Addressing : Client server architecture & client 34T server & Teg 1T TITUT A & ford system
call 71 AT & 205 client 4T server T & 72 socket addressing & &4 fepar AT & | client side 9T U& sookel
addressing &1 ®=NYT F7F & fory Fretforfiaa steps AHHfTd Bl &—

(1) socket( ) system call & &g ws socket Uz &3 & |

(2) connect( ) system call #r W @%@ server & address F1 socket & A H & |

(3) 3% 999 data F1 send qar Rt @ ¥

server side T UF socket F7 wfua v & forr Fretfeiad steps AftHfad &1 28—

(1) socket( ) system call & 1o U socket #r Uz F@ & |

(2) bind( ) system call &7 gainr %@ address #1 socket & bind HT Z |

A —ZTTZ T server socket & Foral address, host machine 9% port number & et 31 &I & |

(3) listen () system call & |15 connection @ listen Fd £ |

(4) accept () system call &1 G417 T UF connection I accept H 2

(5) read () & write ( ) system call &T Y4 % data &7 send 74T receive & £ |

(ii) Blocking : client-server architectire ¥ HT=Ia: & blocks &1 |
(a) client

(b) server
(c) middleware

(a) Client Block : 92 U191 & client side T run & & | I8 ATQT FH W T &A1 & 51 GUI & Juaed
FaT # | client block, distributed system management (DSM) W% 1 ¥ 3T & | Thin client block %1 web browser
%1 HEYTHAT Il &, ST demand & TR W java beans T4T applets T STTwIS T & |

(b) Server Block : T& UiiehyT & server part W T &Il & | server OS, middlware & T 0% W f2U=
g1 & | server §T DSM component 9% 79 &/ &1

(¢) Middleware Block : 98 Tii319 % client 34T server g1 sides X 3 &A1 & | T8 ¥T DSM &= &l
@ 2 | 98 g: o AferEt 5 o g 1 (i) Transport stacks (ii) Network operating systems (iii) Service-
specific middleware

(iii) Buffering : client-server architecture ¥ server application® STeT q4T HRAYM save &l &, 98 AT
server T7 Buffer log @ A § 21l € | client AU 39Tt & JHEN 6 Buffer log ¥ THT F& 2T & 39
faey g7 ftfia &1 \ehar 2 | 79 client, 3121 & fod server W & send &% &, &1 server, Rere &R T4 sre1
# client 9T 991 &1 & 94T U copy @l buffer log 7 save & g1 &, fored 5 <& wiasy § wgmr fvar s 586 1 3@
buffering #&d % |

Q

Y97 15 ~ Optical Fibre @ 37T Cladding &1 @7 Faeia 82 fa@w @ qoamsa?
What is the purpose of cladding in an optical fiber? Explain in detail.
IWT~Fiber optical cable & FHTIG: GRS TalTH=2d Bl g
(i) Core—2g, fiber ®T light transmission area 21aT 2 | I8 area AT glass T 2IaT & 4T plastic &T &1 & 1
(ii) Cladding—Cladding &7 function, lower refractive index T IUAE] HUAT & |

(illi) Coating—coating ATHI=Ad: plastic # multi-layers B &, A fiber strength 2 gzt & ol apply 1 ATt
i
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Fpetfafiaer Fig. ® Optical Fiber &1 fewaman mar 8-

Coaling
/

Cladding

Core

Fig. : Optial Fiber ,

Optical fiber &1 HTHT=: 21 layers EIdiT & | W& inner layer @@ f&diia Outer layer, Inner layer & Tﬂfm ¥ travel

[ dTaT data, central hollow material & f¥eiet &1 &1aT & | T8 glass @ AT plaslic d ot HWT' Bl © | 98 (’UFL:‘

U less dense materia] & &RT cover BIdl &, W1 cladding & 919 & WY AT &, 1 glass AT plastic & 4T fHara7 @
2 gEdr 21 | g e

Core # light reflecting &1 T@T W&A 21T &, Fi1%F &4 T4 source ¥ destination &1 pass HTA #1 TE B |

Fiber optical cable & 21T optical fiber & &4 ¥ travel HiaT & | TATTY aferd & e light & reflection &1 T #1

SHTIYIHRAT ETCH 2 | A light, core F cladding & enter F¥dY & 1 a® angle F1 Seaidl &, 4 T2 core & light 7T =TT

reflect T &, fTH Cladding Tt 2 | Cladding, less dense material & 4fHd 2t &, 38f@td Cladding &1 941 optical
fiber % feaT SATaT 2 | i Q

9¥7 16~ U SKHz bandwidth W71 § | A §7 ST @ 150-kbps & ST wIET & At A A A SNRd,
FT TEIT ULt SNR FT £

We have a channel with 5KHz bandwidth. If we want to send data to 150 K
the minimum SNRd,? What is SNR?

STT{—SNR——SNR, Signal-to-Noise Ratio &I Hf&< 7 & | SNR &1 db & HIqT A1aT & | SNR UF F298 T W
T audio signal 41 Teh ZRHISI I T FaITIS &1 AT9aT £ | SNR, signal strength TIT FAF™ F I Noise
& & & rario%u@-m%mmwaﬁmm(high)SNRaﬁamz‘ﬁﬁ%n

According to question
Channel bandwidth = 5SKHz
data transmission rate = 150kbps
To find SNR formulae is S
data transmission rate = bandwidth-log,(1+—) (bit persec) (b)
] ! N ;
Putting the values in formulae

bps, what is

S
150x1024x8 :_51082(1+‘ﬁ)

S
log2(1+ﬁ) =240 x 1024
Taking Antilog both side, We get SNR

s - .
l+ﬁ = (infinity)
. i(SNR) Le Diye .
"N = (infinity)

N
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w7 17 ~ fefatas ar afge fromof fafar -

Write the short notes on the following :
(a) Circuit Switching
(b) Message Swilching
(c) Packet Switching
IT=(a) Circuit Switching—Circuit Switching 7% ZAra=ifrsam 274 %1 pahvias 74 4y bnbotih ¥
oh qenErEtar 4 21 network, nodes % AT § 7% dedicated TR TH4 50 1991948 518 ¥ | gz, uon 4%,
A ¥ FABIA HoI=1 a1 2 | Analog telephone network, Circuit Switching #5AV41 %1 WA %1%, nodes %, Wi
% BRI T F0 E | 9 0 Fh 75 2 § gt A 7 a4 weh b @ 2 maets G
switches, 21 Telephones % #re if U% Continuous wire circuit 71 oz %74 %) 4 74 4z, 7z oA ¥, WA s
f Call gt 72 &1 911 % 1 314: Circuit Switching ¥ U7 a7 %A 4259 21 #1401 % 41 2141 ends % 1 4 0%, dedicate
path exist BTV & | T2 path 7 TF exist F7A1 & 77 7% % call finich 7 71 1 % |
(b) Message Switching—2dHef o i Message switching, packet swiching @ ©%% g %1 wA 4 g7
& packet switching 3 packet a1 2121 97 messages 71 7% A1 # 7% hop % £ # route FHm 11 41 | ATA % wan
% message swtiching systems #fa=a7 packet-switched a1 circuit-switched data network % 747 5 V54 w4 ¥ |
Message Switching ™ source 4T destination 7 417 § a1 fosdrsa F925m 41 aravrsm a4 #1 ¥ | 20 2000 %
429% 1 store and forword network 2 % | zai message priority %1 ¥ 5 A1 AT % |
(¢) Packet switching—Packet switching Z1 Circuit switching % alternate % =1 # wam a1 20 ¥ | Packet
switching 29% TFA1% ¥ =721 F1 packets % &7 § ziafaz f5ar 3 21 152 2171 A FIZA TAETANA 21 T054)
& 1 Packet switching ¥z ff1 1 host 71 BT 1 host # 7 zr21 77 5777 #7 AT 20 &1 v P e
Circuit &1 AETIEHAT A2 ZT 2 | 285 sender T41 receiver 419 i multiple path % pair exist %74 % | Source 2701
destination & 419 § UF path 71 Fer72 541 71 % | 77 61 sender, =171 %71 a4 %, a7 packets ¥ convent 51 A
21 1 32 next computer IT router % 9T forword 77 ZA7 2 | Router 29 pakets F1 3217 741 % 1 371 output line
F free 81 T T T i 3 ' 2

997 18 ~ Circuit Switching T4T Packet switching % #=a & 3147 @@z |
Differentiate between circuit switching and packet switching.

FAT—Circuit Switching AT Packtet Switching 7 727 =17 faeifafay 2

Circuit Switching Packet Switching

1. Circuit switching Connection-oriented data | 1. Packet Switching, Connetion-less datatransmission
transmission Z | 4

2. Circuit switching ¥ data transmission % 7% 21 & | 2. Packet switching & transmission % 9% 913 A qra
9Ed path 3ava [aifra z@r @ifzg path %1 faenifra gy gravwy, 74 ¥

3. Circuit switching & fixed bandwidth circuit 200 | 3. Packet switching # Circuit % zafor #13 #
EIT 8, AgaIq g7 FYEA F AT 2 | APATTEA T ¥ )

4. Circuit switching %1 5amT phone calls F F#a1 A 1 | 4. Packet Switching %1 w41 data %1 %754 a1 data
A T2AF THE TA FATE B | communication 9 P51 AN ¥ | gz 200k, gy

g T ¥ |

J

YT 19~ Virtual Circuit & 379 F71 T75A #7 Virtual circuits %1 3012 #779 ar# grevmter #bs 7 5

4
What do you understand by virtual circuit? Which Protocols are provided 1o virtual

circuits?
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22 ]
aq7
Virtual Circuit U7 GRye frogoit foafaad?

Write the short notes on virtual circuit.

IAT—TAHY DI TAT HFFY JeaF & Virtual Circuit, Virtual channel d€T Virtual Connccti;n Tr Cm?tn-m
(Synonyms) @ &9 & ST SITAT & | 7F FHAY STRU-E FHIfAEHYI Fal I TG HTCT ¥ 13 nodes® A H virg
circuit @ FTE & F3a9 TG &1 9T @ UgETq bit stream T byte stream nodes & e # fBeliat 2t Fﬂﬁﬁ €1 o
virtual circuit, packed switched ¥2@@ T & end systems & & 8 dfforehe &9 ff.EEﬁEFQT? sfftaees W‘g ' "'T*Cku
switched & A1a0d & % Virtual Circuit, packets & &9 H STeT qaT EWST:T P BT B &l :ﬂ'gﬂf?f &t g I Virtug|
Circuit @ end systems % 91 & SUTaT path & ¥ T path & T & | TAT aY end systems & @t H multiple paths
Wﬁa%ﬁFﬁW@Wﬁmﬁ endsystemsaﬁmm%l

Virtual circuit I 3@ &7 & ATM (Asynchronous Transfer mode), Frame Relay,
Servie) IP 3 F2aa H WA fohar S & |

Virtual Circuit &1 SUee B ATt ¥9@ Ticiehied TCP (Transmission Centrol Protocal), SCTP (Stream Contro|

Transmission Protocol) & |

forfafiad Fig & Virtual circuit network 1 g911aT a1 88—
i =3

End system

GPRS (General Packet Radj

001

001

b

=7
:_L

L

i ==
End system

Fig : Virtual Circuits

Virtual Circuits & T types § faamfara fahar a1 dahar 83—

1. Permanent virtual circuits (PVC) '

2. Switched virtual circuits (SVC)
1. Permanent Virtual Circuits (PVC)—Permanent Virtual Circuits T Y41 permanent AT dedicated path %

forr fepar e 8 | 9% path QX 99 d% FHaE T 2| PVC’s &l WA 9@ &7 § Frame Relay networks 9% fea

AT 21
2. Switched Virtual Ciruits (SYC)—Switched Virtual Ciruits % 31T T {31 Wi &, 779 @ end systems

% H4 § temporary FAIT H1 ATIYTHAT 21T & | T 31 FHE % qUF & 9 W a9 disconnect &Y AT 2 |
ATM T types & virtual 39T P! GAuT HT IYAET HUT & | ad

Scanned by CamScanner



PREVIOUS YEARS QUESTIONS

UNIT-II

gva 1 - dWdS a9 gisae rafhyd § A W #ifed
Explain the difference between baseband and broadband transmission. (June, 2007)

I T | A0 FELT B AGH K A2 & A 77 qeA B HGE T2qP Fed & | YL AT 7 qe
g R H ST H T2 Y SRR T A € | 2T B 2 e o (i gt S b e e & | e
TR a5 ST T STt & gereet & | S1q+ft ofaydehell & ST 3 Hfar & e aheh Ueh Hrgey & G FPget
T 22T 1 2T T EHA & | ZIreTeT i &t et (Capacity ) Fl Taihe T & a4 1 d=(agd (Bandwidth) Hed
g H“T’f‘ﬂf??ﬂ &9 4T Bandwidth &1 Channels ® faifora far o1 @a6d1 & | T& Channel, Bandwidth T Th T B
% it 311 B ZAMHE F & fordr SainT Rpar A Geban & | Zrafigr Siiear A1 & F T S & fd Fefarad &
i van f6a A E— ,

1. Baseband, 2. Broadband

Baseband T4T Broadband & W& q&q 3t f=fataa 32—

Baseband Broadband
|. & Zi|M9E ¥ §9f #ifzar Bandwidth 1. 3@ gigmeE & ®yel #ifsar Bandwidth
UF Single Channel & wanT fohar Smar & 1 Multiple Channels & fawifad &t fean AraT 2
2. Baseband ®MT4q: Digital Signal & fad 9. Ydsh Channel fa¥=1 Analog Signals a7 Digital
yar fFaT Srar & | gAY 39 Analog Signals Signal %1 Carry HT T 2l
% o o wam ¢ 56 2 | :
3. 31fa&at Local Area Networks, Baseband 3. Broadband Network T&h Single E[’Hﬁ?ﬁ difzar &
Signalling T Y41 & & | TUT UF § Ao Conversations Tl HURE HIAT © | l
. Q
gvT 2 - fefafaa ZiafbyE e g feaforar fafaa—

Write short notes on following transmission media :
(i) Baseband coaxial cable
(ii) Broadband coaxial cable
JTR—(i) Baseband coaxial cable—Coaxial cable, iz HIM Wire & et a1 &1l &1 T8 Wire R & &4
% Insulating material & &I firft 21t & | Insulator, T Cylinder Conductor ZRT frf &1t & | & Conductor, T
@ifz Sheath @ 21T frdt 2t 2 1 Baseband coaxial cables 9T Baseband Networks ¥ Y31 &t ST € | Baseband
Networks g8 Networks 219 &, & Cable @1 Ti Bandwidth T% single channel % &7 ¥ Fg1T &l AT & | |
& THR #1 Coaxial cable 1 @ faT ST &—
(a) 50-ohm cable

(b) 75-ohm cable ‘
(a) 50-ohm cable—50-ohm cable R feofied 2w o 9T Y S 8 :

(b) 75-ohm cable—75-ohm cable ATHIIA: Cable TV ZEHIIT ¥ Analog ZIFHISH & ford W &1 Sl gl

(if) Broadband coaxial cable—Broadband coaxial cables 9T9: Broadband Networks ¥ SGIT &I Fwit 4
Broadband Networks 9 Networks 219 €, Tl Cable #1 T bandwidth, multiple channel & fFwifid & & St ¥
"I Broadband, frequency division multiplexed frerfd 2T & 9Tet Coaxial cable 1 bandwidth &1 subchannels
¥ P 7 27 AT 21 3 subchannels T & AT frequencies ¥ 14 £ AT Varying frequencies 1 ® &1 8,
A S-S FECTBYE AT D ®TF treat BFY T B Q
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o N1 veal ulaer wl Paesre o wugigd |
Powplandan Lo skl the Q81 Netwiork Madal,

WO O e e G5 W) f’t“]’? w1 Copen System Interconnechion wea ¥ O8] vod, urea o e Aty
OV g P Toe AT Py vy @

'

Application Layer

Presentation Layer
EPR—

Sesslon Layer

Transpart Layer
Metwork Layer

Data Link Layer

YOS

Physical Layer

81 e, Wteer iy vt fegemgn 4 Ay of gt Ay agad 4 grdva w1 2rETea w1 % fad 2am
favar war o OS1 s, argf a1 gl ¥ frr 180 (International Standards Organization) % 7 o
for v ¥ | 1 et it i AT (Seven Layers) S1ft ¥ 1| s et v St v 1 o BT 2 1 OS1 AT
oitwer ahy ey wege e Ffeden ¥
1, forofvaet 2 (Physieal Layer)=ftofvga it shfazaa, st a0 e e # a4 fedrEa afz
a worrey B 1 fevaen drae if Ofeer e, g v, 2, waed, e, aed, e, g, Ziared, frdmas
ar zho fodvad gearfa frargin weft £
2. wrer feta Pt (Data Link Layer)~2121 fef @z G2z # s #1 % fo fodem 2t Z a1z 7
fepvemer wites w1 o feargn @ quh foargn ar ziafez w2 &) 2n aat | Error Checking Afetfara 211 2 1
3, Wzan AT (Network Layer)~ 1247 @ Routing Decision @1 & @ faréa & fora T2t A1 A Fer
¥ 1 Routers 441 Gateways 42, aat  siftarz f7a 5w 21
4. ghedr? 2 (Transport Layer)=7i0E @t i 1 A2AE F T ZAeE % e AvaE T |
aererd e o fery forvivzre oyl & 1 2w v G2l 6 Error Free, Aria & a1 421 #1 @ famn w4 % fog giAfem
m&:mﬁtmdﬁﬂvﬂaﬁﬁﬁéf%mﬁ%m%l
5, fryr Prav (Session Layer)=Session #4747 furt 7y wanfvre aven Zf9 F7E 8 | TE AT UGB IHAT BT SAAT-AAT
mﬁwmﬁﬁmmﬁfmmtﬂ%»mﬁmﬁm%ﬁaWﬁvﬁmm%u
6. YHLYrA @At (Presentation Layer)=9A=291 @47 Jead ) AAGTHAET GTEG % 49 22 E Zi
mmmmmmmmmmw&z#mmt.mw,mm,mm,
mmm,mmmmmmﬁwﬁwmm
7. YT AT (Application Layer)~"afhg @7, 0S| 4fZa 1 Top Most T % | TB T TATHITE
f—~wrere e, f-ﬂﬂmFileTmsfcrsﬂmmmaﬁﬁmﬁWm%l%W@W
VoG tmmamm$mmuowmz.mafmmmmw
bt Wt o1 AR e A E d
LF 802 Standards & 3T FT TR #7 IEEE 802.3, 802.4 7T 802.5 % A 7 Tz |
wt do you understand by [EEE 802 Standards? Explain about IEEE 802.3, 802.4 and

(% (IEEE 802 Standards)—Z=1792 1 Z0w%a U2 THETH FofifaE (Institute
ic Engineers), AT  IEEE, 6T # 9t %1 7@ a31 H157 % | 3% Fa (Jounals)
el e STATA 0 % A IEEE § U AaET Y€ (Standardization group)

-
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g, SNt g SRREfT st wegfar 3 s & Wt (Standards) %7 BT HET £ | B 1985 F IEEE 21 g2
e #Vmu\dmmtnaﬁ, Rorear 32y Ffirs yom & Fraiamsit 270 a9/ T S9N F 99 9 JE
(Intercommunication) T F*WT 1T 4T | 29 WA= HT 19 W@ 802 (Project 802) 4T | Z=T 802 Had UF FH
dE & | WATE 802 FT I OSI HIET & (AT T N we TEE e FE A UEH W@ F; A 7, AF
sftaiet s R Jeaahi & fuiiea ww ofit 212y forb sradi @ Frat Bt 9EI F F1 OF 37 &3 7
4
ST 802 7 51 W, Freifear 2 378 IEEE 802 HI a1 ST & | 59 BTl 1 ST A9 22558 SEIae
(American National Standards Institute 7T ANSI) Z1T Si7iTe fear Tan ar | §9 1987 ¥ ZAyAT 2229 HTTATZAIA
(International Standards Organization a7 1SO) I 27T SIS W % &9 § &% HT AT |
IEEE 302\%05!%7%@@%2‘1mmmémammw#émﬁ HAR GrErmiEl Bl
qf eI 3T & | AR, IEEE 802 51e6 3127 féfeh a7a< &1 21 6a-ait (Sub-layers) ¥ A= 8, e 19 £ A=
fif@ @21 (Logical Link Control a1 LLC) At Hif2ar THI F21 (Media Access Control a1 MAC). ¥ §a-31
1 uftaa e fear T g
TAUeRil g9-949¢ (LLC Sub-layer)—ag Hg-aat @41 TET & o grZRar (LAN protocols) ¥ 398 g F%
mmm?luﬁ:aaﬂcﬁmmLLCWWW?aT—v{WﬂUTWH”ﬂ’T?TH?’W'
Tge otd & [ LLC 99-01a% 39 o491 & uadd 39 (Access method), TAHIT=T (Encoding), faeafarT (Signaling) 3
@G AT (Transmission medium) T S a7 & AT qresdi (Transparent) 37 T € | BTl 1% 9295 LLC
HA-AIT A YA FT AT 1T AT B g =T B | Al TeAE o e v o-Edd e, A6 TCP, F
IUGNT HIAT &, AT I8 LLC & Fa1sii 1 Aragaehar Tér 21
TATHY 9T (MAC Sub-layer)—MAC §-30 &% STe-31aT Hgell H T8 8, [0 & Geda el [
T & o (LAN) & qer T@a & | Geieh STeqe S99 W & 91 & (0 e 5rean (Shared media), =19
(Synchronization), &7 (Flag), % (Flow), 3[f¢ f@=mT (Error control) e @7 fawer fafyaa = 3, @ sam
TSI 261 Uk €11 & S T cieh & A1 3 [ohall STl & | 3¥H 612 €1 78 -1 ST €291 % (et T (Physical
address) &1 M & T@AT B
MAC rerRte ST SYArT e a1 @t (LANs) T P &zar 8| Zafon &2 9K & o % o {299 1IEEE
802 T3 Fafdea fopar mar & | ara ¥ IEEE 802 HI=i & Udk U@R (Family) a1 HTEaETd 796 (Working group)
¥ forerar S fafir=t wehe @ QT o $URe (Ethernet), 21 T (Token ring), AT o (Wireless LAN) 31
a1 ferar Arar 2
Qe ¥ T A I qEED F a9t B, A 3 weayet € sear e Sud gy w9 § e @1 @ 3
® a$4¢¢ 802.3 (IEEE 802.3)—3€ SEZEE wrl 1 0ar &g &, foreeh 2 am-aied $awie (Wired Ethernet)
et & foofiaer @47 (Physical layer) e 31T forh WY (Data link layer) & Hif2dT THE Had (MAC) #-71a7
it afewfier AT AT % | STl SHhT ST Wi URAT 2t (LANS) H 6T T ¥, 9 e | O 932
oftar Aea®i (WANs) o oy FEaT S GehdT € | 20 YR & Aead § A= =i (Nodes) 31€@r SqaeTt (Devices)
& A it wAFee ad A E |
§02.3 T T A €, AT 802.1 AZH SR & W Wi FT T |
e WIET o Sferhad Yhe WG 1518 @15 €T § | AR S AAX BT ASDIA DI T A 64 A3 H FH
T 34T 8, @ 802.3 HIH I LT IS Bl AT 64 AT FT T A € | TH THR AT 9 B 64 A2
BT ¥ _
T T B ord G A €, e SuArT RS YR & darie Jeawt 7 fHar e 2 |
@ JESEE 802.4 (IEEE 802.4)—7% SEEE 0 219 a9 T3 (Token Bus networks) % =121 fors 7w
& Mg v Hgid (MAC) {27 1 QRO 3T &1 98 U Wl § A3 9 FT B @29 (Token-passig
mechanism) ¥ START & AT AT 2 |
sra 7@ afHT WE (Working group) 1 & & fear mar B 1
® aEddd 802.5 (IEEE 802.5)—3§ H1EEEE Wi &1 STAM 2+ {01 Fedehi (Token ring networks) & f2har
St & | 2 for s 0R for deas B €, R fred FfYaa s (srraaan 3 anse) @ %W (Frame), frd 296
(Token) el T &, 1 QX Q9 & gHTET AT 2 | Q

3MSC(CS)1 (25-32)
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' s

gs7 5 — Modem 9T "fg@ fzaurt faf@g
Write down shorts notes on Modem.
FFT—ur2" (Modem)-H122799 (Modulation) FFATE FT T Fd ¢ ffsrza @aar 1 TATET Jread 3
mmér-:ﬁ?ﬁm(De-modulauomWﬁmwmmamﬂmﬁm Weﬂq%fzfm
sl § T P AT 24 37 T i 91 % 2 A e A 7 | SRR, T e (e )
=1 o fam T oA #aAT &1 6eR f2faea v (Feger) % fan e ﬁﬁﬁm?,wa—mq,ﬁ;ﬁ

F74 £ | 9F-FRgZT % 2121 A %1 M4 (Data Transfer Rate) 2,400 & 3,600 BPS (Bits Per Second) 2l

zi
(1) TaAZTIA VW77 UF Cute Small Box #1 78 I0wd 21T & | T8H dga-l LEP.:T#TgI a) i
AC Tt HTé & 37 S T AT A A 2 5 1 36 5 A R w5 Al € o o R e

AEA | 720 A1 £ A0 A0 50 BF 27 F T3 2 2 :

(2) 3=73H WIg4—a7 H29 add-on Card Plugged T F I9ee 2T 2 | THET 12 qeTaTE § 3uwed B 2|
AEA 73 R USB Z27HA T YA 7 1 2, FiE Hiaa g w 22ae F1 i drn 2 2 |

(3) %a= W2 (Fax Modem)—32H H=7 & 9ar7T &1 AT 9 THAT FHEGET H Fax 950 & 29 F A1 IHgm
%7 74 £ | 77 777 929 % GAT & Fax 1 AZH-YEH AEH A & G4 £ | 0w GaE a3 B9 TE & [ S0gH
Software F1 JATT 37 A F1 Gzl § ufAfdd 57 S99 AAEF FIMAT W H qbAT 2 | a

gvT 6 —  Wireless Transmission @& @29 & Transmission Technigue & WS’&-

Explain Wireless Transmission with reference to Transmission Technique. (Jan., 2004)

(i) Microwave Transmission,

(i1) Radio Transmission,

FH7—(i) Microwave Transmission—100 MHz % HY7 T4 A4 29 (Straight lines) T 79T (Travel) HT 2

S zafem @Fm1 (Narrowly) #9 F f=d &1 A1 8541 21 G0 Sl UF Parabolic Uf=2AT &1 TEHTA & UHh BIET
fopo & w0 § FfzA 7 7 A 741 97 H UF 557 A G BN B | Wb T AT S AT B A e
1 Gl 7 UH-5A7 F A4 TiATaE 2 Aed | P T23%, § 2127 &1 2182 T % ifd Twisted Pair Cable, Coaxial
Cable @47 Fibre Optic Cable %1 94T {1 7 2 | Wi ftan 424 & ford §raa: Twisted Pair Cable @27 Co-
axial Cables 7 FaATT 521 AT 2 | @1 20 % F2a% (MAN) T8 T 987 &1 28 98 & A3 3 ford wrzamrag '
(Microwave Station) %1 94T {41 A1 7 | 24 2911 % H1eAH § 57 79 ZIFHI9H BT q1gebiad ZiEH9 (Microwave
Transmission) F#A £ | 514 H1zaA7 e %1 601 721 &2 41 79 ATghiagd Bl G40 T g0 B oAb ZiaH g
faem & for faan s ar | =t Fig, @ 0% df2Z § gA7 932 W HEAAd FRH59H &1 Wiyl frar mr 3

-

Transmitting Antennas Receiving Antennas

I S

In between

" Repeaters

station

\
\

i) HER " | R i
j=— Line of sight —{=— Line of sight —}=— Line of sight —=|

Fig. : Hlustration of Microwave Communication from one point to another

Receiving

e
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fger o | 27
ol 8 B 4 wuse Signals

% Power Amplificati : 2 o G
B ki b3 Amplifications d4T gz T £ .
63 T Transmitting e Receiving Ryt & iy s T GTgT %1 m?m 4 fes % fora 25 & 30 feinfrer
Fransmithing &35 9 qar anferd frfroy Reoeivin ésﬁq;%'aa s RLPegtersaﬁT JaAM &3d 2 | gy gz
HISHIAT ZIRHIIA WET (Wenthers —or - A AURI G RS o]
i 20 B e o (W\Lﬂlhtl‘) ikl ﬂqﬁ‘r (Frequency) Wt fviY 21a0 & | Wgshiaa Ziawdise a1 wam et
) SR T By 3| ¥, WA G, Zifert sets & fordt Fovm e & | A, e siffes e
(ii) Radio Trans % qrgm FHWTH 16 Gigabits Per Second & Rate 9% 31T ZIEHIIH T WHZ Fdr &1
i i d'. snmsngn~Rudno Waves &7 A (Frequencies) 10 feheliEest (KHz) T97 1 Wmeds (GHz) &
adio Waves ¥ frefafeg Types &l Waves @ftafera 2t £— 3
(a) @ TT (Short-Wave)

(b) qET Tl \ﬂ’@fﬁ (Very High Frequency—VHF) @4t FM 2y

(\</3) S zr‘l' ?‘éﬁ (ﬁUltm Higl? Frequency—UHF) 24t 3 2aiifass
acuum B THT Felagi=ieg qi (Electromagnetic Waves) U &1 €12 W Travel Hdl &, 30Y @15 T A0
qedl & foh g Frequenc

; \ya’lj%?sﬂvﬂgﬁammﬁ:mﬁaﬁﬁﬁmﬁ%ﬁmw10‘*gﬁfﬁmﬁ?ﬁ%l
Radio Wav?saﬁ SATHTT H A fohar ST 1 4 Waves @y 7l T Travel &Y §al & | T 319 3&] T4 Buildings
PN STETN § e oy ISR D g% Indoors T Outdoorsiﬁnﬁ:ﬂ?ﬁ?ﬁ % o i amn & wan o S 2

Radio Waves, omnidirectional &idt ¥, HATT T Source & FFAT ot f9m & Travel T THAT ¥ a
Wi 7 - W e fewoht fafan-
Wrile short notes on the following :
(a) Wired Transmission
(b) Wireless Transmission
I (a) ATS TAMAIE (Wired Trarismision)—38 YR & A § G0k 3R qraehmi & S gaa
a1 yuvr feRdr Wifaes ar (Physical wire) IT &e (Cable) & ATeaq § a7 2 | iﬁs{ =T H, U9% § ATl dsb Hat

A At [ fedt aw ar daw ¥ 2 aEn S € | 98 AR a1 AT RRET ST UHR T A ST 8 d—
» fZqE= UTT Faa (Twisted pair cable)

« 9T FHIUfFET dhad (Baseband coaxial cable)

« gf2eg HufEaa &ad (Broadband coaxial cable)

« {gaY JAffed dad (Fiber optic cable)

T Tl i ATeAEl B U U B £ |

are Zrafag F1 Sudn Ud grafue @ e fFar Jw € S@t 6w (Sender) SR WTEHT (Receiver) A1 &Y
e fafyea v ur fer 2 1 O feafe & G i siftes O a1 daw I fea S ¥, fowen s a6 @
Fft Y fopar o FeRdT 1 20 YR & g U iRyt & a9 a6 gl HS Hiet | Aot sl fhamie
A% & e &) afe oo g F B A o 9 SiEtEe & A0 9w R an dad s o qehd € SR A gl
@m%ﬁaﬂﬁsm%mmﬁmmﬁ;%ﬁ—mmw oY ITaT foRaT S wehar & | 8 o A
?ﬁ%ﬁﬁﬁwaﬂ?m%ﬁamaﬂﬁsmwm@ﬁmmaumm%awaga:{wﬁﬁ
<421 G &) HebelT & O & MIT SFCTT GTE el €1 el & | ST & STk & 3 Sl felt ot o et H et
U TR HTEAT Y fean ST, difeh WSl S are Sre faA foREr A & et e wgd S | g6 o gm
mgqa;'{vﬁ;ﬁrﬁ—qﬁ%’ﬁ(Modcms)?ﬁTW‘ﬁmﬂmﬁmmmm%l r :

(b) araTed STarEyTT (Wireless Transmission)—38 Y6R & ZEMHIE ¥ UuH § Wbl d S gaA
&aﬁaﬁmmmemﬁmrmmmwmmﬁ@m%Imewmm
&Y ST & S YU (Sender) AT ATt (Receiver) axwa‘vﬁﬁmwﬁt AT FATTHH (Mobile) €t| LIGIEK
2R & PO G Y T AT T £, T o A A SR ST A S W T € | 5
amr%azfaﬁmmmﬁmm%|wﬂ—wﬁ®wﬁhﬂmmﬁwmﬁwm%maﬁm
mmmaﬁmma@aﬁaﬁm%%ﬁ—w@w,ﬁmﬁ,wﬂ,méta‘f.ﬁam%‘

s e § gaEAr & ﬁ'ﬂﬁg@ﬂﬁvaﬁﬁ (Electromagnetic waves) ¥ qeeet feat Q'a:ﬂ (Antena) &0
mﬁzﬁsﬁmm%nwaﬁﬁaﬁm%ﬁ@mmwm%aﬁwﬁwwﬁmmm%u
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TF&’WWWZWWWHW?TWWW%IRWﬂffa}"ﬁzr‘mmm‘?\
amﬁ:mafrmnngamm?avuzmaﬁzWmm—fﬁmmﬁﬂ%\
T B

1. ¥feat Wit ¥4 (Radio Frequency Waves) = 517 %1 770 #1 %2547 | W20 MNEH (GHz) g
‘E:»mmmﬁﬁwqﬁmw(WirelcssLANs)mﬁfwé&ﬁ%aﬁammmmﬁmn
- ‘

2. THE I (Infrared Waves) 28 9BR &1 a0 27 avm2 a1 9374 (Wevelength) 80_0 # 900 T,

(nmm?ﬁ?lmmm%ﬁmavﬁ?mﬁmmznﬁmmﬂnmnmwﬁm,m;,\\
%ﬁéﬁﬁ%:usﬂammsmﬁm"wobneunns)e};fmmgaaaéf%l Q

g 78— W%WWW@%&OSIW%?WWWWW-WN
%% YA &7 IUgaS ITETT T wETAAT T AU FfA
During the communication, how various layers of OSI model exchange informaligp o
establish a connection? Describe with the help of suitable diagram.
(Dec., 2012/Jan., 2013

ST—7% HIST TSI RLH AN (International Standards Organization a1 OSI) 21T faaf5e f5y
Tﬁ@mﬁmﬁmﬁﬁaﬁ(uyers) ﬁ-m%&ﬂﬁaﬁmﬁﬁ(ﬁotocols)ﬁww‘m% | ST
(OSI) =1 T ®9 "Open System Interconnection” z| ZHH 38 H1H Zdfa0 U3 & % 39 B a7 f=gi § quz
%m@ﬁgﬁwﬁmﬁd@m%lmﬁémﬁfo& iz Fed 2 |

OSIWﬁWW%IWﬁW#@Tmm%‘WﬁaﬁT@Zﬁ—

WT@'};‘I QﬁZ’I AT la?ﬁf (Functions) et B oad

| R e e ee—

N I G e e e

i I T o e ———
[T Jo g [ w1 o ford e - e

| VSN Lo 3. e 9 T HT, TG 0 AT S vz 5 R o 7

(Mot [z = e [ 0 A 1 e o

Layers) 1. forsirare {1 ) flt T S o e ferg e foren
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7| THHNT (¢ - - - - oo - Bl e R e »| TETE APDU
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BN s L kit s OO . SPDU
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T e R SR T e R e | TPDU
I . Y T TS I

3| REE ¢ - - 1 R | TR e S | g m—r Yahe
! 2o i

2 | e form -I--->gmme--- T o | - - > s faw AL
i TR (Wi 1

1 Wﬁm’a-4—l»ﬁmﬁm4--—>‘ﬁ@mﬁ-—- Trsiisha fa
TRF R i e

Rpsfieha 4T (Physical Layer)—OSI ST &7 ¥a@ Tea 3giq 78 e wmﬁm [T | T& WA W
(Sender) 31T qreai (Receiver) % 4 e difee @ (Physical connection) AT {42 fieh (Bit link) T & B
a%f%rqaﬁmﬁ%,ﬁmﬁ?ﬁw@ﬁﬁaﬁ%@mw%lwémmg@@mugmm%ﬁ;m@w
3 1 e S o 3, < od gy o 1 e b A & s o S, 0 fre o 9 ¥ T | e o W 9

' ] : T fie & fog, fopee A
‘%m&mmlmmm%mmmmmwmm ,

:ff;ﬁﬁzzﬁﬁ@mm,wwﬁwaﬁﬁmﬁﬁ@wam,mﬁmﬂmmsﬁamaﬁt
aﬁaﬂtémﬁwmaﬁwaﬁmmaﬁam,ﬂ?ﬁﬁmﬁmﬁﬁﬁ(Pins)a?ﬁaﬂimﬁ?w
T 3TN BRI anfe-anfe IﬁHﬁWQGﬁTWWﬁW%WWﬁﬂHWWW(Physicaltransmission

medium) 3T AT (Mecanical) T Toaa (Electrical) 3G § T W@ B
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30 Moruti's MSC (CS) Solved Paper MCRP University Sep,
90 @4l 8 Fqd @30 F —
S 110010011001010100) [[0010011001010100] .‘
A
FEul HPgH

for : firsfizner orat &1 &4
mﬁm g7 FfatEd & s wEar 2—
fgai = efug o (Representation of bits)
21T 12 (Data Rate)
g2 fesMEAYH (Bit Synchronization)
TTEHAT & TT‘J‘T (Characteristics of interface)
. HEY ATEAH (Transmission medium)
3T & @A (DamLkaayer)—’mmW?TE{EmWWmT(W“TT? fw
T UHl H9R A154 § ufaid & 2, ?TWWEBTHWW (Transmission errors) # F7F 21| T2 &4 55
I FYE 31T 1 ST A (Data frames) & diza foar ST 2 |
zeT foid war FefatEa & o0 st 2ar 2—
T (Framing)
. ST (Addressing)
. CHEDL QT@'{T Rﬁf (Medium Access Control)
. AT & (Flow Control)
3f¢ FF=11 (Error Control)
ﬁza% AT (Network Layer)—=2d® wd¥ 42dsh & Udh HNT g1 T2 BT (3000 ST & | 3931 (2aas =7
99 J&A T 2 it & {6 Yahet @1 9 (Source) & Taed (Destination) T 8 &I (Route) ¥ 1 710 | T
mmﬁfﬁﬁﬁﬂﬂﬁ%mwmmm%lﬁgmmaﬁf(Conversation)% S\IFE:[‘?TW *f‘;??
fepar = Hepar | Temetr & fav, MM%W'{{W (Remote) HTHT UT AIIEA (Login) AT | 531 S/gm==
g% | gdE U B [0 S wen o 97 fRar a awan g
afe; et e ¥ U & 890 W AE Uohe U9 & fw ouftad € 1 3 UF o & v o o, s m e
a7 21 | 38 yehr o feafodt @ e S o 38 a1 w3
Jega aat Fr=fafaa #1d & o ferr g E-
«  ISiehd HAG9H ST (Creating a logical connection)
«  fraa @aw & fqEer & fBarn (Hiding details of the lower layers)
. @fﬂﬂ (Addressing)
«  ®eW (Routing)
G AGT (Transport Layer)—2iddé Wt &l Wiiad & SO 4 sraiq A9 way § =ren |im 70
ST B W T BT 7S A1 AT A, AN F2q A F A AT TE A e e & % €

T2 70 SR TATE W B b ¥ 1 7w ) T A 9% & F A wh e qga qaen @ R o g, a0
YA AU HT ST Ah-hl § 2 ATl IRad=l & gral @ a9 T v 9 |
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BN Fead 2

gigard dat Fefata & foa seefas e i

%.TWH»‘JTH?{Z 24T (Service Point addressing)
. M9 (Segmentation)
HAFIH Bl (Connection Control)

. AT B2 (Flow Control)

QI AYT (Session Layer)—#9 @47 § F AA TAD AT 2 AT A b R e s
& omfd 5% 41 araf @ forw @ (Session) AT e AT B 1 A SUATHRIA & FEAL AAT-SHAT YFH F A
m§|m%em&asmaﬁmam?ﬁammvﬁﬁwmmwmm%mmm
ard WO, 21T 9aer (Token management) (Aq 2T G&if &1 UF 1 GRAT UF F@E FHE F T, R
(Synchronization) StaITq @=) FewoT § S1&f & HIa9H 221 o1 gEl | AT T BT S |

Session Layer =fefaa @rf & fad sowerd) 2am &—

- BI% AT e, %le a1 (Half or Full- -duplex Service)

. [EARIEN IS (Synchronization)

ﬁ_m%sr-“{ W(l’rcsentmlon Layer)—{Ucider a7 9ot T4 W"ﬂ % T (Syntax) SIS (Sedtantics)
& @A @ ¥ | - erer s at e & G G F g a1 @ (T S St S B
u fAfgee wmisr ®9 (Abstract form) # aftwiftre fear ST &, a1t ST AEH-We a1 faf9a (Exchange) T
a1 qE |

fstesM o Fr=fofad & forar fasra Sorer g E—

. A1 (Translation)

*  7&d@A (Encryption)

*  ®HYIT (Compression)
UABIA A4 (Application Layer)—UBI @a¥ Ul & da9 e T & | 38 7dl § &2 YR &

ST BI &, FTen! STTasaehar SUgrTehwiiai &l €l &, S Tae (Telnet), BTEULEHE FEHL T (HTTP), HIE

ZTEAET SIENHTe (FTP), Faeael At gidwE Wetehfcl (SMTP) 3112 | SeTetor & fofw, g &g Iqgehai a1 el (Browser)
fepeft A U7 @1 @I AT B, Y 98 IFFT AH AU G S HTTP &1 G i U9l & AR §aX 38 96 99 U

W 2T & | 36 BN URABYH @t # Al Sieedi uaiieyEt & e @ §are (Interact) a1 T )
UGB @4T & Fard fr=fataa -
. Zolae e g (Electronic Mail)
« o1 BEa vFAE 3T AR (Remote File Access and Transfer)
«  919¢ 2EEg 9994 (Shared Database Management)

—  Multiplexing/Multiplexer & 3T T W9 87 fawar ¥ qui7 &1

What do you understand by multiplexing/multiplexer? Explain in detail.
HYqr (Or)

Multiplexing ¥ FDM 3T TDM @ 30 &7 T73Td &7 amgz}z

What do you understand by FDM and TDM in multiplexing? Explain.

FT—TRFET (Multiplexing)—TwTaiaam & darad & @ a1 fo& (Link) &1 Suqer Sefagy
(Bandwidth) @ &% IudETioN & AreAT €11 & | 50 fhe o 1 & Al F dfed €9 F GHAT A Fb 2 |

Sereror @ fow, AT AT R E1-aY el @ IR SIS (Pairs) & | A(C B YGF Sts & faq et foreh @1 sgdmm
@ & o an e & smayadar et At f fom @ ga defagy &1 S € e o @ g, v sEen
T W AR ST @ &) O Rty § g o & e B Ao e ARl e @ 4 H H A I
¥z o & 0 @ fg @) efagy & 9 dEl g anen fRar mem ) & e s o R @ g

9379
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i
TR % T ‘
T : HoeTHETT & [T 3T Aee T @ are i
AT FT S IgE e A E— |

L. ST aedreita (Frequency Division Multiplexing)

2. -3 wedretey (Time Division Multiplexing)

1. Wi H-RdoT Hee It faaar (Frequency Division Multiplexing) —hiadi-Sdraa Heerwifager (FDM) w5
Ul TN dE R R '
SYANT 79 foRar o war & aq
it o 21 Sefrem (oot )
et 21 s Yefza @ oifers
&Il & | FDM & yedeh §9a Syahoy
& S9~ f6d a A faa
faf=1 &gt areararsi (Carrier
frequencies) %I FrZae HTd 2|
RIE B e R @
e & s HgE faew
(Composite signal) ¥ sga fear

fo : wiadd)-feata weeteifyan

wiar R, % 3@ fow d e
mzmmm%imgﬁzmﬁmaﬁmﬁ%mmmaﬁﬁmmmmw

mm%lﬁf‘?ﬁﬁﬁ@"@?ﬁwmmwverlap)m%m%mmﬂqaﬁﬁﬁmm
(Unused bandwidth) tfezat, {72 mE 5 (Guard Bands) &eT ST 8, & Srr-are e o 3 \
Ww@a#mﬁ%zﬁawmﬁm%wwmﬂmﬁ%umﬁaﬁﬁmmaﬁhwﬁﬁaﬁa
W?,W‘@!ﬁ%‘WW.WaﬁWW%WW(Transmission)Wwﬁmb
2. TEF-SATT FRRAFT (Time Division Mudtiplexing)—2rgw-fEdier geaiefimm (TDM) Us; Tt f2fred
MWmt,ﬁwmwmmm%,wmmﬁ%ﬁga(ﬁeqﬁmﬁ))ﬁq;ﬁfgendmg)
aﬁ?m(gmivcnmmwﬁgﬁsu%maﬁ%n
' m—ﬁﬁmmﬁw%ﬁwﬁmﬂmﬁﬁmﬁmm*ﬁcﬂ?}W SEGImE R patl
ﬂmﬁmmﬁ,ﬂms@mﬁ%ﬁ%mm%mﬁmmﬁﬂ?ﬁaw% o & gedes T
MWWW*@m?WW(Tmnsmission)av'(ﬂT%l '

T 1

:‘E SER E

T 3

|
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faT : ZrEa-feataT geeiecitaaqT ;

Y1 10— TDM &7 3UEIT f#7 g & farar wrar 87 adrEd |
How to use of TDM? Explain.
HIGT (0r)
FAsTTH TDM 3T AT TDM & 3T @1 WAgTe &7 aargd
What do you understand by synchronous TDM and Asynchronous TDM? Explain.
S —RHAT qedieiferT &1 SWam &1 wan & fear o1 dadn 2GR TR-Redee SelieitET
(Synchronous TDM) 3% SATHHIE 2129-f2di HeerwiteranT (Asynchronous TDM) |
e ZrEa-fedem aefdaT (Synchronous TDM)—2=2q-Rda sediwiiaaT § g o et 2 fo
W(Multiplexer) mmﬁawmmﬁmmm (Time slot) HEeT BT &, 9ot &
SH U % GH FHA A % o0 g o1 7 € 3w o & fF B ey Wi A, SU A @ S @ fig
é’m%rn,mmmwmmmmﬁwmlm%ﬁammﬁ%@mmm
Wm%,ﬁrwm%wmgmdswmaﬁ&ﬁmmmmﬁm%lwﬁm@ﬂﬁﬁiﬁa-
FA § FEBA Tl € AT 36 WE A & oAU FE e T dan, @ 9w aew Wi e war ¥
Wﬁmmﬁﬁﬁmmm%laﬁ?W(Frame)ETS"?FTTE\T%‘IEBWW(CompIetecycle)
% QAT A &, (A G G SR 7 fore v A sifer e wie 2 ¥ 1 5 o R i R ¥ o
fawﬁﬁwmr‘fnﬁg?aﬁﬁ%,aﬁmﬁqﬁwémnmwwﬁﬁ,ﬁwﬁémmw%ﬁwww‘
F1 3T T A & oY SEfed B 9 Wi @l Wt @ g &

3MSC(CS)1 (33-40)
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34
Ly
{ Ad A3 A2 Al
=== B ¥ 4y el
B3 B2 BI1 B3 A4]| |C2 B2 A3 Bl A2 Cl Al
W l -_:_:J mm | =) (8 O

'q('\ﬂr(g‘f(m

2 —
2 Cc1 | ;
3 e | 9]

fa7 : famrm ZrEa-fearaT FeeieiaqT -
AGHE ZEa-fedaT gt (Asynchronous TDM)—5z198 255417 Feaaiia o 4 &
1 PTG (Full capacity) 1 293 &9 31 27 WA 74 &1 £ | F1ed § 24 I F1 Q0 G & 5 7
AT £, S: A FiE S0 S 257 T 31 ST T4 T, 4 95 S99 $ER & 96T A © | W 3 iy
afz &4 0% & A W 20 FEGZT 7 FNSTYZ 3 GEITE TG £ 57 UF 799 5 a9 10 TG A I 5

Al FFT AT F9G FAI SN Bl & FG 57 159 31 I a1 = A9 |
I UFN 3 F7E1E] 31 734 & (90 G50 29124197 GRIea9T F94T Gieaid 229-55191 T sin

=
s =)

(Statistical TDM) Z7 2137 34141 7147 2 1 399 1 (G 22a-12419 FeeIiaa™ 1 a0 To3-Td 31 UF & =

A4 A3 A2 Al

i | [ [ . : ,
53 2 T

B3 B2 BIi B3 A4 C2| |B2 A3 BI A2 CI Al

- Ry = | mOE O=ED
2 —_—— e = —— =

2 Cl1

, W .

fa : AfEFm 2TEa-fedta geeraifagm

Wmmﬁmmmﬁwmﬁm%,ﬁmmmwﬁwmﬁﬁﬁnw
speed) 9T Z1 &A1 & S 21 w1 £ 1 FATE TOM ¥ 3z 0 3992 7125 & 5 s 9 § 20 & 7 71 77
Rz &, Tt ST TDM i 22 n 3792 1% &, 3 Yo 5§ 212 w031 21 e m 4 e o A%
m 1 A n § FH 2 ) 77 FEN F AEHEHE TOM § Rera el & 3992 et a1 20 a5 sy 371 g 77
ﬁmrrarm%:mmwﬁ%f@mgqsﬁmﬁmmamwmmmwﬁ
£ d
g97 11— Data Communication ¥ Modulation 35 IuFifiaT f\ﬂﬁa'(f | % fEay THT B B 7 o 2

o & "HETEA

Write utility of modulation in data communication. Write lypes of modulation and exple”

each in detail. : |
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FRER ATTD | 35

ga{—Modulation in Data Communication—Data &1 % w7 & A B BT Tl Wl %1 Data
Communication &ed 3 TA—zq TIET W A e T forefy TTEaT A Text TaA 1 fopd W M a7 99 E,
g'@f Data Communication FHgd %fl R ey o ger Fé’ﬁi’dﬂ w7 H 2T g. w4 gaHT Em‘ffSﬁ U (Analog)
w9 4 fH21 ST, T Data F7 Uh Wiz & g wiife § wqrfid a 77 sragaar et 8, 30 Modulation F24
& AT B ST B AIAT § 0 R § gaw firew i R 89T A1 send 7 & @ ag A fEfee w9 A
ﬁm%’mmmgﬁ Analog ®7 ¥ e & a T ford 29 o faeed § Modem &1 94T HTd & | I& Modem
source data Analog format ¥ FwdT & q4T destination end T q: digital format ¥ aeer % | o fop fr=ifand Fig.
e

pr——

Modem

a
Destination system

Source system

Digital
Data

Digital

Fig. : Modulation Process

Modulation §THT: &9 YR 1 2T 2—

1. Amplitude Modulation

2. Frequency Modulation

3. Phase Modulation

1. UfiZgs HTggA9 (Amplitude Modulation-AM)—f5HT Signal dk Amplitude fFT g @ @/ 287w
BT & | 36! &9 gAY 9l § 30 YR ieAiid & weed € fob qar & (et favg & Afest orer @ 1 Suater o
# Amplitude F&T € | 9T & YHR & SR W Amplitude &1 d1ee TRATT a7 a2 § H19T 16T 2

Amplitude
A
Amplitude
at time t1
\l/m\l/ i
Minimum
Amplitude

Fig. : Amplitude Modulation

A & foe wgae frma & S g@w @ q@E w1 ga e o g

2. S HY HISYA 9 (Frequency Modulation-FM)—Frequency # e U Aebve g gu At ¥ | e
e @1 Frequency 1 89 No. of Cycles/Sec. % &7 i @iad & |

T gl § g wiggeem ¥ Bfved snewst & f= smgfeat (Frequencies) # e ot ar &1 3@ farra o
Amplitude Taq Phase 1 ¥ T@m e 2 | T YR & fera Fton & w od Brareagg @t @ an gk
B a2 F
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36 | A et « MSC (CS) Solved Paper MCRP University Seq,

Amplitude o 7Evz § 9n W3z
|

. 3. frequency 4
1 Sec Tk 9

Time

S bwb
P RRYRTRY

1/4 Sec

Fig. : Frequency Modulation o

; ¥. 7 1% ;’.’ T -‘Z'TT—’T?,?:

5. G W?ﬁ (Phase \lodulmun)——Phascf"m 77 (Wave Form) % W':T ’ﬂTT T:’i:;] J, ;; 3

feift an Rddlan 4 7794 % | (360 degree = 5 Radian) | 3f2 77 A1 =71 71 a4 a1 214 f@AFa 2 a1 Phase 33 Shig
m m =

Amplitude Amplitude
‘r A

k.
S

Fig. : Phase Modulation

v

d
U 12 - ATM 97 U% #Afaa fzauit fafaa
Write a short note on ATM. (Dec., 2008)
AF4r (Or)
ATM, small bandwidth Cell T FTFTT FaT @&TaT 27
Why does ATM use small band width? (Jan., 2005)
394t (Or)

ATM Technology @1 fawm @ qazTEa )
Explain in detail about ATM Technology.
(Dec., 2012/Jan., 2013; June, 2005; Jan, 2004; June, 2003)
IA-ATM~ATM FI fa&5d #9 & Asynchronous Transmission Mode F23 £ 1 ATM UF F-a9H Aa=:
W2WESE 2 A a1 J1 PVCs (Permanent Virtual Circuits) a1 SVCs (Switched Virtual Circutis) % A1 F1d HT 957
B1 ATM 7277 Sfadam Bandwidth #1 ¥4I Z71 2 7a% 22 QOS (Quality Of Service) F Maintain F7T £ |
ATM % 7 g et e %
(a) 3% ZIA1919 #i12 (High Transmission Speed)
(b) Flexible bandwidth-on-demand Capability

ATM 32128, Fixed Speeds T ZTAEIAY #1 Send Aa Fréita 781 F7dT £ a5 2y 7o oy &
fremafaferét w smenfrs Ziesfgry =iz 71 i aamfaa a0 21

@ s A —————————— _.J
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FGR TP Y

ATM, TS STEREY % R Fixed-size Cells 31 T 271 & | Cells 3 Fixed-size %1 7978 & ATMFI7IH,
T;rﬁr(ﬁﬁfzam ATEET 7 9991 & 5959 2

ATM ZFATATA OSI 7%t Af=zd % zreT fas o9 W #1d 51 2|

ATM, WAN 97 VCs (Virtual Channels) 947 VPs (Virtual Paths) 37 SaIT 3@ (29239 37 F99< FT & |

Virtual Channels, {91z =i & 727 =21 77 T BT % ford us a1 Sfas e ATM Links 31 U 207
8 e a1 T & 1 0 £ T ATM Ziaeer & E Cells, 0 VC T Fallow st § St SR ST Ziawiar
F1 AT F 2 |

Virtual Channel #39 3t 37 % fordr Exist a2 et 37 7% =8 q7 =127 Ziafie ot |

Virtual Path, VCs (Virtual Circuits) T Fa@9 & AT Same Source 4T Destination Points &1 T&dT &1 VP &1
fed T Destination §4T Traffic & I &1 Y4 97 §%a7 & 927 28 VP77 4oidT 2 | ATM Cells, 53 bytes Size & Bl

% {78 48 bytes T Payload =21 qa7 5 bytes &1 FZId A Routing ZAHHIA 2 | Payload Fields 3§ 2TeT & T@dl
% 7|9 JramoT Text, Images Voice a1 Video 2T @1 5|

ATM, SEATHEFHT Bandwidth FI THHS Ham & | : -
gvq 13— ToZioUHo 51X & T 3ilr 390 BT Farit)

Name the ATM layers and their functions,

ST{-ATM Layer—ATM Asynchronous Transfer Mode ¥ | T8 T% Cell Relay U2id &, T8 ATM BIRE
AT 1990 % AZ % 290 % 1o & Feota e 7 o7 | 97 €9 7 T2 a1 Wide Arca Networks 3 ferdr fsma
1 1 41, T AAEA THH SUGT WAN 8T LAN ZT 3 Fort FopaT ST 3 | 2 Fdiaer g & 5 4w w= 1y
szlmmmmﬁw%ﬁmwa@%ﬂﬁﬁsmﬁwaﬁmﬁmmmmm
Fa—eata, =, Cablem,m,mmW@ﬁm%wmmﬁ|mmg@azéﬁ®={

ATM %, e B2t &1 =1 Fig. § wefifa fmar mar 32—

NNI NNI
0 | or
UNI UNI
ATM Switch ATM Switch ATM Switch

Fig. : ATM Plysical Structure

ATM @1 Y6 QI2ted % Qe U e ot &t 8, i AT™M Adaptation Layer (AAL)F&d & | AAL (ATM
Adaptation Layer) header M99 FTHREIT 1 T@AT &, A1 AT U2 Cells & T B | AALF Pass fpdr
™ %z & @A header A4 trailer ¥ 9[ET £ Z 1
Packet header & fr=fafaa Fields 2a 2
L () 8 bit Common Part Indicator (CPI)
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%)

lb;lbﬂﬂcp’m“’q([&w;
(¢) 16 bit Buffer Allocation size (BA $iZE)

Vacket waiter # Prefufr Fields 7 -
(a) Pad Field

(by B bit End tag (E tag)

(¢) 16 bit |en

Fiber optic link @ 58 777 1 multiplexing TN
Which type of multiplexing tecchnique is common or

Explain the reason.
FHT - Piber optie communication, optical fiber 7 AT 7 light 71 pulses % ;m mrurr%' A 7
Information %1 Ziaaz %73 %1 7% By %1 784 light, electromagretic carrier wave® P18 BI1 2, 71 inforng,
B carry %73 % 47 modulate %1 A7 %1 Multiplexing 7% bz %, fa% 7 multiple analogue T57 sigr,
digital data streams %1 7% signal § combine 7% 7% medium # gra7 far AT 2 1 Fiber optic link & freque,,
division multiplexing (FOM) FFA10%, 71 a7itn f11 a1 & 1 28 FA11% 4 several signals 1 0% medivm & cong,
w74, single medium # Ziafaz far A 2178 Type 1 multiplexing % WA F4% A F% A7 signals (chan,
91 173 4 2z P o @A 21 284 proper operation % A7 transmitter 341 receiver@ a1 & synchroniz,
A1 wers 78 7 B 1 29 type %1 multiplexing % TAT %74 A demodulation ATATT Z1AT Z 1 289 main channe;
HA T signal 71 P15 frequency assign #1 A7 % | FrafaiEa Fig 7 fiber optic link 7 73 multiplese

w1 P Py v 72—

ST @7 ATAT AT F

w4~ 4 |
applicable for fiber opiic

{

Tail circuit

Sowrce | : . S |
Multi- | Composite link Multi- - | i
plexer | plexer
} Source 2 — MUX DEMUX Source 2 |
Source N Source N

Fig. : Multiplexing for Fiber Optic Link

wchet switching 1 Z1 79 aFAia a1 §7

are the two approahes to packet swilching?

hi | :wqu‘if data, FTT-ATT variable length § ¥AT 1T 8, {772 packets % a9 8 777
ontrol information %1 T&AT & | Packet switched network, feil s &1 # 77 727
# fora orefar gem v 2

A path FF ﬁm%‘l‘vw 4T sender, 2121 FT sent FTAT & a1 3121 packe®

2 a1 r:;r% A forward & wmgmﬁmm« e 71 7 7 = A

Tl & | 6% 9991 T2 packet 37 mwmmrﬁ‘)muansferﬁmg
o & .v”v“- m mt' » .,ﬂ‘."_a " Ae v 1 <
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’ L

W aniad v iy 51 g 7 wohegues F-

_ 3wt
() Y Wi s ¥ el S wRAEY
P
{ / ')-L«yu. Viok e S wmis % ) .
— T - - 2T < v le
4 4 4 > - Ay ATT eIV er Z W4 > 2
() Y rtiwal € brawid Vashatd Swideiny — Caoud packed sWIlCRMRE = 5C IGEr ] TeCeIve =
4 ) P
ks YT ® Al ~etouiel T3k er 77
ey B RS B vackets 20 IR romie 7 BVZER B Q0 T £ | A% gACKE! Virtual Circy umoe
pFX g v A ] .
: 'y - SrTET Fis virtuzl carcun
7ig ¥ By 2R B R vd cecw B AW BZY A A A 2 ATAET g 5 vanual cie
ps v - i - s - ’ -
L SAD Dy S Bty v fde Wi ",";‘g,_,") S VI W F -
¥ . ’
SEeTieey £ i |
.
i / |
- i \
. Gt o e o e e e e o e § Ar——————
D é
// - =
—

E
|

Flg. : Phases in Virtual circuit packet switching
(i) Datagram Packet Switching —Dazgam packet swilching ¥ 973% packet Z1 Z77 packets T TIH Ta1 1541
cegad % Z0uiuz Va7 W % | P packer, source T destination % P information 1 78A1 ¥ | W% packet B
individudl 270 independent transmission 77 A7Z treat 21 A 21 75 F%0% H packets Z1 datagrams B 9 F

warrs W ¥ | Datagram swisching F777 A W A 7 | TiEEA Fig B 29073 A1 2 1 59 4 packets 7 A station

Vi P

8 0 station T (olvar %77 7 771 datagram switching 72-% 7 52007 A1 AT 2—

i

SH2H 1)

m|

, L =
===

i D

Fig. : Datagram packet switching
d
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T 16 — Packes Swilch & a7 yqm gzt 741 399 Fal & quiT Fag)
List four major components of a packets swiltch and their functions.

U% Digital Ha9a 423% & A1 Zaiae & WW?T?TW?T‘I%TEWI-?%
packet [Tanqtl
1

. IWT—Packet switch a5
?l PacketswitchingWJ sWitches T4T routers T TTHT 7T & AT switches TaT routers T T
* 3 Fft %1 9w vy go Rrefaiae 3

(1) Input Ports

(ii) Output Ports

(1i1) The routing Processor

(iv) The switching Fabric

(i) Input pons~,npuf port, packet switch &7 physical 94T data link functions &1 YTBH iy i

(a) receive fopa 3y signal & bits &1 construct FTAT 2 |

-(b) frame & packet 1 g e 2 |

(C) errors F1 fzoae F% @vge Far &
9 packet, 2q% 74T F ZWT route & T T E | Switching fabric T T8 95T & Y& buffers, packet = holg
@ 2

(ii) Output Ports—Output port, input port @ reverse order § same functions & JTERT FAT B—

(@) Outgoing packets, queue ¥ W@ AT 2 |
(b) Packet, % frame ¥ encapsulate fF J % |

(¢) Physical layer functions, frame U7 apply f&a oma & |
(iii) The routing Processor—Routing processor ¥2a% a7 & fuctions FI TR T 2 |
6% ST, Input queue d output queue & packets I JT 1T & UGHaT 3 ¥

(iv) The switching Fabric—
tch® components & T F W& w7 T 1001 o )

F=fafad Fig. © packet swi

Routing
Input ports processor Output ports
Port 1 > Port 1 +—
RoXtR ij=—=> Switching Port2 —
| fabric I
I |
— Port N — Port N —

Fig. : Structure of packet switches

Qd
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an PREVIOUS YEARS QUESTIONS

UNIT-11I

gvq 1 = Fast Ethernet v qfere fauguit fefa
Write a short note an Fasl Ethernel.

(June, 2009)
3W{=-1994 9, |

Y e »ast Elh\cvmclﬁ_ Fﬁlllc.|~11c[ Pl fqﬁq ”kﬁﬂﬂH'UT I&Tli'['u FUAT B | 29H yra by Sttt -
Lgr Bafc [t m*ﬁﬂg‘d Fen times band width 3THT FHTm &
2. \zﬁq Existing 10 Base Ethernet Aad § Fast Ethernet switching #1 2312 #57 G 2 |
3. Fast Ethernet ®R a9iwiielt qam CSMA/CD %1 Tvefii e ? |

* 100 3ase T4- 100 Base T4 917 Unshiclded Twisted Pair (UTP) Cables &1 ST 7T # 1 #3221 o1 10
Base T STEY ¥ 1 100 Base T4 WIERYIA: &Y Extra Pairs 1 Y4l &% & 1 100 BascT4 8B/6T Encoding
™Y Bl T T3 2|
190 B\‘(‘St‘ TX—?T&’ l:“asl Ethernet Standards T ¥98 Common 9417 & | 98 &l Unshielded Twisted Pairs (UTP)
I WATT AT 7, A Category S & SR e a1 Category 1 @1 a1 Shiclded Twisted Pairs (STP) &1 54T
FITT 1 100 Base Tx Fa 10 BaseT H3H & SI60 @14 ¥ | 48 4B/ST a1 MLT3 (3-Level Multiline
Transmission) Type @I Encoding &7 YaTT T |

* 100 Base Fx—100 Base Fx U% Fiber Optics & =291 &I Specify T 2 | Q
997 2 — FDDI® 319 4T Q9 87 Farge !
What do you understand by FDDI? Explain. (Dec., 2012/Jan., 2013)

ST—FDDI &l 9% &9 § Fiber Distributed Data Interface Fed & | FDDI g8 21E0 &1 {1 ¥ smenfid 277
2 | FDDI 92a% &I FafciT & M 97 Afeesh GEaR e W W Hl & | T8 967 af, WA= T35 &1 HiEat
3T #hael G T YAl & | FDDI, 802.5 HeTS & ST & 8 GA1T T | FDDI U 3o Wi Higat
e 2T AT LAN & ST 200 km. T 7 T 9 100 mbps &1 T1Z § 1,000 RIHT HT ArZdl 2 )

FDDI %1 g8 LAN &l %8 & JdrT fhar S qehd & |

FDDI. Multimode Fibers & YaIT a1 & | T& Lasers &1 3Uagd LED 1 FART 4 &l ¢ |

=1 Fig. & FDDI 92a% & Yeidfa fahar mar 2—

e 1 s O :
o

< =]

Bridge T T
FDDI ring 2 l l
Bridge

Ethernet

Token ring T T T
L LL Ethernel

; : . ters
Fig. : FDDI ring being used as a backbone to connect LANs and € ompu3 (1}\‘:[ SC(CS)1 (41-48)

L i s s SRR
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42 |
e —

o
| s

(b) Two rings Jjoined together counter rotating rings

FDDI #af1T 21 Fiberrings # it a1 211 &, 7 Transmitting Clockwise 321 Z87T Transmitting Counie
Clockewise ZIdT & 4T fiF SUa Fig. (a) ¥ yefifa fhar mn 21 afe 379 3 12 7% I}rf:ak,g@-.g :ﬂ v ‘IT,m
% ¥ § G FT AT Gt 2| 3% T 27 Point W Fire 41 34T 1 a918 @ Break 31 AT 2 dT &7 Ring TF Single
Ring & Join 81 g%l &, A&7 % Fig. (b) ¥ yafdia far mar 2|

FDDI #I%T Fast €, I917 I8 HEW 2 | R

T3 - Zed 7 @ fawnyde a3 afza aaasd

Fig. : (a) FDDI Consisting of two rings

Explain token ring in detail with neat diagram. (Dec., 2008)
. Sear

Token Ring & @19 @i+ & fqgT= &I THATZT |

Explain the working principle of token Ring. (June, 2004)

el —213A 1, i Sttt W Smenfid J24% & 1 2% 7 Ethernet 929% & &% f9=1 29 F 14 #741 2|
Ethernet ¥ 92 FFEeY T 2T 1 T@AT € T8 312 ZIAAE & FahaT 8, T aF {6 T8 78 F7geX F Collision 71
Scnse?ﬁmglmﬁﬂmﬁ,@Singleﬁ?ﬁﬁiﬁiaﬁﬁﬁm%l%mm%AroundPassf’H’IT
ST § | 99 U FFL F 3 ZAE HAT &l ¥ 99 aF 09N BT & 79 qF 5 JHT 39 TE 7
S TITHT EIeS T AT & 94T UF 3127 92 @ giafie R A & oats Sd aea w A 6§ S A oA
e W Ui fabar sman 21 =1 Fig. % 25 for “eas 0 wefsfa frar mar 32—

Workstation | Workstation 2

Token Ring

e ]

Workstation 3

Workstation 4 | ‘/J

n". e Tnlrnn Rina Notwnel
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C oD e —————— 4%
T B e w2 e g i o g B
A [ o vy grté i

T 97 FN,T'!!" : mfx P 2 MARELE AR Pass a1 w1 & wa aas fa nrtr g
G T 51 T G B | T2y Tre oy picnt oA A 8 T vr v ek o
war 1A thy % Around Sroven & | ; g 427 VA FY Tigitaq TN B, ar2fam vga an wm m psd mem b
# A FRYLT G7 Pags FrAl ;I f’Trfo"T e 7’71"7,’%!77;1_7 AFA 77 friva wvay & am Pass 41 wih gatraxs
2 .{ﬁ fq,m R 1 o w”’} ¥ r-,"" )l?;al GBI ;TTE TAq rfﬁyf zZ Ad 77, f—} 07, ;}ju?;z] & UZH eEE 5,;,;,-3’-:_{ oy
# qry fre4d Hrer ‘., ;_’n..q?,? );;K”fmfw'i‘ a7 fre | AG ZIHHA HT WA H9 vy *}7!351');! UF GEA A ;/, . va.‘ .
Ll syt AT % 7 iy vt I gty opuee
. S . " ’ A U B IH 7 wwea A A 977 =0 BaorT vue
2%A %1 f@z grar v T I o — : %1 2 | ¥8% 97 BAA 999 W 5EnTT 7R
2VEA fh'f nq‘l T [EF [ 4 e ' '
: * W IEEL 802.5 Standard 3 qf vy fopan | q gedATdz %1 04 -
e - . . FAT 7| UTPH zes 7 A 2933 7 4 mibos 23
7 260 991 47 wfeafaay o7 AT VUTP ® srandz 21 71 20751 7771 4 mibps
ST Wiring 441 vy azgoueny ¢ . .
foamgn 711 7. ;T%;ﬁj_q I"FY aRLRLL TEAE, BT ATE 1 90T ) 0 3z 5 MAU (Multistation Access LUinit
; e ¢ L1 Center 8§ wafirg #TAE | MAU T 577 1 27 7, 0 1ub 7 2771 2 9757 22 Eghern
@ AT 2R T Sz, & avg v g ¢ g HAZI % 9 FfaFaa 7 pvzm w2

T4~ FATIZ W@ 319w wwmd g
What do You mean by ethernet, (Dec. 2008)
FWT=LUTI2Z (Ethernet) 1 1973 # Bob Metealfe I frsfaa frar 2a732, IEEE (Institute of Electromic and
Electric Engincers) 802.3 ®ves a7 smenfea 322 %, 78 802.3 CSMA/CD it 3 2 | 32 5, Collision 73 &7
BTN % SV E1 FTOPET U 8 WA 9T U € 92w Wire O 9 T 2121 31 999 ) 4% Conflict (397 3 Sz
® 1 &l 92T Collision 1 Sense # %, ziadiizn 27 s % e Gz % a9 @ 2w e
Collision d(’"_‘f’in‘_m gl gq% T Single T2a% Wire 17 F5g[9a&2 F7d & | Collision domain = =55 F=g
Collision domain ¥ Y&% 7T H¥2T ] YA & | YT FoGT 2T F1 Fad 1 Zia09z 57 55 & < o8 T
FFIET 38 {94 97 22T F ZiafiE 7€ BT @1 2 ) Ethernet 1 Nuclear Family % wq@ "z fr=faias -
1. 10 Base 2 a1 Coaxial Cable Networking—10 Base 2 #1 #Ifa%aq Segment 75312 185 =727 ¢
2. 10 Base 537 Thicknet—Thicknet 7! AUI (Attached User Interface) 1 F27 1 AUI 3295 10 Base 2 70
10 Base T % 9% 71 Step 2 |
3. 10 Base T=10 Base T'# hub # 79 % H1 AfTHAT Cable 712 100 Meters £ |
4. 100 Base T—2# Fast 24742 ¥ & & | T8 UTP Wires 31 21 Pairs T 100 Megabits Per Second $ = 72
w1 HYE w7
5. 100 Base Fx—2% Optical Fibers 97 T %l 21 |
6. 100 Base T4—100 Base T4 #1 AfFd" @€ Concentrator T Workstation & 557 20 Meters £ 1
gacie, ug greagy faem & oo OS| Hfza % wrer fam qn feefiea s ¥ Svas dar ®
yuie b @ whifz @1 snifea Fig, i wefdia R o -

T 5 . _
% 1A 2 5 Ae A AZA Zrdvat Collisions 3 a# mgh ¥

!
,.

O& ¥

Data
(40 to 1500 Bytes)

1 046 Byvtes 4 Byres

7 Bytes | Byte ~ 6Bytes 6 Bytes 2Bytes
i
Destination | Source e L Onectam
Preamble address | address
|
|
Sll!l of Length
‘ of data
{ram indicator i *
Fig. : Ethernet Frame Format !
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i

ﬁl\ Maruti'« MSC (CS) SOIVE
| a7 Destination address, HiTam oy
Zl WT@HE}H Silca'{ﬂ?hy

fhﬁgﬂnﬁr I & w5 (p Datagrams &1 e & | g2 %A 4 Source T
g "-;57*7 e < % S P q—ﬁ-]_rrﬁ]ﬁ ¢ = )
=4, 0% 1% %1 UZH 21 & T LAN aa1 WAN & &1l Wﬁm@ﬂmmmé"

T a7 iy e ¥, o —eoe 6-byte (48 bit) 3@ a1 Local Talk 1 byte
YL 48 bit T W 1 wdr A E \
TS =TI (Router) Ft wwgey Fzaas & Far g 87 (Dec., ;
Whal is the role of Rouler in Compuler Network? - : 008’
% @ Best Path &I T3 7 s

STT=TTZY (Router)—Routers fEaread ageaay &1 w@dl & ol ARG Pafhs
lmzmnﬁrfamﬂﬁﬂim%mmm%u&mé&mammaﬂﬁwﬁ?‘ S
BTSH, Szt & fafir= et % M szvial &1 A B € | Router ¥ HIFTTE A g

AT feze aar Routing Wit 2y 2 2 P

g : | ’ .

RoulcrsEETWﬁmﬁﬁﬁwmammﬁmﬂmmwgmiolaﬁ
BAFIH F qT FraE 7 A = y bnetworks & Organise &% qU HI & | 5T Subnetwqy
. i F2a® Segments AT Subnetworks A : mgam;

5 W B 0w uza fear A 2 ) a8 Seaw F Se-aw Allow B il
mwamﬁmﬁmﬁlmaﬁ%mﬁmBlocks%wﬁGroupedﬁ?f%lmW,@%

fearesa w3a, o wiformpa Jeaat w3y @ w@d 31 A Fig, § Routers F1 Wl & 23 1 ST T 3

Network A

Network D

(s | (#D)
HRouter
' Router

Network B

Network C

|

Fig. : Networks Connected by Routers

Routers &dd Routable QISIhieT & a1 H T qehd & |
Router ST Y& & 8l —

1. Static Routers, 2. Dynamic Routers

1. Static Routers—Static Routers ¥ 724, Tzfifaeey, Routing Table Manually &9 & gffyraeres s &l

99 Paths Taa 4 gfewifud gia & qar Intermediatery Routers, Routing Decisions el afa ¥ |
2. Dynamic Routers—Dynamic Routers & 8T First Route &1 3{e¢ Manually &9 & Configure i & | Qe

@& Intermediatery Router, Best Path & gq% & 919 98 2T Hi STIRT YT
Routers &1 41T Identical Network e eaa 1 fafir=t 21 & erdira & wmer ot e b ford P

|3 LAN® He1 U% Router &l Jeaa! & 38l &1 e &7t 2, 298 Destinations &1 Check g & ara A

AN & Q19 JUAT B Z1AfH HTdr & |
e A
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i | 45 1

areira® w9 H Routers, T ea @1 Split#ed &, Teas W G The &1 gd & 941 gl 1299 W 3204275
e P Pass F1g g

Routers & AT & LAN &1 39z 03 & Frifefe g HAE B

L. SHEPT SIH I9T BT Security & | LAN, U afsHRe 415 § (1012 HET 2|

2. Router 3T TRT BT4eT Reliability & | f¢ U ead qw & AT & o T 7299 &1 Serve FTT AT Router

gy & B 3

3. Router &1 dER1 wrgey Performance Enhancement 2 |
4. Router &1 T Hraey Networking Range 2

Y97 6 (a) — Bridge Uv @fgra fewunt ferfare—-
Write short notes on Bridge.
Y= Bridges—Bridges, f2ar=ad gxit ¥ 51 21 s/@a LANs & 49 # 27271 1 ZEfHe T @@l € | Bridges,
U 93 A BT BIZ-BIE Segments § i awelt € 1 7 21 & fieet oft @l & e wei Segment % fordr 2
T AT @A E |
T T Wb, Uk T H Enter T , 75 B § § U 1 UG ¥ qU1 TH A I 0 299 H RO @
e T & | 29 | AT Segments 3 AT Nodes 31 UZH &I¥ &1 & | 1 Bridge &1 e 3 fifel AT £, 78 Destination
Segment W e &1 97 AaT ¥ ) S i f= Fig. @ @ 3

r Segment A

a

(Dec., 2008)

Bridge

cooca [

Segment B

Fig. : The Bridge connecting two segements of PCs
v fawt Preffad & § sifute Fr 8- : ; G
(a) U faor, &1 Segments A @1 B @ @t Signals &1 R #ear & S f6 Sude Fig. & agiiar mar z ‘
(b) farer T2 &I GgT & U7 Segment A & ¥ @ff Signals %I Discard &1 & ST Segment A &1 T & &,

Rl =2 fa1 A1 Cross H & STAgwrdl T8 el & .
(c) Segment A & Signals &1 Segment B % HP A Address FT & J9AIG Segment B W I: rafirz fpan

AT B | : : 1 ‘
(d) Segment B @ Signals 1 Similar Way & Treat far S % 1 a1 Signals Segment A 7 fd Meant €1

m I i 3| dead T SUHTT SO Sufeafa ¥ S Ed 81

i qrdl
1. Transparent Bridge—3&8 @& AT : ‘
Transparent ﬁK,:)T MAC T2 97 ST 1T H Forward &0 a7 Stop & & Sifaftad 7Y q’ﬁ a;z;;%n
' d ard
2. Source Routing Bridge—7 faT Token Ring ead # e fopan e & | Fead A Ghe A e
T el i

Wmmﬁﬁm%’gﬁmm%ﬁmﬁmmmﬁwmﬁmﬁmm&:

3. Translational Bridge—3%4 frst 1
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I 6 (b) — Rfter & g @ gz &2 fag g wemsd |
What do you understand by Repeater? Explain by figure.

IRty (Repeater)—aft giedioF Wfifean zdazifae drafid Waves & AR B & A1 Hf3ar & ey
| Travel #7d &, 39 Attenuation Fed & | Attenuation, el Hifsa & 2rer @1 Carry B &1 g BT Hr Rilug Y
U feama &1 Add F WA Signals Alﬁplifyiﬁl‘cﬂ %, 34 ot @ o Aeah B Size &1 FGIRT Travel F77 3 iy
Allow FT1 &, 72 feary fdrey HEAT T |

S Ethernet Cable & wregq § 100 FH¥TH & TITET Bl AT T ¥ g U SR A e i 3
f’ﬁ SIS F1 e e & foy Signals & Amplify &l & | A feaed 3@ a@ 4 Signals Amplify &

&, ffiet el &) fdfver o) @1 At ffr fn a2
(@) Amplifiers

(b) Signal-regenerating Devices (Repeaters)

(a) Amplifiers—Amplifiers, 3T 151 & Signals # Amplify 37 2; Feq Signal 74T Noise 2 1 Amplif
B T 1 T 3w Analog Type % Signal FI Improve & ¥ |

(b) Signal-regenerating Devices (Repeaters)— Signal-regenerating Repeaters, 37T+ ard 1T & Exact S

Eﬁ?ﬂmm% T reconstruct 3 & AT Haw ZRE TTRRAYH FI Pass 53 £ | 28 q08 § St Signal, gxiizs
B ¥, T st Strength T T & & q41 Uo7 & |

= Fig. § Repeater & YaRT &7 Zgitar mar z—

Sending

Receiving
Node

Node

Repeater

Fig. : Repeater Connecting two computers and regenerating digital signal

Repeaters, U Single 724 F1 T &I qe1d & | FATT AT ST Ethernet LAN &1 Y41 & 1@ € ifep, .
Q0 T ST 7% & (79 F2q Pl @ Ao & A A 0 R Install F G E | T 05 G2 Install B
ST 8, I8 Shad | (Goiiehel 31 H1 fhUe a8 Signal Rdtex & e &133 o frdig fegr o &
Haw B ST JI9F | Pass fFar Jmm

U fUler amqd 7 a1 LANs 1 &9 T& &l ¢, 98 U6 & 06 B LAN S &l Seaement &1 32 F71 &
{1 Fig. & U LAN & T Segments &1 U fiex & 2z e mar 2—

P

Segment | >

Repeater 4—1 Segment 2

Fig. : A repeater connecting two segments of a LAN

% RTT, T LAN% Segments F1 992 &7l 2 | U fdiet yeld BH 7 Forward &l %, 7z F72 fhel T
Capability T &l T@aT 2 | % fodiey, o formrer & 7 5 oF odiem 2 -
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HHCR D 47
gvd 7 - {9 v gfye feoforar fafaa—
Write short notes on the following : (June, 2009)

(1) UDP And ARP Protocols.
(ii) Domain name Address Schemes.
(ili) Active and Passive Hubs.
(iv) Static and Dynamic Roulers.
37T~ (i) UDP and ARP Protocols—UDP &1 faiel #4 @ User Datagram Protocal e & | UDP U AT e
(Connectionless) WTEIehTd & AT ZiA9Te a7 T 1A &eam & | UDP, Datagrams ! ZIHGIE Hl T wfe zas REE
B HT Acknowledge &1 & &ear & | UDP ot =rerury fEeiiadt &1 weia & & f1d Port U39 &1 W4T &l & dliehT
g8 Port U3# U WIZ=T T & Sl YI4E HI Point H{dT & 7 & Fa9 MZewar € &, 54 fh TCP & @1l e
gl
UDP, Flow Control a1 Acknowledge T Suwe &1 &1 & | ST 1 Zrai4e F3d @99 afe UDP f&#T Error
%1 Y2l € 1 T8 SIZRMH T Drop &7 a1 & q4T Sender &1 38 IR & F13 T TEF 2T B |
ARP Protocols T fa&fd &7 & Advance Research Protocol &&d & | ARP, U =18 & MAC (Medium Access
Control) TS T T AT & | 75 W ARP Rz &1 Freehifeen & T fhar it & Sit 368 areafver e @ IP
TZH @I @A € | qE T AUHI U ke 1P F29@ T Peripheral w1 s B4 &7 91 & fod Allow &l & |
(ii) Domain Name Address Scheme—DNS (Domain Name System) U %‘&ﬁ@g grerTad gy % S WTé
AT O T FHIAT & AT FATLE TG & {70 name-to-address AT 1 Iu= T & | DNS Servers, S2EH
F1 HF2 (Maintain) 3T & W1 fare smefefrba & fod o A &1 w@m &3 & %9 # T Domains
% Hierarchical 99 &ari ¥ M@t a1 €11 21 29 2139 % Uga/A9 RafegeH & qdk drargst 3Hiaes @& &)
DNS %7 HaH FTeT JA1T 3 § i & |
Z202 H A AW WE H aF faf Jgr # ffoa forar s &—
1. Generic Domains
2. Country Domains
3. Invers Domains
1. Generic Domains—Generic Domains, W2 Hosts & 399 Generic Za8R & TR IRWIYT &I & | Tree
¥ 9% s UF S &I afeaiiud Sl 8, faar e 29, S A WE e ¥ aar 2
~ 2. Country Domains—Country Domain §&9T4, Generic Domains 31 A%& € Same %12 T Follow ST & 95T
2 @@t Country abbreviations 2T W4T T &; AT United States  frd “US”,
3. Inverse Domain—Inverse Domain &1 W41 99 & U &l A9 & & fd v omar 3
(iii) Active and Passive Hubs—Hub U f2arzq & 587 2121 U% a1 U & 31fa Nodes (Computers in a Network)
H ST & qoT O AT U & e Al Nodes & U Forward fRa ST & | ETHI=Aa: Hubs 4 to 24 RJ-45 Ports &1
Twisted-Pair &afcrT & ford w@d € a1 U@ a1 s @ At Uplink Ports, T Hub & T8 Hub #T H99% 37 & Ry
ferar Sar &1 Hubs Port-link Status, Collisions T@1fE @& Status & &3 Indicator lights FT Indicate &7 & |
Hubs, 9% ®9M (1) & Signals 1 fia #3d & 741 Signals &1 4 RIAT W ffie & ¥ Hub § S350
g | B Hubs FI Active Hubs &z &, ST gdt Nodes & 9T Signals &t Zifie & & gar Amplity ¥ F3d &
T8 YN Rqid & 9w B &
(iv) Static and Dynamic Routers—Stdtic Routers ¥ 52as% UsfA&aX &7 (Routing) 24w & Manually &9
q ez e ¥ | TR AT Paths Tgl § 9f0aTiad &/d ¥ @@ Routers, Routing Mot & od &1
Dynamic Routers & First Route 31@¥ Manually & & Configure BTdT & | 7% Intermediatery Router & 3{=1
Path 953 & o1 7% 31er @1 Ziee? o § | Q

Scanned by CamScanner



per MCRP Universigy B

Maruti s MSC (cS) Solved P2

48] :
> : greTadi=l a ey,
— TCpp atse FT farT @ avi @ifad a4 g Far T Wa:vm I
Explain in detail the TCP/IP model with ils pro . ., 205
rotocol/ Internet protocol F2A 7 |
nF &eaAd (Routablc;WTTr” z A fg=fos 3
5 | TCP/IP Sl &1 955 1 :_

T ST -

= e

5| TCP/IPATZA & A7 75 75,

I~ TCP/IP 71 fa7ga #9 @ Transmission Control P
% Defense Department (DOD) 7 Zaed faar ari TCP/IP

(F~Microsoft Windows AT Unix) 1 4 1 fea w4H
wmwm,mvmmmﬁrmrwrnmﬁm
; fFr=fafaa 2— :

). &g @47 (Network Layer)

2. 22642 @7 (Internet Layer)

3. B2 2 E1% @a7 (Host to Host Layer)

4. TGAIH9T @47 (Application Layer)

1. zaa ST (Network Layer)—TCP/IP H12e § 244 TFA ¢ Faz, OS| HZd B
% el

WZT@?;ZT%Z 4T (Internet Layer)—TCP/IP AT 4 Zzrz @at, 0S| Az #F979% A% INFFZ 21/

i I, TereaE @ ATAT § giiten Gt @ wetd g 2 1 P, e Z27AZ T G |

3. gre- Z-SRZ AT (Host-to-Host Layer)—Host-to- -Host @7, OSI #Zd 71 rramportW % j P4
%129 @aT | e, gﬁﬁmfmmmumﬁmmcwcp Host HIZIETa &1 2217 2

4. E’Fﬂ%ﬂ? PR (Application Layer)—ﬂWﬁ‘f;m @, OSIF{T’? #F1 Session, Presentation a1 \nph

Wamglwwﬁm Soa g7 UnA Ty §AT 99aed FA4 7 | Telnet, FTP ZT= 28 737 % U2

fFATRT T971 2137 o o

& FETETT £ |
Fr=1 Fig. § OSI Model @41 TCP/IP ®izd & 3{=i7 &1 Z47dT Tl 2~

Internet (DOD)

| OSI Model Model (TCP/IP)
TN T S TR
Presentation PR A
Session
Transport - | . . Host-to-Host
Newore. ] oo [nternet
AN RS R S T
Network

Physical

Fig. : Internet Model (TCP/IP) Mapped with OSI Model

g7 9 - ga, fae 3T a9 9 3far aarsi)

Differentiate between Hubs, Switches and Bridges.

SW-74, feaw qan fam & e g siaw Frefafaa 2-
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R ————

FGL ACAD

—_—

|

4 (Hubs)

—

[ 1.

7a % ORI Tmmm b G T4
Twisted pair cable 71 Fiber optic
cable AT 21 5197 o iz &
A0 A OF, 379%, % v i

mnmmm

74 OSI Model 7 5 g7
W EE FTEF 2,

A AT ATFB I ZAF H T

49

&4 (Switches)

fast (Bridges)

BREER B T P —

N F MG A g % 4
Bridge ﬁﬁ?ﬂ F IqA2] FTT Z |

T AT Segments % 4rg T
TTFA; AAT A A o T
AHT ¥ T HT 2A1 £ AN AT A
T UZF 2E41 2|

AL 9T 2 YFW F EH E—(j)
Storeand forward, (ii) Cut through.

. (=g AT & Full duplex

mode ¥ F1d Hg Z|

.9 g @ fum owmw @

. Tt Tt e & o ar w

i
1. T OSI Mode) F forsfmar sir |

- S s s, - »
2121 foie <1 et o /i e |

Zl ‘ |

Segments § %A 1 fTd off @2
Thd 2 |

T TUATT 3 a1 Segments &
4 1 fopar =1 gFar 21

HIAT & AR 395! ¥9 § T3 &0
T WAl B TEAEA o

Y] HAT 2 |
90E F77 AT a9 A1 i
BNZ|

g 10 - 75 97 "@fae fzouit fafaa—

Wrilte short notes on the following :
(i) DNS

(ii) Brouters and Gateways

(iii) Network scaling and its basics
(iv) Subnet and Subnet mask

(Jan., 2005; June, 2003; June., 2009)

FAT—(i) DNS—DNS 23 f?tiﬁ #9 § Domain Name System F&d Z ‘HQZ({{ qzaa; ;} ﬁ% a1 78 WSW
#1241 Twisted Pair Cable, Co-axial Cable, Fiber Optic Cable Zanfz &1 7% 2 | Feeqedi &1 aimqw # 21 ave & Sreafi
&mﬁﬁﬁmi’:lf’,‘ff’lfaﬁqﬁm’fﬁmﬁ?@ﬁm\m%%ﬁPeefjto-Pcerm‘m%lgaﬁ
ﬁ?muﬁmﬁm%mmmﬁ%—@mwﬁmﬁwznwfﬁ_q@@mww
aixmm‘a%amsmmﬁmwmwmmyg@@ﬁwmas?rcrmw{znaﬁ
FAEZ FP2T F7A £, 35 424127 %1 Client Server Networking Fd 2178 i H Sewer?fﬁgmquzmar.at
tzm Domain 725 £ 3247 25 {829 71 DNS (Domain Name §ystem)377:?f -4 G!y??;_vaw.yahoo.com ‘T:yahoo, Domain
m%ﬁﬁz‘zﬂz#?ﬁﬁﬁrmmiwﬁgaﬁomwﬁmmwp £

(ii) Brouters and Gateways—Brouters. m E'ﬂ%‘? HEM 7 ﬁﬂW HTEFZ?I?T( Jueed 21 © W.Emﬂ”fm & foa
T Paths ¥ B 7aH A th(HostPath)mWH_mmt’«}?mwmﬁﬁ‘mﬂﬂaﬁm
¥\ wErm & trrirar § e dzaEt F (AN SR wieten 2 7

3MSC(CS)1 (49-56)
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ST Fega @l waae wel & [ s aul b g, 1

& Al A fedra @ 8, e Destinations Al Chegy Iy

Brouters, 21 @1 31 § #{9% IEERIBCRRE
gt 77 ¥ 1 21 LANs & Hed U Brouter, 1 T23%1
¥ qu) WA LAN & T8 SAl # 2 3 € PR L

Gateway UF f2azg g | wam g1 &9 { fy=t FeEal \\Dj»il\jilar Ncl\sm"ks) &l :,h‘“~\- ~h|<"? ~I: 51y Ly
1 2 | Gateways, 0S| H1zd 1 &t AT (Seven Layers) & R WG SRR SRR B 1 U Gatewgy
mail &t 27 o Wiz § et B % & aa =2 gt Bie A HaE BT m;ﬁ # | any Fereese @l far= ""‘J"l\'»‘.‘”,l
W,WWﬁrﬁ%ﬁ?%ﬁomc\\ayﬂmmﬁﬂﬁmﬁlfl SR R

(iii) Network Scaling and its basics—59 UH A ifas acl &1 3™ 11‘ ang e J_'_m'_? d,‘ f‘{,‘ “‘A"JI JRLOR Y
o6 7T 74 % & e N AT § S R T Rl g8 G AT FEQ € | G AL M gy
F1 598 H FrgfaFy difear & Jrad § gl ¥ A i Hifs "l‘\\'i.s;cd Pair Cable, Co-axial Cypg
Fiber Optic Cables 71z % & # &1 ¥ | HVGeT J2a% & WA § & eqd § I3 ¢ fonell 1 TR & ki
AT T2 71 Share 57 T & | 36 QTR T FRY B ST fovefl G P SN TR E 1 i gy
Text, Audio, Video, Image, Graphics Tme @& ®9 H &l qahdl gl

FEZT FZaf H Server, Workstations, FRIABIA T,

(iv) Subnet and Subnet mask—a;qaﬁz‘q?é q 93 & v e @1 T& Unique Qgﬁ SUCTEL DT Sy
% | 14 FgEr T2 i R 99 SRR B ST A S A9 39 T SR B Th Unique T3 fea ama &, g oy
1 |P 028 F24 £ | 261 avE U A Sl - Seai B et U Aedd ST fRar A €, 9 e g
{209z FEA £ | 322 & A2 T Aedd Fed ¢ | \

Je% 12a% 8 A3 54 a1 HGel Bl & UniquelP@WW%lWW%Wﬂmnm T4
J7aF FATAT FAT £ AT T8 Subnet BT £ 9T 3HAT id F ARGT B B TUD DI Subnet mask HEd € | Ft pig

§ Subnet T y2fsid faar mar -

Network Interface Card gaife aew % WY M
g

Subnet
Server
. /E ?
Server I£ ! I%J
- LAN
/ . LAN
Server
[LAN
PSRN

Fig. : Subnet

24 Fig. ® 9% LAN & Server &1 fieTet UF Subnet SHIAT 74T B 1 3T &1 94T § T€ H1F Subnet- wor
Layer % 201 Y@ AT AT & | U

WeT 11~ Gateways B 39 FT THHA 87 GHETZA |
What do you understand by gateways? Explain.
S-T2 OR Tua ¥ Sl SIS HiEe (OSI model) & T A AR W HE Fa ¥, e fp orrer g€ ¢
iy ma forx  frav mn ¥ | 4
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r

ﬂzﬁ:u [’ mﬂvr[ G2t (Protocol ( onverter) W amer A e Ve, et (v i) A e e 4.
i et G o T T et B S0 T iy ) s v (O Sl sty 4 s v
oy G W AR COT R e oy fy wser an e oy qo o sfers oo g 19

WTW‘W' a0 diyzaae gyar &, o fady i H Nu]'{ﬁ G R R R e A B B K ey, Az,
& ECa Wﬁmmﬁﬂ & e gAife v grevion o way vt o sppare aen Ay s e by g et o o
g 1 A EST (Header) ST 2617 (Trailer) sl of apuare o et B 1 s et o A ) Wik AT,
e S BT T (Data rate) M1 gaar qar b | ' ,

e
7| wwEE q " e |
6| P 6 6 fn |6
5 wm 5 5 a5
4 EAAL 4 4 Ziqa |4
3 Aeah 3 3 Feas |3
2| = few 2 9 T |2
1| wifsewa [ 1 ; wifame | )
T 7

ferz : situ@ard wizer ¥ v M2d
Q

w2z - lPtz?waar??WA,BMC/P@W#WWW#?WLANW/P@WW

groft a7 giar 87
What is IP address? What do you mean by Class A, B and C IP address? An address of a

LAN belongs to which IP address class?
FET-1P TZH (IP Address)—IP 7% faafratt dem @ i affa @1 aueer war &) g me § a9
1 Gt Y A1 Tedl qET 21 2| gahl Y Drawback e % g8 v Explicit vafan foey @ smagadsan 2t
mmawgmmﬁm (p i Ay S afed | 7w vga & et @ faeere g4 g & wffemd

mwammm@,ﬁmmméﬁmaﬁmh
o7 TCP/AP SRt a1 e (o o ¥, wefafeer &1 $ed Peripheral @1 7 SR T TAIH Thr

%mm@ﬁﬂmmmmmn .
IP Version 4 @ @14, UF UZd 4 Bytes & #1r &1 9AF Byte, T Decimal Point & BT @ #ifl 2

$3—131.147.65.2 First Byte F1 4, 1P 750 aﬂrarramasfmmﬁm t ’
firs- =t [P Address FTa, 29 Tt % ford Frer-fast Bytes 1 Feam 1 T el 21 A 1P Addresses
Classes, & #1% &1 Uniquely dentify A1 & fra afenfoa 21 @ 2, < ﬁ’w{f?‘rf@”d %—. “ :
Class A Network—Class A, uZH “h q First Byte &l g Network Number & ferar gar frar sran & aen
§19 @17 Bytes (24 bits) Host &1 Identify 7 & ferd war #1 i %1 First Byte, 1 & 126 @& a1 Value %1 t@dt £

Class A ¥27% i sifa@a™ 6 Million Hosts (27~ 2 Combinations) T@ 71 #&d €1

—
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DL
TTE ] =
]‘—(,‘laxs A /‘{ J[ " _‘i
IJ | osl
Network

Fig. ; Class A Network

Class B Network—Class B 12a@ i 16 bits (2 Bytes) &1 Network Number 21T 3 TqAT 16 bits 22 77 g, f ‘;:j
HC o ferdt gz @1 et &1 Class B 7eas o 949 Byte 128 @ 191 @ &1 Value %1 wgrmﬁ £ Class B 3o, ié\
q 65634 hosts (2'° -2 Combinations) T AT d&d & | By default Mask 255.255.0.0 ; T9—132.147.66.2 Clags i

A N : ; : ke Zi
Address & 59 132,147 Network &1 @41 66.2 &&= &1 Z91dT &— @
| § 0 7 e
| Network — |~ Host — |
/ Fig. : Class B Network 3.

Class C Network—Class C 2% H 24 bits (3 Bytes) § 92a% 7= 2T & 41 8 bits, Host T Identifyz%  spa

€1 First Byte @ 192 & 223 o @Y I &1 "ebell £ 1 Class C 3249 % 254 Hosts 21 G &; Si— iy
193.11.2.116 Class B e, &1 U2d 2, 28 193.1 | 2729 1 Identify FdT 2 74T 116, Host T IdentifyFeqs. =1

o f

v [ In

o | B

= Network |- Host —| |§ =t

5

Fig. : Class C Network qu

YT Classes H, U Subnet Mask T W4T a7 1T & ST Specify &iaT & 6 38 IP Address &1 Network Part
@41 Host Part & @7eeT 27 79 28 Binary Notation # ZS1TaT WA & @& Mask &Y Leading Bits &T *1° & @ Ta Bis ;;‘
&1 0" ¥ Mark &I 2; STd— A
132.148.67.2 &1 Binary Notation & fr=ifafad &u o forg daa ¥— w
for

(1000010010010100.01000011.00000010) |
78 Class B U2 2 iifd 99 First byte 132 & | : d

Y97 13 — o7 ek USH T §7 3AHT I9ANT & ghar? bl
What is a loop back address? When it is used? (Dec., 2012/Jan., 2013)

StR—Loop back address : Loop-back electronic signals, digital data streams T items back @ flows 7
routing &1 T T 2 | loop back address T fasi 1P number (127.0.0.1) 21 &, 7 U 79 & softwar
loopback interface # ferd f&3T ST 21 Loop-back 3eX® 6@ waifque er€aay & 781 T@ar & qen a8 U
# fodfiaa &9 7 e T8 2ar 2

Loopback, & U endpoint & H1I T HYAHIA 7 & 1 TCP/IP 328 U& loopback I specify 7
& Al same computer 97 H GGG % &1 client software FT FfTH HT &1 Srafar a1 & 1 users, loopbact

@ ferd 0% 1P address (127.0.0.1) specify @ Ha 2 | Loopback address, 32a wsfaf:ret &1 local machine ™
treat &7 &1 SR Zav 7| :

de

Sa—
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Under what circumstances a router generates the following g ICMP messages.
(1) Saurce Quench :
(1i) Redirect
(iii) Destination Unreachable. (Dec.. 2012 ]an.. 2013)

Sal— “) Source QUEﬂCh ICMP (Internet control message protocol). Internet Protocol Suite & core
F’"’“":OISIT 8 T SN &1 3H eEw A 7? FEGZE F HIG007 (9T F ZT error messages indications &
WA 3 15 WA S AT e 5 ‘arequested service is not available” a1 “a host or router could not be reached”
ICMP FT 53T query messages Fi rlayFHE s diFT @ a3 81 protocol number TE3T fear Jn
4

%4 U router. J17 31 packets 3 volume & 9T § 35 38 2T ?. T ICMP source quench EEE
T 30 AT 2 1 ICMP source quench 5, 32052 destination 97 3 3 =721 3391 % traftic rate 1 39 &
% 72 & e 7

Source Quench, &= F3aT & % T router 1 wF &= 71 ¥ T messages % rate 3 HT 1Sa1 94 | AL
router 1 host, 7= #1 ygg 59 3 TTQ"‘TGT?NTTNﬂ HI T2l &A@ §, 99 U?ﬁ’fﬂ?.gencrat-:ﬁ%l

UF particular router a1 29% W UF & §99 W TF &1 & &% hosts T FE high speed F =121 F31 Jrat
& 17417 UF router Y41 A5 31 7&4T = | buffering. U5 specific range & HT4 HiiHq &7 £ | Router, Hifad buffering
space %1 mﬁmwwiﬁqueueﬁfﬂam%l T9 7€ aic queue. T & A1GT &l 11’1;"—_7
31T (Incoming data) discard F JAT 21 &f%5F 9239 997 & acknowledgement [t Safea &1 BRI ESIR D]
FAEC & T 9T 3 % oI, destination W Yg9 A1 & AT FE 7 3 qmmrr?m—wrvmw*rm
% fd 9% TF131 source quench & AT & Y& 3T 7T 1 source quench fafa ¥, router <@aT € &% I T 7€,
(Incoming data) ST 1T 31T (outgoing data) Fi &7 & FIH! 97 &= ¥ = a7 7% ICMP T3 clients & I8 =T
%, 91 T Giad AT & (% 3% 19 T TGR I3 T FHF FET T 7 AT =27 B AT F 957 999 F 99
HE1 AMed | 79 client TH FHF F1 I FT 2, T 2 AH2H §9 7 T 1 =127 27 (outgoing data rare) i
FH T 2 I UF YT 9T FT TR HOT AT router queue F BTET FIT B 1007 TEF F910° | 37 91E source
quench ICMP 535 929% @a7 ¥ flow contol F1 % F1F Har =

(ii) Redirect : Redirect, data packets T % alternative route 97 95+ #r request AT = | ICMP Re“d\lrect‘
routers % fd routing information T hosts 9 941 (convey) % 7@ T% mechanism % | Message, T host Fr
g1 routing information %1 5922 #3H & [ o1 &A1 & | IfE TF host, router R1 F WTIT & =27 51 9o 2
FIY F7T & F4T R | 2727 &1 g8 router R2 WX 9HAdT & 41 U direct path R2 & S99/ 31 (341fd host 7= R2.
U #1 ethernet segment 97 &) @ R1 U& redirect message ¥l & AT host F1 inform FET & B8 destination &

fi best route, R2 & HTEH (via) & & | TW9a1d host FI destination % 7 HS A7 R2 #7 packets ¥ T |
' (ii') Destination unrechable : Destination unreachable, host 91 8% 3aq gateway 3 T T haT AT
%1 7 client #7 BT FIAT & f destination, 2 By FIT d unreachable & | Destination unreahable. TCP. UDP
a1 TA ICMP Zigdie & fofee & &9 F 92 @ 1 @ 21

Destination unreachable message 2 indicate T &% U frame, discard &1 74T &7 49176 98 Z83 ultimate

destination ¥ T 9#= #H | Destination unreachable message & Frefafas o & w3 5
(i) Network unreachable
(i) Host unreachable
(iii) Port unreachable
(iv) Protocol unreachable
(v) Fragmentation needed and 'Don't fragment' bit set
(vi) Source route failed

Q
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Whal are the various transmission modes of FTP? Explain briefly. wire

(Dec., 2012/Jan,, 2013
SE—FTP ¥ transmission mode fa=fafaa — |
(i) Stream Mode : 30 I3 § 22T, bytes &1 stream & & % @i aran & | Sending device HIERUR; <, g7
TCP 9% R€m@7 % g push #¥dT 21 287 distinct header fields @ @Ter e FES HIHS H AT T oy HTHTH
(ii) Block Mode : a5 orafird Convential 3TeT Zfasie 1S & | g8 3121, blocks & &9 H i fgy o
& a1 @ FTP blocks 4T records & &9 # encapsulate 34 ZIHIHE fepa SITert & | W RFTE 3-byte S %
T@dT & S 281 length &' indicate AT & @ar 45 A Ardl data blocks % a7 FABAIA &I T@w 3
(iii) Compressed Mode : 39 93 & 2721 &I compress &b TS T ¥ | 6 HIS H TE 31T COmpreg u

FAT SATAT 2, 389 ugard block Mode &1 @¥e Ziafie faar A & | QR
; % \

99T 16 — 802.11 wireless communication protocol @& Wﬁl )
Explain 802.11 wireless communiation protocol. 7
IWI—IEEE 802.11 protocol, wireless stations T&T wired networking infrastructures @ 9 0 draeiae) ERGE 1P’

T B Ford A% T ST & | 802, 11 Wil SN 2 HEqUl HHIZE Ad—Station (STA), Wirgle, 17
Access Point (AP), Independent Basic Service Set (IBSS), Basic Service Set (BSS), Distribution System (DS)
Extended service set (ESS) &I T&dT £ | 802. 11 AT SMidheerat B Hra-<d Hrel R 9 BrEda fzamsd sy &
a4ar Wireless APs mapaa‘{f{?; | wireless STA, U adapter card, PC Card a1 U embedded device wire]essﬁﬁt{ﬁa
IUTE B0 & (61 TE@ar & | wireless AP Functions, qeqe UgHd % foid wireless STAs AT existing Network bakbop

& 4 § U bridge d &9 § T HAT & | &l
IBSS U& wireless network %, AT FT T
%7 & STAs & AR &l & | 38 adhoc s BSS n
wireless network & A9 & Ht JHT A2 | [— STA STA ﬂ,
BSS TU&H wireless network %, AT UF F
single wireless AP & e a1 BT 21 98 o [:__] D |
BS!

w

U% 41 UF 9 A1 wireless clients FT Ture TA \

#7aT1 Z | BSS T Infrastructure wireless 72a% | \0/// \\\./ D ‘
L
7\

& =19 § ot =1 AT 2 | BSS # §4T STAs,
AP & W & FHAHE H 8 |
ESS, 21 a1 a1 § JAfes wireless APs &l D
&2 21T 2, 1 same wired network ¥ Hd
1T & @ar 98 UF single logical network &7 DS
sfrqifaa @ar 2| f=fafad Fig. § 802.11 \
wireless architecture @1 fafzrd forar ma1 28— % 1
IEEE 802. 1 | f=ifeif@@d operating modes [] A

1 qfoafad F 2— = N A
« Infrastructure mode / \

P
» Adhoc mode Be
ST operating modes H UF service set D C]
‘Cuntities (SSID), Wireless network 1
identify &l %, 38 wircless network name § e STA STA

off ST AT B | .
fras [ TH
: T RBA modF 1 E}W.?f i Fig : 802.11 Wireless architecture
ireless AP AT T wireless client 21T 2 |

e

D

w
—
>

-
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wirdiess client. T% traditional ne 2 recources 3 T3 ~
ared metwork o SRS _NOrka‘ resources F TFH &4 & fod wireless AP 3T garT wl ¥ | Traditional
- PENIE, % e intranet I1 internet & FHdT €|

sdhoc mode 3 wireless clients. wireless AP & {371 T% @ & ¥ directly CA\ERTAL TS g & | a

ﬁ 17 o IP"{Jdrmlnow =" ‘? ~ 0 4
- & Elf” £ 7 29 &8 denote Tar Srar 2739 Binary notation @ dotted notation
T convert f&ar FraT 2 .
\\kj[ ]5 - s > .p' »
L [P-Addressing? How it is denoted? How to converl Binar

notations?

y notation 1o dotted

F=T—IPV R, 5 3 30
2N ,“’ % .dd::css'f'g U |P address U identifier 21T &, 1 UF Interface a1 Interface @ A< &I §TTIC @A
%55'9‘ '; q :““‘;7' T 1P ad:ﬂress. IP Packets @ source IT destination #F1 identify BT Thdl ZIIPV4AD fed
& 29 WIS ST T UF | T interfaces H & & 9T B9 Ydh interface &l TCP/IP enable &T

¥, 9@ ¥9 S interface W TCP/IP enable T &, @1 &9 UF a1 UF § ATH logical IPV4 addresses &1 assign B
logical address %, &id I8 geEe AT

terface layer T ST fopd A € |
T express F@ el g address,

% | 7 addresses, automatically a1 manually assign 53 Tqad & | IPV4ATE
o assugn%?ﬂ =797 &1 39T 59 addresses § relation T8 wEar &, 1 network
1PV4 addresses 32 bits® 214 £ | I 1PV4 addresses F binary notation T want
| 77 0 32 digit string ¥ ¥HE M|

555 binary strings & address &I express BT T81 1< T e & & Fatad 6 dotted decimal  express

FAE

—

11000000 10101000 00000011 00011000 &1 IPV4 address, 192.168.3.24 dotted decimal notation § express
3

Dotted decimal notation® four decimal numbers (00 255) 7T dots (periods) & 3T 35T ATAT & | ¥4 decimal
aumber, T octet 3 AT & ST AT % Tar 32-bit address &I 8 bits (1 byte) &I RS T B

1PV4 address F1 binary notation 2 dotted decimal notation & convert & & fard frfaiad steps 1 follow
FE E1

Step 1 : 8-bit blocks F =7 scement W 21
11000000 10101000 00000011 0001 1000
Step 2 : ¥3% block 21 decimal & convert F & |

192 168 3 24

Step 3 : Blocks @1 periods (dots) # separate B Z

192.168.3.24 '

Fa |PV4 address FTETFA &, Td WXYZ notation & TaIT & a3 ¥ | Fr=fafad Fig. ® IPV4 address structure
F1 gt T B

f— 32 bits —
wW-XY-Z
Fig : IPV4 addresses in dotted decimal notation
a
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TS IS — Wireless LAN & &w aer gt @ 87 wree aifrd |
What are the advantages and disadvantages of wireless LAN? Clarily.

IHT—Wireless LAN & @I (Advantages of Wireless LAN)—Wireless LAN & J9q@ @ vttty

1. Wireless LAN & Zfa T2l & aTeaT &, 921 & Uad & qebal ¢, 768 Cable o) g ol el A i sigy, -
AET Bl &1

2. Wireless LAN’s & HTeA & aifém ol drfeass 4 & 1ot & §erie H TR & HRW B sy,
organizations, shopping complexes Fare wi-fi & ﬂf?ﬂ.l'l FT U] B ¢ afe #1g @fad shopping Compley j
shopping F7e-A71 ST mobill  §27e & AFe FI1 et & 4 UaRI T HAe! ¢ g8 fTd T shopping comy,
7 wi-fi 1 Afaer Z9 wfzd @@ mobile # i 7w giyen e @fed | 2%
. 3 Wireless ITA‘N FI U 4l % BN setup HY qebdl & | 84 qla4 %1 Access Point ed € | TE AT 13 iy
H &% HAF9E & evsal T Gl § |

4. Access points, &% Computers %I 7€ HAT serve T Thd € |

@ e e g

“Wireless LAN @1 g1fat (Disadvantages of Wireless LAN)—Wireless LAN &l .
1. Wireless LAN’s =@ & fordl radio waves &1 JanT 70 B | ZEerd Encrypt ZAHTCIIA oY FITEH 7 fiy

STET care BT A& BT 2 |
9. ZHH signal TATET @Y & ST & 4T error connection & ferdl Siferd bandwidth &l @d B Bl TE

-4
3. Range &1 g1 % ford S access points F1 T el .
4. Wireless LANs, Wired LANs &1 SﬁW slow 2 2| | Q

9v7 19 — Wireless LAN U7 Qe feaquit faf@d |

Write short notes on the wireless LAN.
ar

Wireless Lan &1 framfaryr & qusTga |

Explain the process of wireless LAN.
SHT—Wireless LAN—Wireless LAN, radio signlas a7 infrared signals &7 YT & short distances K gﬁ

nodes  FI7 FEITHIA F SUALT B BT A1 & | 38 wi-fih T of} ST ST & | Wireless LANs @1 access
point f3arzq % AT & dgI AT ST @ | Wireless LAN &1 32T W1 wired LAN & TRE & HaT3il el Jqered i
¥ | Wireless LANH #IAel wiring 1 STagdebd =i 2 & | AT 3 setup I GEIT QAT STHIT BT & | Wircless
AN & radio frequency (RF) ZaTaiTotT &1 9amT 7@ Sifqee A ST & | St RF current Y Ue TR &1 supply
faar AT & Al 0% cletromagnetic field BT U €T & T9 F€ space % W ¥ propagate B W HaH B! ¢

Wireless LAN o 0 fZarza &1 WWW%, fSrr Access Point(AP)%‘éﬁ% | 59 f3angs uriv® &7 wireless
Ferretet &1 broadcast FT 3, o1 Fveged e o & e TevT dteh TN e ¥ | Wireless LAN I Join &
T Access Point & a2 @14 # fory Fvgzd & Wircless network adapters 31a¥d 93 &1 Tfed | a

wT20 - Rouring#mwmé‘?mwaéwwé‘?

What do you understand by Rouling? What are its main objects?

ar
Yeaa B Routing IGFIT @ §ET VA & AR HHHAEA |
Describe the main objects of Rounting process in network.

IF—UF q29% ° U packet F forward B Bl gf#Far @ routing F&d & | Routing & W@ 32T (goals)

fepferfaa & 1 _ |
(i) Correctness—Routing, proper T correct €T TIfed afh packets ST proper destination W 9€Y |
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2. Simpliity—Routing T% HTATYT T{1% # EH1 AMET A% overhead a7 FH 2 fAT &4F 21 Routing
algOTi(th 3 complexity % 37::{ % 919 &1 overhead 47 EERNIGH 4

3. Robustness—TF I1T major network 39¢(2a 21 AT B, &1 264 F1E A1 dF (997 FHAT faliures % @M
(Continiously) run FT3 T SIST %1 A1 T 2 | Routing % T 2oz 5 7 algorithms, robust 41 e |

4. Stability—Routing algorithms #¥ 797 gftfeafagi & stable BT =127 |

5. Fairness—=2a% 4 31 22 UaF A3 S0 packets &I ZIAMHZ 77 & [@d fair chance T IS FHIAT 1124 |
FERGd: 92 first come first serve AT YT 2147 Z |

6. Optimality —Routing algorithms, packet delay minimizing 47 throughput % term H optimal GERCUERE

a
g7 21— Routing Algorithm & 10T FHT mﬁ' /

State the classification of rouling algorithm,
a7
Routing Algorithm &1 f&-fT war § SWEAIH fehal AT HahdT 71
In which forms the routing algorithm can be implemented?
FT—Routing Algorithm =1 F=fafEa wdi & ffaa frar s 2
I. Adaptive Routing Algorithm
2. Non-Adaptive Routing Algorithm
I. Adaptive Routing Algorithm—3 algorithms 37 routing decisions % a2@Td 1 topology ¥ reflet 7 £ |
4 3191 routing information #1 adjacent routers § NI F7d £ | 2% 97 F=fafaa types & afma mar a1 a5
2
(a) Centralized—3H type @ algorithm & 92a% § &% Central node, 3237 21T % a7 & YU THAEIH
W Fd & | 38 USATd 98 SAEEYA routers FT AW # AT 3
(b) Isolated—37 Fa2 § node, TH nodes & TARIHIA & 9T T4 {41 route T 91T 3T 2 | SHFT @19 98
% [ TTHI9A F 73 F 69 399 UF node F1 ATIVAFAT 2T 2|
2. Non-Adaptive Routing Algorithm—3 algorithms, current traffic 797 21w % estimate 74T measurement
T 39 routing decisions % base FT T&1 T@d Z | 34 static routing 9 Fed £ 1 24 9 (=AatEa types § aeiiga
fRar o %A 7 |
(a) Flooding —28 %1% ¥ 9% incoming packet 1 ¥&% outgoing line 97 9T AT & | 285 37 node T
B1% fear s 2, fA% node W7 T8@T ATTHA 2T 7 |
(b) Random Walk—2A 542 § UF packetFI node % B HTH U3I4T node % 9TH randomly FT FTaT & | 7%
algorithm, highly robust Z | / Q

W¥F 22— Shortest Path Routhing Algortilm @1 FHET33 | Dijkstra algorithm T GG S nodes & @t
T shortest path @l 3STETUT AiEd Pﬂ;ﬂ?@l
Describe the shortest path routing algorithm. Describe the shortest path in nodes using

dijkstra algorithm with example.
ar

aah graph H nodes & T shortest path &I 71 F7T F 77 Diskstra Algorithm =T garT FHra
shortest path algorithm &I qAEIET |
Describe shortest path algorithm using dijkstra algorithm for knowing the shortest path
| between the nodes in a graph. |
‘ FWT—Shortest path routing algorithm T#% AT routing algorithm Z| 29 aF41F & FHAAT AEA 21 28
Lmﬁ subnet &1 UF graph @1 7, 289 graphZ! ¥oi% 912 0% rputer?ffﬁgﬁ‘m’m Z AT ITE arcUF FAE 9T
T 2 i 1 oz 71 2 1 Routers # pair % 419 7 route F1 find 5% % 7, algorithm shortest path 27 find

3MSC(CS)1 (57-64)
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HTA 8| TH graph & & nodes % A1 shortest path 1 Fez HEA & fard RS aigorihme B vt § Wy
Sifers wa A s A algorithm, Dijkstra algorithm A ! v 4

¥ algorithm ¥ 9&1% node W% label 7aet & 1 source node & dislzlnct? @’Wﬁh el T I"bﬂi‘,"" i
T algorithm node ! 21 sets tentative q4T permanent 1 famfare wan (3 'JIWT“ A I fm palh?fz my Ty
TE Bl ¥, zafera it labels tentative EXA ¥ | 7% algorithm frefaf@a steps ® ATHT N T bt

Step 1 : Current node (T-node) & #4 & soure node #I mark B2 & |

Step 2 : T-node & &1 neighbours 1 find &¢d ¥ aa1 28 tentative @1 € |

Step 3 : 31 @1 neighbour &1 examine F7 | "

Step 4239 G noded 419 § 0 node 1 permanent @ %9 1f label &7l 7 2T g T-node mark Tt £ | Permangy,
node 98 node 21 2, Forernr weight Tad &9 B 8| . _

Step 5 : a2 destination node 77 TE AT & AT tentative list empty & @l stop BT AT ¥ ar=gan I step 279 fo||,,,
HET € FA ¥

Fr=fatas sareor 5 Dijkstra routing algorithm ! ¥7@ &4 & qHZTAT T4T Zl
E LA

T node A & node E & 419 # shortest path &1 find FT 712 ¢, 78a faa FeafefEd steps #1 follow w7
2

Step 1 : T8 T soure node (A) F1 T-node # & | T €, T0H label permanent & | Srar 3 Frefifas figH
Z9IAT T %)

B

node (A) ¥ f&fe ¥ 1 3 nodes & B node &1 weig!
4 change % ¥ )

Step 2 : 24 step B 4T C Tentative nodes A1 A% v q7 7.
FH & A T T-node T & 4T THAH label, permanent & &7

ey
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Step 3 TH step o D AAT nodes tentative nodes %
) node &1 weight e,

—

A AT Aoz -node (B) & &% Z | 29 nodes & 4 o

(1. 8
T-node 7 419 2 aqr "VTIJ label, permanenmt % #9 § a=zar F74T 2|

Step 4 :7H Slen C.E tent

‘mvnnodu; , AT directly T- de (DVA -5
¥ @ T T-node & ¥y ¥ o y T-node (D) # % Z | 28 nodes & E node & weight less

aE A41 2T label permanent Changem £

Step S : E, destination node %, 31d: B9 destination node 97 %, ZAfE 9% 5% o £ |

Shortest path A > B —>D > E % | ; Q
Y¥T 23— Distance vector Routing & 319 a7 GHzTT §7 ISTETUT Wied W IR
What do you understand by Distance vector rou ting? Clarify with example.
Or

Distance Vector Routing Algorithm &t 3STgT0T Qled quETET |
Describe distance vector routing algorithm with example. .
FIAT-Distance Vector Routing—3S % T4 § Computer networks STHT=I: static routing algorithm &t
NQW dynamic routing algorithm T W4T &I &1 Distance Vector routing, dynamic routing algorithm T

LEOfiH=297 ¥ | 28 Belman-ford routing algorithm At e & 1 29 algorithm ¥ & ¥ source node & destlnatnon node
A% shortest path I find & & | 78 algorithm &1 vl fr=fafaa ¥ )

s=source node
w (i,5) = i, node @ j node @& link cost
w(i,j) = o afZ @ nodes directly connected T T

w(i, ) > 0, afZ @ nodes directly connected % |
h = algorithm & current stage 97 7% path ¥ links @&l JfeIeHan §eE |

Lh(n) = s node & n node @@ lcast cost path &I cost
Step 1 : [Initialisation ]

LO(n)= oo, forall n#s

Lh(s) = 0 for all h
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Step 2 |update|
for each successive /> 0;
for each n # s compute

L., (M) ")[tA()) = w(j.m)]
n T FEEHY predecessor node j & connect H & Al minimum H T T & qer e A= predecessor node

H "I n B fpdr ft connection ®T eliminate &N & | Y gt ¥
=faiad table T algorithm &! T& public switched network 9T s =1 apply fopdl T result T &3 '

)

Link between
two routers

Router

Fig : Public switched networks

Y% step T links & SIIad ST % A1 least-cost paths, h & equal find 84 ¥ | Find iteration & Y9=Tq I
node T least-cost path T&T 3T path & cost &1 AT AT AT & | Same procedure HT node 2 % HY source node

% ® § Yg°T fHAT S 9T 2 |

H Ln(2) | Path Ln(3) | Path Ln(4) | path Ln (5) | Path Ln(6) | Path

0 0 R © - 0 - 0 - © —

| 2 -2 5 1-3 | 14 0 L 5 i

2 2 1-2 4 14-3 | 14 2 1-4-5 10 1-3-6

3 2 1-2 3 1-4-5-3 ] 14 Z 14-5 4 14-5-6
) 4 2 1-2 3 14-5-3 1 14 2 14-5 4 14-5-6
b Table : Link Cost

U¥T 24 — Multi cast Routing &1 ISTETT Wlgd THFEY |

Describe the Multi Cast Routing with example.

ar
Multicast Routing &T T3 &gl A A & &7

Where does we use the multicast routing and how?

I¥{—Multicast Routing—d8d A1 cases ¥ 29 same time T multiple clients T 21T send T &Y T&Ld Bl
2139 case H 3¢ &9 unicasting routing T FART &I & T server, 39% clients § § &% Client B -1 connect
HM lfehT Jedeh IR T8 Yol client® U U identical data stream T WO | 78 server T&T network 2141 &Y capacity
BT wasting & | AfE 38 case ¥ B bradcasting routing &1 ¥a1T X £ a1 T8 inefficient BT &iifh -y receivers.
message H interested Tl &0 & ¥ 3% 3FIATH ¥ ¥ g wwd ¥ o 3@y B Fd v 78 99 ¥

—— S
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mﬂ'ﬁ»’f. cusciffﬂ'qr‘r_j 0% By o
¥ | £ technique &1 multicuslﬁg '7:;[‘ T users (clients) % groups 1 4o & ferd &9 Z8 i techniques 1 94T Hd
. . 6 B ¢ ks g e 2 - & ) ’ 3 )
routing ®Fd € | 4T multicasting % fordr sinr 5y SRt A routing algoritum @I multicost
Multicasting #1 foraifafy (worki :
5 Orkln 2) h 5 r S = . A 3 . -
1 29 T g &) BT H w9 & q9er & fordy v St A & | Frfatad fig § 0 Sars

—

61

Fig : Network C. ontaining two groups (1, 2)

m;mm & e m.%\m &1 groups (group | 4T group 2) FT TEAT 2 | T&f 29 % routers 1 hosts & ferd
attach & 1 37 groups § § &AW U & WA belong FAT ¥ Fe # routers hosts ¥ attach & i1 T groups &
Tt H belong g ' Multicast routing @ ferdr Feyery yeger routers Z8L @41 routers & fod T spanning tree covering
@ compute T & | S Frtferfiac fig leftmost router & T spanning tree &I 29Tl % |

Fig : Spanning tree for left most router

34, 9 U GTHE, U group %1 T multicast packet WSIT &, T WUH router 3qH spanning tree &1 examine
TN & AT prunes BT & | Pruning, 84T lines A Ra & 61 9fHa1 & St I hosts F read 78 &edt 3, 51t group
% members ¥ | Fr=ifarfaa fig group | & &M@ pruned spanning tree &V YA & |

Fig : A pruned spanning multicast tree for group |
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fiferf@e group 2 @ @ pruned spanning tree 1 29T 2 |

Fig : A pruned spanning multicast tree for group 2

| prunning & 9YATd multicast packets, e qEET TUGFT spanning tree I forward ferdr e 1

Write the briel note on the following :
(a) IPV4
(b) Congestion Control
(c) Traffic Shaping
ITT—(a) IPV4—IPV4 & Internet protocal version4 & ATH & 4T AT AT4T & | € Internet protocal (IP) &7 fourth
version & | I Internet & Internetworking methods & standards 93 STEITRA core protocols T H UF protocoi% | IPV4
32-bit (4-byte) addresses HT UATT FHET 2 |
IP addresses, binary numbers &I & dfoh @TT0: T text files ¥ R &I & 94T e & ZRT 96 ST a1l notations
A gefeia B & S| IPV4 B fad 172.16.254.1 %) 28 frefafed &9 § we@a: g9mar @r 2|

I
ff' y¥T 25 - fefafaa v afira fewon fafad
»

7l R [ 3 S L2 SANEE - |
\ \ \ ¢
(10101100 00010000, - 11111110, - 00000001

| One byte = Eight bits |

Thirty-two bits (4x8) 4T 4 bytes
IPV4 addresses @1 dot decimal notation & w2 forar ST 2, S ¥R decimal numbers & et aa BI & |
S BT range 0to 255 BNl & 1 T 372 dots () & ST oBaT A & 1 8~ 172.16.254. 1 W part address 3 8 bils
%P UF group & A= Frar e | he cases H IPV4 addresses &1 hexadecimal, octal a7 binary representations ¥ fiys=
fepam S @ar & |
(b) Congestion Control —7d T J2a & qroqy |
# %% |1¢ packets F ZraMe fahar AT 8, 79 aE high
traffic 9T congestion BIdT &, T YXHITHT I THIFAT
T & 79T AR packets f2da 78 g €1 e
A2 @I &1 (Capacity) 31 YT A2adh W @S
g AT 8, T congestion 3T aT 2 | Fr=fafad fig
5 congestion @ concept &1 W &Y & faf3re fpar mar
2l
U% A29% 4T subnet & congestion & 3G & &
wq@ Froor frfafea & , - A

Puckets sent

Maximum carrying Perfect
Capacity of subnet

Desirable

Congested

Packets delivered

p

e g R 1 - A V=
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1. Output lines 1 &A1 (Capacity) § & Input rate traffic §¢ I X1

2. Routers T slow B ¥ ¥ tasks B Wt & ¥ wger wwg a1t ¥

3. Routers @ bufer v &)

4. Slow links @ 20 WY congestion I B & . < S e

(C) Trafic Shaping—Traffic shaping, U F2q& W qUHRH &l optimize T4l (rafTic @ e e @ ﬁ;}%"“;;
% | TS AUFA networks, bandwidth 1 uss Afere == Y @ € waford o et T & T : o
Sz T TS T B ) FRAR 3 2t & | v ea 2 afi-a e Aea B Sl SR R
% o SO WHIH T & | & | % i

Networks T TTHIAYA packets $ §9 ¥ ¥oft et ¥, 78 3121 B blocks & &9 § grefu el & (& data p"‘k‘;"
21 R priority level a1 o et ¥, St WHRERY & optimize F & B ¥ U Aedh Al fRurife m |
Traffic shaping 1 packet shaping @ 9 & ¥ F1=T T ¥ 1 3@ Trafic shaping, & Tl priority GMIITE S "’“58
& WEE B oW B UF qalid & |

y
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7\ PREVIOUS YEARS QUESTION

"/ UNIT-IV

WAL = e ur @l frogoft fafun -
Write short notoes on the following :
(a4) SMTP
(b) TELNET

() TP (Dec., 2012/]Jan., 2013)

IR () SMTP : SMTP a1 YA =M Simple Mail Transfer Protocol # | mm ”-‘5 HWZ_-I_-T: ﬁf:zj: F? "
Frat 1 anqe et & o geve ar Sead v o e @ g faw 97 Data I ZTHPT AT & 1 196K | E-mg
qfaer w1 frenfr e @ faa ga faar o aran ag qer G 2 | 2A T A el & Mail U5 Ty
8 g e ao agad) ¥ 1 qw MEmle TCPAP Stk Stock F TF HIE B | SMTP E-mail § ASCII Characie,
;‘et T SGANT T ¥ | e R @ o fowe de Mail F Ggar 1 v ga Grete %1 @eraat 8 9 o o

|

(b) Telnet : St Gar i TCP/IP Wbt 1 qe w14 gorel o fordl Gfaemd sueea He & T8 7o, el
arge uy fqfysy rr%fra‘:mu‘rm‘faﬁmmm%amﬁmﬁmm%mm_mwwa@ffw :
! ST et & | Telnet &1 war foite afifsrer grgagi & ford fapar s 2 T g % ferd B 9 ST ity
,‘ ® m‘{{?ﬂ D] U H &I AT YT R B Telnet, dissimilar-m foeed % Fe FAEE 1 Tuereg
) U &1 OSI HIST &1 top 1 daail & telnet functions Fr=fafaa 219 - : 4

L. Session leyar 9T & half-duplex method &1 W41 @i ZTWAT F=gid &1 Iq@ET FAT 21 T8 session
administration, handling connection establishment, file transfer T&T relasing connection Z1 W1 Z9a2! FIET 7 |
2. Presentation layer 9T telnet, byter order T Character codes &1 WITT ek ZIEA9TH F1 @ﬁ?ﬂ il SYTEI Hrar
| g :
3. Application layer 9%, & relsial fiiie ST & ford function &7 YA @ g4 Supply &T 2 |
(¢) FTP: FTP 3T File Transfer Protocol edt & | T 3 26 a7 & w21 & ©F 0 WIIHIT & 9417 22742
wmﬁm}mm%%ﬁmm%tEﬁzmmﬁaﬁmﬁva&rg@mmaﬁmm%m
s?ﬁzwqmmﬁwwwm?ﬁaﬁmnsmm%nmﬁwﬁmmqummé
{H:{Wq‘(ﬁansfbrﬁ?ﬁ?lﬁ%ﬁﬁmmgﬁ?%wmmﬁwﬁmﬁ%l
FTP @1 ST E2042 YT GTEl H1 SIS H3 2 ferdd it BT ST 21 Web Server 257 Wifdh 32 FTP Servers 71
[nstallation F¥dT & | @&d-HT Organizations FTell &1 FAARd et & fT FTP Servers &7 wamm #73 ¥ | FTP PRI
Text Files 4T Binary Files &1 SIETH-Y819 &3aT & | FTP |9eaqy & 9@ Fd frefafag E—

1. g€ Remote TAT Web host T WIZHT &1 31961 &hear 2 |

2. g€ Remote TAT Web host # GIZall 1 r3eig Far |

3. W& Anonymous @& Non-anonymous FTP Server & &7 ¥ a1 wrij & s amr 2

4. Anonymous FTP Server § Access &% @& fodl FTP User 1 Password &1 3aggaar 487 2t 2z

5. Non-anonymous FTP Server ¥ UTHIT &3 & @ FTP User &1 Password B ATHAT Bt | a

Y97 2 — OSITUT TCP/IP RORH wisen &1 gorm ¥
- Compare between OSI and TCP/IP Reference Models.
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OSI AR % B sraerons o WS AgA-eh oG 1 ¥ | ag e e v A wat B
R o . m"nﬁ (COnccptSJ ;j;?’_rq ;,‘ -
1. §91U (Services) g i
2. 3ETHA (Interfaces)
3. Eﬁ’i‘ﬁﬁﬁ(Protocols) /
OSI HI=d FT 9192 gad 727 5 .
g% T AT § TR % 3 3 fomr 3 1 9 3T A AEEmensHt #1 W w9 F SAer-Aan Fan w2

1 [ A E, T T i g gy

e B T e ¥ & ST ST T 970 (Result) AUTET 2 | AfH7 22068 ¥ 72 747 aaran & aar
ﬁma“aw“a*‘%' VI TS 1 SR 37 e & e e v - 21 T | gl 9 O 7 S
A 2w ol Tt &, 72 ot o oy dd & oAt A7 g R

S JD OSIAIST 7 Fasi, sxdet ol Srompieil 2 wwe: Srr-arenT 35 Rar-mmam &
WWT?P/IP%Wﬁ,WWmﬁW:WWWﬁWIWlﬁﬁ?fﬂﬁﬁ%‘?fOSl
Wmmmwm?ﬁﬁﬂﬁf?ﬁr%lm%m,mﬁm(lnternetworklayer)m?ﬁﬂﬁaﬁﬁ
T ar{aﬁm |aTE SEND IP PACKET 317 RECEIVE IP PACKET % |

W‘Iﬁ‘wmOSI‘-‘ITEF{#WP}T’WTCP/leﬁwﬁWﬂﬁ%ﬁ@ﬁ%-ﬁmmqﬁa?ﬁ
B 9T TN | AT AT FhA & | T AN TETH T 1 [ S A A7 5 S A e g
oA |

amaﬁosm?gam%mi?mwmwm|mﬁmwﬁ§mﬁaﬁa?ﬁwﬁ?
I G TN & | AHT U 1T I 1 % 1 78 ot e At F1 Fawa & g ompad 1@ A o 3 A a8
m&%mémﬁwﬁmwm%um%m,mmwiﬂazm@ﬁ?am%mmn
FH(AU A9 SSHEE T29% A9, AT 36% (a0 U a1 H-A9T 21 927 | T8 AAT, I8 (9001 THhH & Fzae
@I S9G H FM34 34l §2TeAET (Internetworking) % a1 & & T & a1

28 faudid TCP/IP Hizd ¥ YIeiehia Ueel 319 3T Higw ar&dd § 27 WISl &1 (44207 41t a7 | Z8fan St
&1 uiEd d e F3 # F1% q951 721 411 A q9En Fad 92 A 6 9z diza G o et 2 ¥ {5 985
BT 41| TS GReTEEy 77 = AH-SEdyad eant B gue § wwd A5 o

OSI 3T TCP/IP T "zl & e 3= 72 & o OS| #iza § &1 w4t &, 9afs TCPAP § daw I 49w & |
3l aizel § (327) F2a%, AU AR B T4 E, AE o Al § Hw ¥

EUT A= TE % o 0S| #izd 3197 423 dat & mdﬂ"ﬁlﬂii\sd (Conpecﬁlifotﬂessj Sﬁ'{mﬁ-iﬂfw (Connection-
oriented) 2T YT & F4 (Communication) &1 gﬁmaﬂT 2,7 FTHITE AT | Had Wﬂ?ﬂﬁ'ﬂ@w RRRES]
FT & | F0ET G § TCP/IP HI3d % Fe7ieas Gat § e U 013 (FATd) &, 0 2w § <At e
F gfaer & & | ' Q

Y93 - URL @ 39 ¥ @EHA &7 g
What do you understand by URL? Explain.

W—{W(URL)—W@@%@W@HWﬁW@WWWWﬁ@?ﬁi{m%
W qerET Frr Tl % | 2 st 4 O (Web page) HET S 2 | G A9 Ut § FAE 0 G it | o
¥ i1 % f (Links) a1 9rZ2T (Pointers) &1 qFA £ | JYATTHA ~3=r.ﬁm Ea wq’m m\m mwﬁ Y e
%1 79 efi 21 e 3 o7 ST O ATH 7@ ST & | JE A QA A A, I q9 O F A9 w5 -he
T FT | 36 AH F GG [ arbet (Uniform Resource Locator) i HANG B YA (URL) HE1 e
¥ |

AT Yo @531 2 | = Farsti &1 qtramn = 57 241 2 % (e oaw |
I 9T B ® ol 3w gEen @ @ fRar A 2 oante |z gae dEn

=
s

IMSCIOS)IT (65-72)

Scanned by CamScanner



| .

Maruti's MSC (cS) Solved Paper MCRP University Sem_ .
T -~y

»

66 |

& 3 , _ J ) T A A (Domain 1.
[t Qe a9 & gamroe & de qrr @ ¥ DT (Prol()c,(ﬂ)\ﬁaﬂ a;?;; i > h{; ”é:;c) P
U AE A9 A @I bt T 8, qer o6 wrEe @ A (File name) PR 48 > TS

QIO gy &gy Yo —

hllp://www.nbcd‘com/productsllmnl

bl

el hp Sﬂ?ﬁﬁ'él?ﬁ’l:[m%www.nbcd.com%:l'{zm(m A & o = o

. S Fleat & A b AT W 2T Ty 3
rm:rm%lsv{éﬁ’fwﬁaﬂﬁ‘mzrmowm-amnﬁsmam%uéﬁ\mﬁmaﬁmwmg,mq;h“'%

Rbrmarom-amnﬁsﬁrrﬁwﬁ%‘rmraﬁzmﬁﬂmqmgf aﬁaﬁ%ﬁmﬁ:ﬁ‘«
smf‘rhﬂmwmmmﬁsﬁ?q@mwmﬁaaw?;fygqﬁmﬁ;@m&m%#m?m
O % TN &, STET qE A ot I fehar T & | 36 [ e - s e
B HF[EX T Il TITAT &, ST 96 Aa Uof m%mmmwwmmﬁg

e ST & 1 9 AT A ER @7 smedt uRE (IP address) A Rl -
(TCP) Fa9 STSAT & | FA5 3 ST W 48 G0 - 5 SRt ad 91 1 BrEt &1 TTRIT 1 iy

b AT ¥ | ity & oF 39 A AT @ FHET I O A & | 5 T O E HEC R H 6wl ot i

P! @I ST qHAT ¢, AT & FeRAS W U # | ;
mhllpmaaaaﬁaﬁmw%,mawﬁmmaﬁw%nmw?mmm i
WIeTeblel (Hyper Text Transfer Protocol) 2 gﬁmaﬁr‘:ﬁﬁxﬁmm% o9 4 &8 mﬁ’:ﬁﬁ?@a’g\ q9
ftp WWW@

file GIERRIES]

news g9 (Newsgroup)
M6 —

Z-9d YT ’ A
feqre @rred

den products.html IH 47 57 5 ‘

gopher
mailto
telnet

THARUT § = A ST & SIAR [aT i Tiehtar 1 A & el ¢ |
g7 4 - gI3UY 2fiTer uT walv ¥ frwuit fafaa-
Write down the short notes on hyper terminal.
IWI—T3UT efdFaT (Hyper terminal)—favsiet & 31X ™ Tools ¥ Iuete fafi= Tools § Hyper
terminal U% 9@ Tool 2 | BAX YT STIh& H U FFIX & q4T G0 PG del qadl oTe AMhE § &, 29 T
¢ fo5 B qr St & HPegeX 1 B gl e & HAMGE b HrgR q T8 < Fred 6 = A dged wam
STRH-Y21 & @& | fqueiar & 78 §9q & | favee o g0 H7geX & 9199 VR i e & forld Communication |
Tool & =¥ Hyper terminal Tool & | 3/ Tool &1 41T &7 & & H™YX & AISH & 1T B & | 29 Tool &1 ¥
B S e # GrEd @1 g & fRd § ae @ O 9O 9 ¥ o w0 @ R a2
Hyper terminal T 91T &34 & fod f=faf@d Steps & Follow &g E—
Step 1 : start button T click & 2 | L
Step 2 : 9% 3 Programs & 3fd Accessories W click &t & |
Step 3 : Accessories @ Sfaifd Communications W click Fd & |
Step 4 : Communications % 3= Y&f3fd Tools ¥ & Hyper terminal tool 71 select 3 ¥ @ click F7 ¢!
Step 5 : Hyper terminal Dialog box Waf3fd 2 % | 299 aqeft SAYAFTTAR F4T AR options & et 7T
gl 0
9975  — R7T 719 & GRT Connectivity Ft 7 ATe}?
How would you lest the connectivity through ping command?
SIR—2TH outer @ ; -'
S 9 - -
steps @1 follow &g &— : Gt o

p—
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S :;?r'l i AT run Atqgr 77 T, w1 ¥
Step2 : 9Z1IA run famay o Mo A L RS ¢ B F )
O md type #7 2 A9 OK 47+ u7 faam 1A ® | 21 a7 v% black and white Z5M7%
mwm ?T’TT » | ) A ,, A, { ‘x, Dalx ana E @
Step3 : 994 prompt g7 ping i _
: A BUYpe FT1d 2. aar =g mor & 1 ) P ey Pan BT 4 _.ale L
%) @ address 4% address 71y 2 o VAT 8%, W4 71 07, (P address 21 DNS address 270 1 A

4 f‘m AT / : Ype %
. 89§19 current system %1 FA2I42Y 1 test %71 % |
Stepd : A% FAfFfad) o 44 W A 3 g N421 71 test %

- - T % 97 reply 9ziot4 2 1 ¥ Fn-facfatr 780z
I 10l72‘ ‘ 72 I 29 lp addrCSS G o ’-"‘,'ﬁ'}?'f,];ﬁ Y a 19 f(-[)l/ J/TJI I AGH 1 9 T ¥ 3 .
e, L4 J S

FIA 7
=

ping 10.172.172.129 |
IP address |
Reply from 110.172.172.129 - bytes = 32 time = 69ms |
i
e TTL = 64 1
ly ST Yefsia 2 &, s zgfan :
o repf)jl‘ o & = 413 SR %, 2T 2 110.172.172.129 1P address % 514 (32032 @54 21 3%
FARA fai & T "request time out" @1 "host unreachable" & FEfaT ZAT Z | -

77 6

— DNS WHE & Network wemr # smg #5 wa #7717
How do you distinguish a DNS problem from a network problem.

(Dec., 2012/Jan., 2013)
FAT-DNS Problems 37 Network Problems # f=fafas a7 7—

DNS Problems

Network Problems

|
. 3 ATSAT, UF HIT F find & & 2, 1 72 1. A UF TR AUE FAEE F TR F 2
problem, DNS problem # |

a1 7% problem 92a% #F1 Z |-
2. af¢ domain name & G ping FHZ FT YA

- dor _ ; 2. 42 29% § 93 F74 % IP Address F 714
& & AAfeA &2 reply T2 faadn z 1 98 DNS ping FHIVZ & YA Hid 2, A5 i reply
#1 problem % |-

FEi foadn 2, a1 T8 Network #T problem = |
3. DNS server § &-a2 f6I T4 router AT switch,

3. TS 429 | 2 &4 F7GH, server s 14 ping
HEAATYIH ping FIA &, b1 DNS, ping &l

I &, AlFA server T4 TG ping T HIAT
#Far 2, ar fAfyaa &1 § 78 DNS server &l %, 3T @7 & Network card 921 £, a1 Ffsaa
problem Z |

®Y § ¥E 9235 problem ¥ |
4. ¢ fopd FFGZT & 1P address F &9 ping
4. I ping FHHZ & A DNS server &7 7T type FHVE H I PG W FAN & & I
#F7d &, 3 "host unreachable" Yafefd 2rar & ."Network Not found" ¥5= wefsid 2 2, a1
7% DNS problem 7 | g% 42d® problem |

Q
Y¥T 7  — TCP/IP Uleiaicr @t Configure A & ford =Tt &t fafad

Write steps for configuring TCP/IP Protocol. (Dec., 2012/Jan., 2013)

SH—TCP/IP Protocol &1 configure F & frd f=ifef@d steps &1 follow Fad 8-~
Step! : Window # Start button 9% foreter YT & | 36 Had control panel 3Ty &1 s 7 £
Step2 : wzfyf@ control panel fauzr & Network and Internet connections W & #1d 2 T Network

connections 97 faFt® T € |

Step3 : 3 Network connection T right click F ¢, BT 9 configure HTAT A& ¥ T properties
W T e ¥ j
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|| Stepd : Firebet uftar @49 @ R General tab 77 aT F4T Z8 connections & fa Networking tab 7 Bk
®Td ¥ T Internet Protocol (TCP/IP) W firieh %7 & | 26 99T Properties 97 {#% 79 £ |
Step5 : gfg @91 DHCP derver & DNS server addresses &1 YIS AT A1Ed & al obtain DNS server addre 2
automatically option 9% T e 2 | : )
Step6 : af< 89 DNS server addresses 1 manually configure T aT8d £, a1 use the following DNg Serve;
addresses 3™ W s @
Step7 : ¥8% Y9HTd prefer {6 T DNS server ddn alternate DNS server IP address %1 preferred DN
aar Alternate DNS server boxes H type &7d & |

Step8 : T8% 9vaTq OK 924 W s & 2 |
Q
Y978 — Nestat FAIVE 't I & GG |

Explain the utilities of netstat command.

S{—Netstat command, active TCP connections &1 Yaf3fd &l & | 8T WEY F=farad &9 9 26 3
L IESY

SErver

' T
netstat [~a] [e] [-n] [~o] [~p] (] [s] |

* —a : T8 parameter ¥4I active TCP connections T Yef3id &¥er &, @1 TCP 3@ UDP ports &1 efit
BT & |

* —€:d% parameter, ethernet statistics T W&feid HdT &, 94 fha=T bytes T H&AT F4T packets &I T77 T
& T receive fRaT T 3 ‘
$9 parameter &l —r & HII combine FT ¥ FANT fHAT AT Gahell 2 | L_

* —n : J€ parameter, active TCP connections T Wef3fd &dT & | & addresses a&T port numbers, -
numerically express {3 dr €1

* —0: & parameter, active TCP connections &1 Y&f3id %1 &, 4 process ID (PID) wfafea ez | _
g9 parameter &l —a, —n, —p @ 19 combine ¥4 ¥ Y4 FFAT AT ThaT & | g

* —p : T8 parameter, specify 63 T4 protocol & 3 connections F TITaT & |

* —s : 98 parameter, protocol & Z statistics &I Weidld T & | :

* —r : J& parameter, IP routing table & contents ! YfRfq HwaT T | Q

9979 — T U TV @ i & s § gusEd

Explain the role of domain and workstation in windows.

ITR—Domain, computers T4 users &1 T Jq &, T computers §7 user accounts F TR FE il
TEihiE et 1 geraar i & | Windowsd domain%ﬁ?@'ﬂﬂﬁaﬁaﬂ?ﬁmﬁﬁﬁﬁ,Wmﬁégﬁworkstations _
I frafa & @t smavagwar et & | Workstaions, HeE 1 0% I B ¥, S domain & @ AT 21w d |
a1 3N A SHH FEGEH BT SIGH § U Feqh % AT FrAd B RAT A, T B et e ¥ 1 3w e
o ferel U g FT server I 2 ¥, 30 FORA W windows & server version, ST frew @ &9 § instal
fear ST 8, 38 domain A domain server @ T & 4 THT T 2 | 9 G UX windows T workstation versior
ST =T & w9 # install foFaT AT 2, 39T workstations F& ¥ 1| Domain & WTe® & user accounts
forar s 8 @ 3 rights R S ¥ 1 @aw authorised users & workstation R & &R 3 ¥ 1 Workstations.
domains, windows network @& heart 8 € | faver usfaforget & wq &, arftves Rrdiefai 29 resources 31 147 |
T &1 Windows administrator, system administration & =i tasks @1 handle FaT | |

(1) Managing user sessions and connections

(ii) Managing file, directory and share usage

(iif) Setting administrative alerts

i
\
!
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(iv) Replicating directories and files to other systems in the domain.
(v) Creating and managing user accounts

(vi) Synchronizing and promoting domain controllers.
fr=fafiad Fig.  Domain workstations Rasfig &1 @@ 9 7 FGm & a1 32—

Workstation | Workstation 2

l' Fig. : Domain-Workstation Relationship

Iuiiad Fig. & U domain, 7@ 917 workstations T faf>ra f&ar 71 & | 3 9, workstations, domain 3 a3
4

Q

ysT 10 — IEAT e @1 SUFIfTar @t =t Hitad |
Discuss the utilities of Hyperterminal.

FR—Hyperterminal U 9T &, f7@ &4 8 computers, telnet sites, bulletin board systems 3@ & F7
F0 & forir wanT &7 " 2 | Hyperterminal connections, modem, null modem cable 2T ethernet connection &1
YT Feh qTH A 2 | ) |

Hyperterminal, serial port %1 YT F@ T30 WEel H1 0% FF # M1 portable computer 7 ZIHHT T
T ¥ | 36 R J2aF 9T AT portable computer F setup FT F1 SATAR T 2T 21 77 feAre <fiw
¥ HI Fiz A1 e T Gerad BT % | 7% 97 character-based computers & H14 FPIA%Z & F T Feraa
F 1 Hyperterminal % &4 fA1e HP i U B & [ Wﬂfﬁﬁgﬂ steps T f(ﬂlowiﬁ{% ¥_

stepl : windows T start % @ All Programs & Accessories § Communications ¥ Hyperterminal 3{Twr
W s w03 &) @i q7 Hyperterminal %1 set-up ST 1 sraﬁ'ra B e
step2 : 29 dfaq H "arca code" @@ & 3194 area T city FT FI3 e\nt\grm Z) ;
step3 : af¥ wxa &l df "carrier code” afaa & carrier code enter F7d 2 | 28 YA phone system % access

Code 1 enter 7T 2 |
aewn;eg;a‘,-qmq ntone dialing" a1 "pulse dialing" ST F1 g Hh OK T2 T foeras et € aan ama

Wacwemconﬁmm%moxmwmmﬁl

et
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stepS : "connection description” ZFFAMT a7F 97 "Namc” 2z g remote computer - % A4 F enter #vq 3
7% T5A remote computer F1 fuA=Z #74 & fad wF icon &1 AaF F7d ¢ 741 OK 427 97 s 7 3, rnﬁ
F79 97 TF 97 "connect to" ZEAT TT?F? m 21 AT |

step6 : fo7# frarz TG q A 7 72 2, A1 area code, country code A4T phone number, Lnur F F

afz Fwgz7 § modem 71 2, A1 remote compulch host address T "host address” @ J enter Fd 2 dar por
numbu a1 § computer % port number #T enter 74 £ | 8% 9991 "TCP/IP" &1 "connect using" a9 T Fags

F0d £ a1 OK @294 T 1% %73 2|
step7 : Remote computer 1 access ZHH 97 assign f4 T4 user name T4T- password &1 enter #7q 2

authorisation %1 gftz Z1 @4 97 remote computer 4 login 21 A Z | Q

gvT 11— OS] 79T ISO 2T9d G feha aig gar-ad g7
How are OSI and 1SO related Lo each other.
3¥1—ISO (International Standard Organization) Tdh =z 2 B, A4 2a% 9izd &1 4 1T 2 \‘:T’JFI gz U5,
standard Z v networking protocol &1 FANId F7T Z1 0SI (Open System Interconnection) T2aF A Oz

o.mﬂaf'l mﬁ?’amﬁmnmmwwmmrmwmm A: THH I
A ISO/0SI (International Standard Organizations/open system Interconnection) Network Model 2 | ZaH T layers

it &, A1 fAefafag -
% .

[(Are—2a% I % [0 U= 24 97 YvA-3%F IA7 F AATT F )

997 12 — TCP/IP TH1q WIS & AHZEA |
Explain TCP/IP Reference Model.
4T (Or)

OSI 3T TCP/IP THIA RISeT &1 ol a7 @t @gradr @ &1
Compare OSI and TCP/IP Reference Model wilh the help of figure.

IT{— W/WQWW(TCP/IPRH"WWModcl) Wmmﬂmaﬁﬂm Gmndpdrcnl)omﬂ?'
(ARPANET) A% 29% %1 AT AT 2 | 22742 ZAT H1 A9 A1 SAMAHTT (Successor) & | AL gare: St
& Geer fa9m (Defence Deptt.) 21771 fafu~1 fagafaareal v awr q&ami #1 | ZarGE aEAal & areay d diga
ATl U A q2a% a1 | 59 #eerze S Zar F2aE # 3 A T, 1 G JTEPRIC 1 ST T4 ST
P ATAIAFHAT B3 | T8 W2 FHI 37 AR ZAm far mn 5 vx a sfaw Gt #1 smaw o | o as s
mﬁm(lntemetworkmg) FT AT | | 721 2o mméﬁﬁ'ﬂzm frrig mfza (TCP/IP Reference Model)
Fraar STt/ g g3 (TCP/IP Protocol Suite) % T 3 TFT 4T | 78T ST & S22 %1 MW & |

OSI digd TCP/IP Hisel

NW&MO\\,

forg : OSI &= TCP/IP Gigd
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A8 W20 § T 7 iy gy F | ;‘CPQ/TP(WQSI MOdC.'.) "E_fq?’é' fasstere fapam ra a, gafor zq diza 4 a4t 0S|
> o ‘ m Sﬁ;f ;ﬁq Wﬁ&‘mﬂ AT B— Teamh, giadrd s veimer | e
- ST g Eﬁnﬂ HI HTEd 8| AT OSI Hiza & dF Fuft dad %
TCP/IP %% T ATIATY Wit (1 ST 1 SRy e & e o
& e ST 1 T 2, G W\W(q:g?{twc- modules) § 411 g3 U d9 e (Heirarchical) Sigrata &, forf
’ aﬂlﬁT%, &l TCP/IP bz BT&W Has g fﬁﬁ% | STET OS| 9= 37197 Yl o147 & Hrdf (Functions) F1 1%-21
(P " N, Smmaa%émmgam%' Rrent fereft fereem a1 emragararan # srem s & foeman
: S 3 : T arte - 1 o5 .
%) A 3T o e ferar T A% H Wmﬁmiﬁwmdﬁ% W4 Z aidd (Supported)
ZIUTE AATH, TCP/P 31 Friesteit ) , ik
L aTep) i S R £ Bl ‘Iﬁ‘qTfQHEF{HT %—WQFTW qIEITa (Transmission Control Protocol
. ; 3 IEIEA (User Datagram Protocol a7 UDP). Zetead oa¥ § dad U Yierfa afrarfoa
%—iaﬁaﬂicxﬁ'l qreIhTd (Intemetworking Protocol

L - . a1 IP), BTeiich 38 WX H 2rer & SManTae # Qerdl e 47d &
I W B & | T B 30 OO B Wy A @y A & o & o

I8 FP SMTP DNS

TCP UubDP

IP

ARPANET | |SATNET| [Sae trza) [.LAN

fag : TCP/IP WigH &1 AYTehideh ®U

F2ead AT (Internetwork Layer)—3# E20HC @4 (Internet layer) a7 HZaeh @d? (Network layer) 1 @r
T 3 | 77 OS] Wiz & Jead AW H AE 2 | THH AP W e &, B @ M weiebter a1 geczafdn aermta
(Internetworking Protocol AT IP) @1 A & | 72 Eﬁﬁaﬁﬂ Team-adt e, e Cm'a"ﬁ §ab2 (1P Packets) a1 smédt
STTITH (1P datagrams) &1 AT &, G 31T 32 G T (Destination) 26 o & fer swrcardt & 1 srerums “rea
¥ o & qra ey ¥ 3 o e R o s A gad @) SHE SO A e 3 el it wre wed s wl
B F o % forg geeerdl 2 : R

90 9% qg’—xﬁ % fora gaed F1 F2 Intermediate nodes d Bt ‘],?R:ﬂ UZ Hefell 8, Gl)l fepafy oft *m o (LAN)
mh(WAN)ag@am%‘ammmzﬁmﬂsﬁamuww WS @ forw gerardt ¥ 1 g afepan
% 3% G2t 3 2oy T T qEE 1 ST T BT | A DA T S dect o wwpd Ky

Ziaq AT (Transport Layer)—TCP/IP 3  gRTUTC AT a1 SIrHTe A E-grefhe et dret
(Transmission Control Protocol a1 TCP) T@T Tl Wxﬂmﬂwscr Dﬂlagrum 'l’rotOCO! ar UDP). €39 @ wwar
mTcpmqmﬁswﬁvdmm%,ﬁﬁqwﬂwm_mﬁaﬂwr{mfwj A srfr o by ue
W\Z’rﬂaﬁg’fzﬁﬁ;;ﬁm(s{ream)EﬁTW@H(Sourcc)HﬁWM Tferen m\a?ﬂ b oot gam o
W & ¥ | 2 g g7 GE-gedd QA (Full-duplex communication) oA e e b o urr et a7 an g o
T %7 ofqq s & i} (Segments) ¥ a1 &1 & ST ITH STATTH 2T (Header) 1 % a1z 39 dom 4 fao
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?ﬁmwméém%lmqsﬁqwuﬂwﬁxagq@nﬁﬁ?ﬁmﬁﬂ‘ﬁiﬁﬂﬁa‘“?a.lgi_"aju:ﬁzr\m\ﬁ
W%eﬁraﬁwﬁ%mﬁma%mna}mﬁqém%|TCPq@ma;rﬁwoy;Tgaam?(_;q_gﬁ%
ﬁéﬁé‘fm%,mu%o&W%%mw&@mmwﬂm\%lwmﬁmﬁ Q'Ei",ﬁvhﬁ:rm
e qU-SFE §F T | TE ST 7 off giAfyad s & 6 HE a9 96h TR & 7y
T AT F A T | 25 A )
T T F G W satq UDP W T dgd SR ZAE qat YT € S DS AW OS] Hiy
a%amq}ééu?%mﬁem?afmﬁaﬁmnagwaﬁam‘?umnrcliable)mz‘lm%,ﬁ@q‘?ﬁ?ﬁsmmm
iimm%,hmgmﬁ%zﬁﬁﬁaﬁmmmaﬁmmﬁ%,%?Tnaﬁfﬁaﬁrfa?ﬁfaﬁalmm
wéaﬁaﬁdré-amé;mﬁumdrammmmmm%aﬁ%zﬁmu—m T (Multicasting),
SFRITe] T HA9T 72 TS AT ST AT ATSHIRET (Broadcasting), Sfd U Ha9T ®HT T WA Wﬁmw )
& ) ST el & | AT 70 GISTHTer 1 SqAT AINIEeA FAEE-aaR (Client-Server) Wb & T 7 3Hfirss fargy

ST ®, e Sa we et @ o fedt A oo v A g
TAIBI @A (Application Layer)—TCP/IP ST I UGG @47 & WIZibial & e a1 &, Ry

T SUANTHATS qar S A gz s @ e g gun H & fo fFar A 1 (TELNET),
WIS ZIABT G2 (FTP), Tes1eh el S1eiebiel (SMTP), ST T4 faeed (DNS), Taéremdt (HTTP) sufe i o
ST &, S T At g A ¥ | S ST A o SO e % A S AW | we
&1 UG fafv=T g % araf & fog fear s ) . .

ST/ SMET Aise § OSI #isw F1 A% A9 (Session) TN ALY (Presentation) AT Tl &N, HH
ST SfErBIST Twfiebert 2T T faRT ST 1 TCP/IP Azt & OSI W % H9T T % HB A ZAIE T amg
o SIS &, ST &1 Uefiebare A # Ger-gwian H9R §59% G | OS| i & 9 qe Qe wad & o
UHIBI WA & TGl 8§ e TEd &, afE ST Sasashar ei | SeTEter & o, At RRE uede @ it
qeel I SATEASAHAT 2, A T8 HT T TP ERT AT AT FhT & |
gyt 13 = SMTPB}ET(T ITGhT foHa W#Wﬁaddressingsystema‘ﬂ"\‘7773?73?}/

Describe the addressing system used by SMTP.

IT—-SMTP &1 fI55d &9 & simple mail transfer protocol & 19 & ST AT & | SMTP. 2212 T email server

HI messages ZIAMZ FTH & T T standard network protocol ¥ | &t MY email client programs, SMTP 7
e T B | SMTP, BveZ HHah9 % 1@ TCP port 25 %1 T41T @1 & | SMTP &1 qQurA & o qor Toee
97 spam help & fe standard group ¥ TCP port 587 & festrea fkar &, St Wrorter & IR aspects &1 G4 FHa

e

SMTP module 1 configure F & ferdl fr=faRas steps &1 follow Fy F—

Step 1 : Web Admin Interface T F4TT %7 setting ¥ mail pages T open &3@ SMTP pages H! @ 2 |

Step 2 : Server Log ¥ foh# &1 1 TAGRAIA &1 SMTP module it T TIRA, T/ specify FF & R Log
setting T Y41 & & | : |

Step 3 : ¢ &9 FeTAT A W fhd T4 messages F @F & mail server ¥ T@T WEd &, | =03 frr 3193 domain
name %1 FTRT FEAT TRA )

Step 4 : T YU setting F exit T & | Qg
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T A i PREVIOUS YEARS QUESTIONS
UNIT-V

1 - a9 faagfred ol :
¥ ??wmdz‘, AL faergfeet @ sifsforas waer #wgzy faagftel 4 &4 aag
Whalt is a ne L gl mi bt :
securily l*;“[(,l\:ll(“» K security? How is network securily related 1o official level of computer
e Y oo xXplain,
s 5 I i :a'r(fo:;‘:w:)r kémzumyrmw T g ared f Feger 2w | 93 A
B o s T ST A1 g A1 ifad (Physical) ST A1fd (Logical) HAT A 7 1 fEAT
*Za‘m m‘”a“ o e e BT & | 9B o1 e At &, i gz A sifes ofi s qven w A
al ; ”._ T B % A AT YA FFI ey 7 AT Bl AT AN FES 9 A AT A A AEA 4,
D FEG D TEA % o o Tl AT AT 1 A AT AT AT 92 |
AL FETH A A F el T 29 4 0 YR e Fagafree @ e o 2 € i % o o
TR FAT % Feal @ fiedt o avem e & o & s & ard A @ ) 2 gt 6 f e dE
O O SR AT S A s afdw qeen w 2w s e 7 fam A
‘ﬂ"ﬁ'ﬁza_jﬁ Wﬁ? a9 I e Wﬁg\.‘g‘ﬁw* ¢ % AT TE g A T ¥ 1 o e e R
ma‘rﬂﬁrmmm'»ﬁmﬁam.qm, & el it Ty aF uEd FHA 7, Tead § qEHT AT BiEal H
70 Tl B | FHT TS AT ST 51U FF 1 A= dtdh A &7 § JHaa H 03dm 2, afeh a6 W g
F 9301 & &6 929 q 2 319 Fvger N 2 wan qifea @ R ¥ | zed ang A v A ff g9
T @ 9T & % eaw g w0 @ w5 aw wa
HgeT gt & anfurartfran @Y (Official Levels of Compulter Securily)
foelt qeen o 1 famtad e | e quan & %2 & (e 537 0sd €1 % ga FR A s waesi
(Sensitive) BTl & 3T &2 9 Hagagiter il 2 | fHdT Gy Fatad § Gas & 39! aeeiad & SR 52
7t & e (Classified) fFan T &, 5@ AT a1 ST (Unclassified), 79T (Confidential) sffa o=
(Secret) guf TG (Top secret) | A & afieR ? % AR & 3% fedl afawr a1 sl 3 fow Suae
(Available) IT Sf9erel (Non-available) FTET STIAT 2 | 5 :
W‘{m&ﬂ%mﬁﬁrwmaﬁgwrﬁrwwﬁxmm%nmmmm@maﬁmww
meqﬁ%amaga-ﬁmmﬁ%ﬁmaﬁ%lwo  form, fet sifefe ferem & Suampit
E AR (e %-—qg%qﬁﬁz'( (Administrator) 317 ffdZz (Limited) 18 TmpTae g A & | SUATTHTIS B 595
R ST # 7t w5 agaq A GTZa hT JTANT T A STA ﬁfrﬂ?ﬁ %l‘ Saig ¥ i
2Ty fae Wm g @31 (Computerised banking system) H Y IUGRTRATST & 2 W AR B
. g 0= e (Manager), SIFERT (Officer), STTRRT (Operator) T4T SAATRT (Guest)
A ¥, 518y g (Chief Manager), SAE (Manager), = ; AL
R PP g A Wﬁmﬁ@mmmmmmmemaﬁmwm
i Fauifra art @ % T TE BT Tl |
i ;i gwmﬁmqﬁqm%mﬁwﬁwmwmm%zmﬁgmw(Saumy
‘Mﬁ TR 9@: "gtqzeﬂi' Ewil e 31 e fRd A &1 g g ?ﬁ ‘1'6338 HE AT TEA (Process) RARS L)
! . PP 3T oz 77 1l i AF—A, B, C, 3fE a1 wEmel; Sa— 1, 2, 8, oY B €Y H§ & wha
al | ] \ WL - . .
tmm::wm:?;mmw‘ﬁﬁmfﬁﬁmmr%mmwaaﬁmmgm\m m:rﬂmm
| S . Jirr iferprt b TR L T ST BRI R
WIVF?TW'(lnformations)c‘n\'ﬁ-'ﬁ?z"ffﬁ‘1?;"3‘"’_m by Jeka, W%Immmmmm
- o gy A T 1 e were & a1 fR A T TEW Hehe !

dJ
¥, o e feizon e ol 2 1 IMSC(CS)1 (73-80)
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UvT 2~ frehe aar 87 s@ @l ygad faar arr #7 ufsera/argae @1 GBI fatu @1 sergim

qfgd qaaTsa |
What is Cryptography? Why is it used? Give the del
method with example.

IAC— TR T (Cryptography) =2t Feae A @ arary o diiins
ﬁ@%ﬁé%ummﬁﬁa@gmﬁamﬂﬁwm AU e K ;
7 gfte & Feaa Faiie @ omasasmdl el & | BTl & e @ e, fenfed g A WA ¥ e
Abstract Algebra 9T e ¥ 1 o

5 iting” 1 =104 pio

RFTT®T (Cryptography) & @1 s smar & forar war e | SHl a1 &, “Secret Writing™ | = Fig 5

Cryptography & Components &I ayitar T -

alls of Public/Private Key encryptio,
(Jan., 2008

ﬁq;ﬁ '{h'[r]J,IJ IR ‘1 ’l;”}?'{'i:ul" ll{” AL F Yy
1 e ;llﬁ’(". (war A

YAl l. ": P
Sender Receivel

Plain text . Plain text
Cipher text T
—p{ Decryption

L——— Encryption

Fig. : Cryptography Components

mﬁﬁwaﬁmm%a@ Plain text FH&ATT & | Wﬁmmﬂ»ﬂ STAT %, zq Ciphcrtcxtm 4
Encryption Ush Qx‘v’ﬁﬁ?ﬁ{ (Algorithm) £ AT Plain text &I Cipher text % Transfrom &T & | Decryption Algorithm,
Cipher text T Plain text® Transform & & | Sender, Encryption T S8 & & | AT Receiver, decryption #7245
&7 Y41 T & | Encryption T&T Decrytpion t{t‘"fﬁﬁ?ﬂ{ &' Ciphers @1 %@ Refer A 2 |

Key T%h NumberﬁﬁT%ﬁCipherW@Qﬁﬁﬁﬂ‘IﬁWGﬁW@?ﬁ%l :

= R BReIIeT Teiiiergd & a1 Fgel § o &t dehd #—1. Symmetric Key (Z8 Secret Key 4T %77 )
Cryptography Algorithms T&T (ii) Asymmetric (38 Public Key 4t @&d &) Key Cryptography Algorithms = Fig.
% 411 @I7 &1 Categroy &I ZSTHAT AT —

Cryptography

Symmetric Key Asymmetric Key

Secret Key Public Key

Fig. : Categories of Cryptography

1. Symmetric Key Cryptography—Symmetric Key Cryptography ® Tl Parties (Sender @& Receiver) @ 171
Same Key a1 &1 STl 2 | Sender 30 Key & WaRT ¥l @ 8T U Encryption Algerithm 3121 &1 Encrypt
& | Receiver, Same Key &l I T & q@T 383 Corresponding, Decryption Algorithm 31T &1 Decrypt'a?'(?ﬂ ¢l
3 Fig. ® Symmetric Key Cryptography &' Yefifa firar mar &
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R - SR PRI L |75
| e iy

Plain B
lext |
|
|

Decryprion

Cipher text

‘
|
|
|
l
I
l
|

Fig. : Symme
i) Asymmetric-Key Crv ) :

K F(TZI)T(iiTPublic Kcl\? i N,Ogrd-p!'y,—AS'V“““C‘”CU' Public Key Cryptography # 21 Keys 2T 2— (i) Private
‘;yJT\"ﬂHT z =R % £ i\(:ya?T 19T (Receiver) % zry @1 ST 2 441 Public Key %1, Public T Announce
ERINE 12. 5 Asymmeltric Key Cryplographyah wefyta faam mar 2—

tric Key Cryptography

—

________ o Receiver's Public Key

[
| > Receiver's Private Key
|
Sender : Receiver
______ i
'
i L Y
Plain I Plain
I
text l text
it \
Encryption » Decryption

Cipher text

Fig. : Asymmetric Key C ryptography

Public Key Encryption/Decryption & Public Key & Y41 Encryption & Private Key (

94 Decryption § wam
[ AT %) & otent 2@ 21 Public Key, Public @Y S9mer 8t & qafs Private Key

%A Individual 21 £ |
Q
T3  — wravaier 4T 7 ISR Wied GHES |
What is Firewall? Explain with examples.

I~ (Firewall)—5atdic 0% f2agd erdl & (Fmr=a: us Router a1 U #vaz7) St uas sififarzsys

%mmammmmﬁz%amﬁ%mlnstanzﬁraﬁﬁ%ls@raﬁﬁﬁﬁ Forward a1 & =t
et 73 & fory feommer Fpat T & | STifehel Fig, § Firewall &1 Wefife faar mar 2—

(Jan., 2005)

Outgoing Incoming

Global -
Internet

Firewall

Fig. : Firewall

AT ing Yt &Y U Specific host AT T Specific S’ervc.rf}é HTTP& ford %ot 3 ol ey
W%% | U %ﬁ%ﬁrﬁmﬁ faadl Sepcific 81 AT Specific &fd & UaRTE F & A Deny 773 3 fird
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v aruti § MS [ 1
Maruti s At & E A Fy oy

76 |

X - : oy fopeay rarciter AT 1
ST AT A Hw ® | wravata e G@e e AV T AFA Y 7y
. 1 A5 'l‘l-;
e ﬁmmﬁ " ;
k T FHAT E |

o4 | ¢ e
Uz foeet wravarer (Packet Filter Firewall)=T% Wward ar Bloc i &7 ¥ 65
ATT Al ZPTE 'L#mézéﬁmﬁﬁsmwmﬁaqmmjmﬂwﬁ  en & 0 4B [T LI
Wz ftheer WrTata s Router B1T & ot Uah fheefr 249 .
. fot A oS rZ 3 PlUns
92t 1 Forward 78 %741 2| et e AT ZiAqre @4’ ?:‘,{rq.nf’? o /Ubp)
T GTrar ‘irewall)—Uaz fthe? HEAEN, ¢ rareer FAHTAT T AT Bl T
3§ T ST i (:f:;ﬁamg;a‘;;:g %ufmﬁ-)a?tﬁ g friyor 1 @7 H O ﬂ"qgnr«frfFl HCA1 AEA 2 1% «I
mq ; ;‘rdam# ’ ?T;ﬁm?(j?% U SifTESg, S9e ad el @ aeid PoliC'_csa;. oo, At GAL TAR 265 i,
S : - P \r - . ' % b J 'I' ml & ? (- ; .—7 7 L
$27A2 g 511 9B | FWAT & A e e 1 wad 8 ) ael 58 p' vy et & Install BT & 51 Custon,,
TEl &% | 70 Case Y32 fmet wrwata Feasible 7T & | 38 Case ™ Proxy

T F AT F e & - eon e g ferdl WA STHE B T FAT 2| o,

T A FAEL T T 1 ST 2, Proxy Firewall e @1 &1 & Server, FEZ YIHH &l 7% 777,
U TAT T Ghe I @ierdT & qar e F Findoutm%l%ﬁ Cas;ﬁi{ Drop & & a1 External 77 3
m%H@WWGST?%H%RealSeweer%laﬁ%qﬁga} | N
WWErrorfﬁTGTWHT%'J
Y74 — Ethical Hacking &1 §2

What is Ethical Hacking? ’ LS helakh

STI—Ethical Hacking —Z2742, F131 &1 HUSH & | 32T AT o D E, “W_ﬁ‘:’.“f‘?“ ot *m
(LAN,MAN,WAN)WW#W&WM%W@WﬁWWW%IW.\W?ﬂm?
aﬁm#mﬁwmaﬁé@m?ngﬁmﬁwﬁzwf‘aﬁmﬂUSAE%T&UW‘LW\“’"WSM[E_W?
%&ARPANETa‘;wﬁﬁmwm:araﬁARPANETzﬁrUSAﬁwﬁwﬁmmwmm;mrv
A S2HE 1 AT b 7 | e w fe o ae 1 gEeel &1 ST @ §Y Aot 9T AT A A 2
aﬁ%ﬁsaﬁmaaﬁﬁmﬁaﬁ##qzﬁmmémmﬁ%ﬂﬁaﬁﬁwﬁﬁaﬁmaaaﬁm‘F?ﬁ??f
ﬁg&ﬁmﬁﬂmaﬁré@m%:ammmﬁqgﬁmﬁ%a}ﬁw&aﬁ-mqgﬁwmwﬁmm%u?v{w-?
ﬁm’rm,m,mwﬁ%aﬁﬁmm@ﬁaﬁﬁaﬁzﬁwémmm%lm?ﬁ?
mmﬁmﬁmmmmwwfmﬁaﬁw@wmaﬂﬁﬁmaﬁﬁmmmw?w
# g A T S ey 2 2 Hacking & & 4T 38 94T &1 Ethical Hacking zd % |

B HAT B H G FT |
TS5 - Wﬁwmﬁw-wm??%-ﬁwmﬁmmm?@ﬁ?

What are the barriers in network securily pathways? What are the issues to be considered
In network security?

2.~wfhwwm(Authenﬁcauon)—aafawmﬁm f e |
B2 5 o Wt e & & dag A @ E mmmmﬁmmmammw
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B T — | 77
3. ®IHT (Non-repudiation :
: . B o - )=3TH AT & fiF oy e T Q7 ATE WE R AT AT A TET
K TIF §F1 9Eq, At T3 Ty HE i3 —.mr; T;ﬂ t’zf:;fm A7 97 1% A29 A AR 71 45 T
. v - ~‘ ) r' " ’

5 TSR %71 2 T 51 wza s v & 4z fan fadin oftada % 2
TTAY 20 7 AZH T W | - -
I Erararer 4 siar #ifan

twork level and application level firewall.

w6 - ﬁzaa‘ﬁaaqa'WM :
\ Differentiate between ne

wfm_mm (Netwo
1 4 & Fm B
2 im- & ?I-(fpacpket._f‘“}” ing)—té Tz fpmefan @A =7 a7 %79 7 UAF G52 %) AT HTAT 2
sfv?ﬁmg PR 1 T W w0 3 1 9 e T i 8 o 21 o % e 4tz 2z arm g
mw,ﬁ;;; s W’? ' mﬂ AT9: 962 & gt 1p header 5 & 1 FaATSHT A4T] IP addresses % AT 77 T
S, v Awwm@ﬁmmﬁmﬁmglmfwm’rqmmmmaﬁmmmz,
mmmqmﬁqﬁml 1
¥y -ézuﬁ;a[m EW? (Stateful Packet Inspection)—2Z8 TFHAT F1 H49 § SPIF21 74T 2 | 92 ATAT
Wmﬁ"?mf‘mgtSPIWWWWTTWWTW#WE.?&mrmr
mmaﬁwmﬂmm?&mwwmmaa:mﬁmw7mwmﬂfzn?r-rr:m
amwg'ﬁgmqummﬂmwmmzmwvmmm
?MWWAWJVWT%MWFWTWHTWPWWWI

—W‘m Tea (Circuit-level Gateway)-71% af4z =g 723 wrawEm e 7T 7 SAEE T2
mﬁ;mmmmm%;aﬂcpnpwafvdlz’wﬁwmmﬁamhaammmwﬁw
ém%,mﬁmmmmmfmzq%émiﬁwa:m-mﬁacﬁéararaz’fzmi

—UEHAEHIF- T 14 HTaTare (Application-level Firewall)— 39t A1 W & ®1awara-142 fheeiin, 22
@HW THHH AR WiFH-=0a $EEm %99 IP addresses ST Root Numbers & 1€ 97 T2t N e FE
Z A TCPHPW#@@TW?W% | 3731 Network-level Firewall zd 4 Wﬂm&ﬁ-ﬁﬂ Rapreizh
TTH-9A BEAEE § AaE qgaT B E ,
Wﬁﬁmﬁmw¢éﬁmala§mwﬁmmmmmmwamFﬁr?anv
B! WG FT © | W g9 O e % o<t 31 anh 27 A9 3 9 % 6 a7 99 Fv 69A & B oAm
AAFAIE Fat $I A 91 AT FT9T T8 2 F AT A | E9GH B T T ATEH q9 F 9t Fr e A
8 TRz F7geT F IH Tdhe F T T AEHA 2| Q

U5 7 — WTETEre @1 favigarg gd w6t fere
Write the features and limitations of firewalls.

m—mm,mammﬁq&mm%mmfaaﬁmﬁﬁwﬁm?_

1. I ““deny all services except those specifically permitted” f2arza ‘?ﬁﬁﬂﬁ W\_Gﬂ_ﬁnﬁﬂ B fg

9. WIATA, Flexible 2 & | 4 SHARAI & HTAR faafedt aifere e 7t &amsii a1 swerar v 2

3. WIg{Erd, authentication measures ?ﬁ W@d 2|

4. $AEE ffeeftn dem AT @I el . i :

5. STATETE FTP 4T Telnet & e Proxy Farsti 1 YA B € a1 UZaid authentication measures &1 07
s o 7% | i e

:mmmmmﬁwwmmm%muﬁmmwmam
Bt an § < ez a1 A L R A Virus B H 7 A 8, e e & e vt e
WA 7 wEAT 2 | At FEaAr qa ARt ¥ ST Sl A a6l 2| _

9 oa T foen § T2EE F WA B G9A FF Sites F YA T FT A FHilE T T @ fvew
B It i @ S 2 Q

rk-level Firewell)- 27, qaa wramama # sAa faeifataa aaia
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79 ]

Wy~ fefEort @ g o gazs 7
What do you understand by Decryption? Explain. ] |
FHT - Deseryption : Decryption. encryption #1 famim sfzan gl Tﬂ'f??—’m ¥ 74 2121 U2 889 | 75y
iy % o & w1 % | 7 2rz wefrrem 4 5z A AAR €9 8§ A & A C:ryptogra?hy W‘—?TI F wam
o wen % ) o9 w34 % WWVﬁﬁﬂmﬁenvélowm%?mﬁmmi[lCQP‘IOHW?TW?W
faatvs destination A% 47 28 envelope F1 A% G3: 2121 F1 o A% | AT A 7 decryption Ak
Decryption, 2121 71 az#4 71 faana 2 af® 7% unauthorised AT % A3 'T-UTT?T:{ d4T unrecognised 7z |
Decryption, Encrypted 2121 %1 g 7% qreAtaE ¥4 § qzaA 2 | freratad Figd za@ 9199 Pl T2 ¥4 7 59237y

%

T ——
= [ Enc d
Original ] ; Encrypte
‘ s{ Encrypion :
Data P Data
W
Key > Decryption
Original |
Data
Fig. : Encryplion- Decryption Process
d

yr1 9~ fafaze farar 77 77 3aE1 Zugifiar adqgd | 39 &9 FErar A 82
What is digital Signature? Explain the uses. How will you prepare this?  (June, 2006)
w7 fafazs farram (Digital Signature)-7afd MAC 5871 517021 qar i Safes g F1 Sqer #0559
¥ "% TaET U7 Drawback | 791 T Symmetric Key %1 F%7d 21dT £ AT Sender 94T Receiver 3 FeT 1ayd &
#1AT wanfea | g, A Az famer (Digital Signature) Asymmetric Keys @ Pair 1 WA &7 &30 & fad 0%
Public 441 0% Private Key 2141 2 |
ferraz % a1 % 29 w1 A1 A7 A F ) 79 0 Staave # 98 e @ fd Sign #d 1| 98 9 AT
wegtfee P war % | S, Recipient# ferd Proof 21T 2 | 51 v ey (Customer) U I I 94 & Sign
a7 ¥, W% 1 7 A F Proof A1 mﬁmaﬁ%uﬁ%mCustomer%mﬁSignﬁ?W..w%ﬁ;fﬁaﬂim
Sign 74 faar mar % 7574:7 gzl o 79 a7 %7 "Ed 2 %@W"ZWW, Authentiat?‘on?ﬁr Verifym%‘
g1 478 WA Sender, Receiver % A TF HA H GG & A1 Receiver A Sender & Authenticity &7 Check
1 T 71 ¥ ) 98 Receiver 1 7% A9 77 41 ed 2 % 75 a2 89 Sender d rg & omar & fedT 37
ﬁm##ﬁmtlScndcr!ﬂfﬁ’#ﬂ?%‘f%ﬁa‘z‘fﬁmmﬁQWW%IWQTﬁﬁgqug%ﬁmgm%%
s, farrms Sender 1 Authenticity 71 fg #7 £ 1 70 2189 % farra a1 fefSea famme (Digital Signature)
A ¥ ‘
qrrefrr, w4 @ w5 férrer 7 ¥ 3z g | sfefad 89 2, 9 2tagve @ e 3 | 9 o o 0
1 foregt ¥ A fevrrers g, w7 91 % 7 st 2hgive A A 1 760 @0 4 @ v 3 feforet w9 A Sien
Miﬂmmmignawm)ﬂ\WW%WﬁW?J Sender &1 STRIHVZH T oAaT & U HoA
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zam AT (Signature), Reccipent 217 »

2| afz 7z f FIAH %1 frdirg e %
- : A z ) dl 2 |
z‘rfr;{ 'F,’a 3 | d]2 Jr. H B r i o g
. " TWE A 587 773y 5707 %

| 79

T Verify #7a1 & fored foraar Sender %1
~r¢m%f¢?ﬁﬁ8umnwjﬁrr AaA 74 {37 Soar st %) feforza favar 77
un © ‘- . 7 Bials 1 ! i : p
a1 3, FF T2 Fefors = & 'TT "1 A &1 v 71 2w 15 ey A7 Duplicate Sign 21 %7
TR S - AT #0127 %7 Duplicacy #1941 @am3+T 211 2 |
fefeea fama 21 7 ﬁ',nmmm‘ i) 2 : A :
~ Z- £ . 4 D ?‘-“)3’ *ms.’ i < AR e &4 Uy "IEETS'U
57 | W9 T G 51807 3, 2z ‘ B o eSS ST Dige sl

=2 & Sender® Pukl: : " ETE 7 Sender Key Private Key % A4 Encrypt far s , Verify
ZF9< #1 Sender & Public Key F A1 Decrypt far

: AT Z 1 591 Fig, i zaitar o z T 9 28 Sign a1 Verif
AT 2 5 & y

Sender's Key

Sender

\l Receiver

Plain Signed l Plain

text : document text
» Encryption » Decryption

Data flow

Fig. : Signing the Message itself in digital signature
281 A7 | ZIEgHYZ & Digest FT Sign AT AGT1 2 | 76 T #1 96 99 TEENE A6 £ 79 29 aey S
#1 Deal 77 2 | 2f5ea favren & T amaa: @ 2 &) 20 569w Sign T & T9F THA & Digest &1
Sign 74 Z | Sender A5 Digest F1 Sign FTdT & T4 Receiver HGH Digest 1 Verify F% #%aT | stmitea Fig, &
fefza fammt & Digest Sign &1 Zatar mar 2—

Sign Verify
Sender
Receiver
: | Hash
function
Message ’]‘ l
and [ ':’ Digest
Signature X
Hash - —>li} Digest
. > Digest _
function Discard 422 Yes Accept
.

Fig. : Signing the digest in a digital system

Q
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e ma—

w0 - ﬁ#zvafq:ﬁﬁévwwvﬂwa‘.ﬁmm?

How should we manage networking administration:
ot &) A ST ST K g,

IW-UH § I AT B GHE w9 | : LR T 5
q ;I@ G ¥\ fpdY Feam & e m T, fgey ar T IqEHT € Hihi]l 3 u!"-lci(l'}i d dlq v!]‘vl‘(.lil Wap o
e S et < v e | e A R A WA T g
0 8 % U Bt ) o S 3 e O Ty ST 9 A3 T ¥
et Yz o ey a gae vt and frEfre G faegall @ wlv‘l_‘\_ R‘I‘H"llh‘%l;
1. e & 92 2 fandt ff araget 'R Faprt AT T & & fopedl W1 afa E}'“"Td{ AT {fl.“h”, 4 S i
T BT & — STerel RTTiRTRA RaT ST el & | Gl et ST Rl b el ehY B T AT T 6 | ST iy
) FTdparT agdt ¥ SiC Har w e ar W @ ) ad et ¥ | v Fopy ST e Tt ST H WM S iy
& oreman far, oiff¥ar i difea wrgal i o wad ¥ | _ =

9. fardy v o difire wem W erddu e Say—erd fees, U, 9y, DVD l)fivcs,l Fax Machine, Mogey,
a2 | &x eyt & fordl 4 erdaay Sueer &7 § qgd ad ot &) afy @it FREt TR & [T H T U g
R Al erdT W B Swan el e ZR R o e @ 5 ‘

s e o o Rt e & e AT o e & 3 §3 He A I S He & g
wrafeT wiweda, dese faa, e geen aeaat s

AT 26 YT T H & ) e o U T T

4.wﬁmmm@fﬁmﬁw&rmm%mﬁaﬁ@ﬁ qr ¥
¥, 43— fafirer St ZrT @ B O T G G o @ PRl SrRraE O A war & At far o ¢

wmﬁ%@ﬁaﬁmﬁr@ﬁ@m@ﬁﬁémmwmmml Q
gyt 11— mmwmmﬁwmg?mﬁmmp

Where is digital cerlificale technology being used? How does it work?

m—mmﬁmmaﬁaﬁam%%ﬁwﬂﬁmaﬁmm%,WaWJ S i
aﬂaaﬁwwd%quﬁfﬁ@ﬁmwmammmﬁ@m%?sﬁaawiai?a’rs—rézammgm
2T T W 8l A | ~

mmqm@w%mﬁmwmwﬁmmmmzﬁmumwﬁ%na%m
wmm%%mm@ﬁmm,mwmwawm%mmmm
a?rwrr@ﬁm%,ﬁaﬁﬁﬁ:‘mﬂaﬁﬁmm%ﬁwﬁmﬁﬁ@ﬁmﬁzﬁmmm%l

mﬁﬁmm@wmmm%,mwmmwmwmm
@W@ﬁﬁﬁmwﬁﬁmmaﬁwmqﬁmaﬁwﬁmm%lwmwmﬂwwﬁm
m%mmmm%%ﬁém@ﬁwmﬁmﬁﬁ%n%ﬁmaﬁiﬁ;@ﬁaﬁm—m Identity
Certificate a1 fea Foft Aiefhae ot Fer T & |

MWWWQWWWWWW%IWWMM®®WN
HE FI SUFR T Tl & |

Rt T Referea wféfae § ffufaa ad exdl ¥

« Serial Number—a% @f#f®z @ unique 6414 T&T B B |

« Subject—d @K a1 &ew forwt gEar & T €|

» Signature Algorithm —&&TeR TR B & fad Juam & qmr T uEnhig |

» Issuer—gaTN & FEINT SR etz T T a1 He |

« Valid-From—3dg fafy 5/ & wfefeae 99 2|

« Valid-To—az fafy oi@ & afefhae a9 @)

* Key ussage—"f<ia &l & e |

« Public Key—dfete® Bl |

» Thumbprint Algorithm—7g TETEY A 7q Afefhde B 2 B H y@nT fpar s 8 |

°'l'humbprint—%STm,'ﬁmm%m%mﬁmqﬁmﬁl 0

sivee Aaeh @ AR fana

|

R e T AIGEAAT I T ¢ |
g & gorear & gare f5ar o

-
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ning routers F 3y gy THHA 7 "Arsd |

€r sta ; ; 3
nd by IP packet filter screening? Explain.

3 @@ ST T RS q\€ﬂ¢'%fﬁ'qqfnmmg AR U STt % w0 i g G oven ¥ 1 % st

> et o S %‘ SRR L1 (Perameter protection) % #9 H =1 97 WA HJATIA ¥ #q

e
== | Screening
— Router
Private Network .
S !D_i @ @
T T2 et l\;‘ Tl ST SR ?@ EEEIE] (hosts) & & T2 selectively ¥2 a1 2 | 98 F14 H7eA
%1 72 e AT F STER fHar amn 31 e

L AN LAY fiheeitn ush ®eX & a1 0% bridge § a1 UF F9T host § FE F7

ﬁﬂ}.mm%%ﬁm@m% SH BRI WeT Hel T 2 | T8 external network gateway ® =119
WW}‘IEam“ﬁﬁconﬁguremm%Mﬁ%mﬁmﬁmmWWﬁlCﬂfﬂﬁa
m&mewﬁﬁm@aﬁ%mwamﬁmmmwﬁﬁ%mm
m%lmﬁ,w%(policy)ﬁwwmaﬁIWﬁ%mW@ﬁmﬁf%m%\
TAAD FAT FTE—6 NIS, NFS 37K X RiEet &1 s © st frar o & <

T BHITT TS Yhe 23T T AN ST S SR G 1P Yebe 201 U 1 @it o6 3T & | Bt o Ryt
AN H G TG F TN HAT 5—

(1) IP source 37T destination address
(2) TCP or UDP source 3 destination port
@Wﬁ@ﬁﬁﬂwﬁzﬁaﬁmwmmm, I ®RT Mg It S™—FF source 3
destination 3eTHH & TR G AT 2 | Q
997 13— fFrefafad st uiarer g
Give the definitions of the following :
(i) Confidentiality
(ii) Integrity
(iii) Authentication
(iv) Message digest
- ¥W—(i) Confidentiality : Confidentiality, authorized users @ @ €T STHRRAYE TaRE T4 disclousre
167 5t o unauthorized users & THIT &1 k! € |
Authentication methods 3t user-IDs @@ passwords &1 unique &9 ¥ identify far e ¥ 1 confidentiality
B S ey frem & resources &1 TSI AT A€l data system & users & ERT THH TR AT ¢ |
3MSC(CS)1 (81-88)
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confidentiality, [&a@ &7 # data privacy & concept & Fef=ad € | A m %) 288 data integrit

(ii) Integrity : Integrity, information resources @ trustworthiness & W A o %Tifgf;;
concept fwferel €T & | T8 inappropriate w9 & 21T & qeaT I Ak & | Integrity, Proper ® lir
Hl ¥ 1 78 g & puplicacy FT AT ¥ R B9 A identity i 5

(iii) Authentication : Authentication, user name &1 passworq F HATUT WT e ti;m‘ ﬁ;;!
afZan & | Authentication gffyea @var & fF afama &9 & fawd d QERTH B S C = th;:nti i
SISl &% & ford rights authorization 8T & 1 private @1 public, ST %@ ST oy cation, logon
password & HTEAH & G BT 2 | e . <

(iv) Message digest : Message digest B9 T algorithm g, vari?bleﬁ'{??f @l fixed lengtgivalue q arﬂg
&3l @ | [ particular algorithm & @@ 3Mseye W=gy &l o 3792 3 HEIRERAEssage digest function
frefarfaa widfer & e & ‘ 2

(i) Input message data &1 g binary digit, bit, message digest & content & gIfad &Ll 2 ;

(ii) Ufiﬁg?ﬁﬁ?fﬂﬁaﬁéﬁl‘éaﬁﬁm?ﬂ%ﬁmessagedigestaﬁmﬁzwmm el

(iii) T S message digest @ AT &7 messages @ find HT infeasible BT & | .

YT 14— THIEETT @t WINTe @) WA |
Discuss the limitations of firewell.

SR —TEY e B e 2 gren @ Ry qree e g, atg T off T era-atae geen & mig
AET & | 30 HT FROT €, A GAT § e E— P

nmwm%%aﬁ@mmmawm%mm%wmmmmﬁm
ST A 28 fA9Ard fovar o qehdr € 1 98 e T e 8, it aft ofierdt @ A GEE E @ sty
TET &1 AT "ol | ;

2. Mt &1 TS AT STq AT B A & S0 AR & fF ST § FIE ATART S T Frd 78 o,
57 °f1 eaeh 7 #1E ARAQ] H1S STt BT S eTdl A1 GhaT & | AT J29% @ R Ut @ T
?raﬁéwmm%mwmmmm%Mwé—ﬁa%mmgqmmaﬁaaﬁ%m
FHERT foHaT S HeheT 2 |

3. WIARAIT % A 98 SYATTHS e o0 STo a1l ST ahiet 9T 39 & | 9 1 GraRata & 3 @ aiiem
¢ farar aren (am?qmWﬂﬁﬁﬁmwﬁ)lmﬁﬁﬁmﬁaﬂwﬁvmpplication)aﬁ?ﬁwmﬁu
ztfatm?a’!af‘%ﬁrmmﬁqﬁmam%,ﬁmﬁmﬁfﬁs@ém%ﬁﬁmmﬁsqu
aﬁaaqum’ffamimﬁm%@#%umm%ﬁq,%—ﬂamm;ﬁmqugamﬁmﬁlm
Fﬁium:mmmﬁmﬁmm%ﬁsa@a@é-ﬁﬁﬁwﬁwﬁaﬁm:Qﬁﬁaﬁfﬁmmmfa@ragm
@#Wﬁmmwﬁmm%lwma@mwaﬁtmgW%nmwzﬁwmfﬁgm
gl

(Dec., 2012/Jan., 2013)

4.@mmmmmaﬁumwﬁﬁ%éﬁ,mﬂwﬁ%?xﬂmﬁhﬁaﬁ%ﬁa@ﬁmw
FH A Vb A B zq Rafd & qar-Fae s (Denial-of-service Attack) ET ATAT B | THT gHUfogl @1 g
m‘mﬁm%,mﬁmﬁm&mmmmmﬁgﬂm%nmmwgﬂmaﬁaﬁémw
:{ﬁs’ranm@ﬁ%w*mmwaﬁmﬁamwmm%,mﬁqmaﬁaﬁm
# BARBR &3 ggar ¥ | : Q|

T 15 - ﬁw?zaﬁﬁwf&wmﬁ@w#ﬁfbﬁaﬁgﬁﬁwm??mﬁﬁm

Describe how digital signature can be used for ensuring message integrily?

Ans. Digital Signature:: Digital signature, s 1Tt yomeit &, fores Zmar fopeft digital message ar document
iﬁ AT T fear s s ¥ 1 fRe valid digital signature § WA (receiver) # @z fagard & o
X T&m‘rﬁ@mmﬁqmmﬁw%m%mﬁsmm%ma@%ﬁamﬁmﬁw%n digital signatures
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ﬂmwmm’bﬁk}z’ o
gz V%3 A 08 0 o st #f o e 3, s A A VR B o

Digital signature ¥ asymmetric oo , :
o 7% #41 digital signalurz "ﬂl’lc rypography %1 7emm 5 wr 1 i #A7AA a8 7% 954 934
Dightal signature 7 7 ﬁ“m"‘mlﬂfrxf’mmm:m‘x%n b3 21 A 72 G0F % 20 A FA T L

X me;{?"f:;", 4 N " A e T ] &
m A algorithm e s L2 S A signature 284 2 73 Z Dtgﬂaanngureﬂ

(i) Key generating algorithm, #1 7éy P
‘ : A% W23z Zfan F 7 ofezs w1 & v o F 99 £ 47
T corresponding iz, FA1 1 2 ¥ 5 4 % privale key Z1 9991 Z &

(ii) Signing algorithm, A1 P51 2251 407 o W 5 @ ST A e S b
(i) Signature algorithm, A1 ofams TR A v 73 B TR W29 %1 9T 71 S a1 A A E )

frefafea Fig 4 digital signature 71 mim AM T A1 %73 47 o % vz vy B e 2
Signmurc HZS“h
Hash function 10110010016
privae key

v - kp hash function
Certificale : :

........ #1 Tz At (11011010110

o 7 e :

e geces Signature

e Data

s ol o 1011010110 -

Signature hash ERNaTST Bl
. £ ) L public key &
7ENAT
74
/ i, 101100100101 10
Digital = 1100100101
Zrafa ash Hash
Data 7fz hash WOF 2
A AT AT 7

Flg. : Digltal Signature Use and Checking Method
: mmammmmsmmmmmmmmammmg.
Y Q
«I'y 5 mmﬂmmﬂmmwm-mam:
fie What is cryplography? Explain public and private keys to be aised for cryplography

:Wﬂgwminmmmmmmaypwmphymhﬁcmlogy

,mnhmgmqmwmmmmwmﬁ,hAmmds.paumds
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aar E-Commcrccﬁm?u cryptography &7 & 9T R4l CERL F1 21 F9Iaal 7 &79 =9 YT 937 e

HTTT"W?‘F'FDH

cryptography ¥ J&Ia: encryption 74T decryption S6aT 1 AT a1 A1 & | FHAT T T2 21 37
o o= & fddt S gy 5 mmqmencr\pnonmca‘JTWTTQTHTTqTencnpted T 3

39 9 ¥ § qear decryption F&ATaT % |

cryptography mechanism ¥ private key a1 secret key &7 gq—

e ?}jiﬁ W (Secret Key Encryption)— —Ae T'-TT
el 4 eaET SR eveA 2t st # o A Fe #
ST T A | R FE W st S A eaE
fafa Zrr 3§ Foft @1 9 FF ARuGEFR § e 9 B, A 56
qW "I F IR AER FT & &1 2 | [ § @ FA 1 9@m
& 38 57 F g 5291 § gew far @mr 21

Hihe &1 Tew@ #1 9d: 5T F1 (Single key) a1 Wi2dE F
(Private key) ar ﬁﬁ@ﬂ %1 (Symmetric key) 71?&1’@7{ 4T 7z 1T 2,
m%zﬁﬁmmﬁ%m@ﬁﬁwmﬁmwh

0
/ ’

1:1 -1 :_ ’F?

—»

» AT

g 4_‘21;

mﬁh%wa%qmmw*%ﬁsﬁmmmmmm & 3§ Fef B AT &
mewma%mﬁmmwmmmwmﬁqmlwmw:w’m

Heyr frdT o7 qregm g, 918 98 foha 1 staa 74t 7 &, quwmonmmmm’rw

FHAT BT YOTa: T @ A |

cryptography mechanism d public key &1 94— s _a T[é?ﬂ'@’f 2
yfeie @il ea@d (Public Key Encryption)—Ufaid gl : < S
UGHTE HI FHH-HHT STHIAH BT (Asymmetic key) Tge@ 4T &t 2 T 5
afeh Yo% Afe (Y95 ST qreazedi) % 919 & Hoar el e—TF
Y1gde HAT (Private key), ST [T 1 F21 Fardt 11, S U ufeds EEECAC T
FfT (Public key), foraat Straprtr @04t &1 21t 2 | fectas it 261 SuamT ¢
W@?%ﬁqaﬁ?maﬁnmmWE%ﬁmﬁ?mm ARHERE == > TS

4
mﬁﬁq%mm@ﬁaﬁmﬁz@ﬁmémwﬁ
T, i a8 A Uk AfFT H AT BAT BT € | TE 36 916 B WL Fr ¥ F e ofers g0 owd &

Tt T @ & AT Hihe FHfl TedEd A |

ufecr @l R & B4 77 54 HP HT HHA ¢, A1 Wb il PRI & fHar 1 5t & | et 4 uwiiier
ar3 €id #id 2 | fuht i ufestes Gl PRl s Svai 2, Fdife saer SR HET 3K IRt & 1T Sega
#T I 2 | 38y fw §are (Communicaton) & YUY Gfeieh &l F IUGRT FTH ST A 1 SAONHA
(Authentication) fdT ST #haT & 3 {57 919 HaE Hishe HAT FFmmer 2 frar o aaar &

foHT Fe9r & YO § Gfecish il 1 SUAIT e YR fopar ST &, 98 U SeretT ¥ Srel avE wmE W aadl
&1 H1 WY fF 0 @ F g A @ F 0% qe R srte qream & Sor = & ofr 7 @ g
1 ST (9feer, | 9r2de,) & SR @ @ Fforat a1 A (e, wEaT ) ¥ 1 3| A dif @ o e wiﬂ?
ﬁmmmm%uwﬁuﬁm‘wmmﬁm @ ﬁ‘@’aﬁqﬁm@vﬁmmmﬁmwl
Foré @' g st wrsde et & et fbar ST | S SR @ EW S 6l F F A e g a0
TeifEd e w4 ame ) o w5 g ded wrzae e & qefed R dom | 28 w3 ' § AR awem

B

—
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W ‘7}‘,' mm" t@"
ATl 1 GeeTehy B @eT — . T&TT, H1 AETs 510 G957

HWg F1 TS5, 5 T 31y 1 AT, BT TG

+ ofir FA B I F0 & 3w Fafey o1 it gt et 2 | :

of B T SUATT Hrya: SfegEo (Authentication) qenr feforee At (Digital signature) %
Wﬁﬁmm%r Q
. - ETAET i favraars &t qasmsa |

Discuss the feautres of firewall.

ga—Firewall &1 999 fgward Frefafaa - ;

(i) ﬁrewall,?ﬁﬁlﬂmmqﬁmm%ﬁﬁﬂﬁwﬂTmiﬁaﬁmW%'
(m@@mﬁmamwmmmmmﬂmmmmmﬁm

Tar el

(iii) firewall, AR 92a% ® unauthorized Tad &I Ukl & |

(iv) @& unknown a1 suspicious ¥l (locations) & ST aTell SAHITAIT &1 ignore T 8!

(v) @& hardware aT software a1 ST &4 F & TR B |
(yi)mﬁmﬁwmmﬁhackeraﬁmm%m%l Q

go7 18 — Firmware /@ HTT T AT 82 T firewall firmware &1 category W Tl &7 gazTsd @d?

What is Firmware? Is firewall a firmware? Explain, how?

FIT—FHFY J2g% § firmware, router & inside, embedded software EIT & | wired routers T&T wireless routers
2i firmware T T@d ¥ | firmware, 92d% Yieihicd security mechanism &1 greaay fZarzd @1 administrative
capabilities T portion & FFETIZ FHTl 2 |

Firmware, router & inside, read-only memory chips ® BT H exist £ 99 Uh router &1 power, of f & JATT
% dd firmware, erase &1 2T & 37 9% A G187 €Y 4 hackers & &I I ST {ehdl ¥ | 14 router ® manufacture
7 AT FE 26 AT T Suwal B 1 T ATw owner ZH & bl & |

ard: firmware, BTFEAY & W1 39T & U piece ¥ embed 27 % | 89 firmware &1 “software for hardware™
% &9 H qHH qFA £ 1 firewall, firmware &1 category ¥ 3T & it network firewall, firmware A7 software & &9
ﬁqmm%,vﬁmmaﬁmwﬁmmmw%mww #aaaﬁﬁq% zsm{aia;‘r malicious
software & WIede 1A & fad of T fopaT ST & | ETETI & YR 6 network firewall 21a & | RATET TAT HrgX
Soak ) WaE FE @ (o AT ST Hehd & | e Je § A hardware firewall 81aT &, T UH device ¥ &4 install
21 ¥, T8 firmware & & # 1T & q4T HIHTA: router AT modem % install 1T & | TAY =Y @1 network firewall,
coftware firewall ST &, S 03 Feged A SRR Higeaa 3 ¥ # install €1 &, FoRY Tl FHrege & e § e
# manage, control 4T remove fehar ST FehdT gl Q

U7 19 - Packet filter firewall foq layer W FTd Fvar 82 fawn /@ wqg:ng&;

In which layer packet filter firewall works? Explain in detail.

I~ firewall, rules T T ¥ BT &, A1 G packet T apply [T STt ¥ A Fraw Puifa @ ¥ 6
TF packet passmmm%mdiscardmmm%lmwmaﬁmmaﬁm gt &, ar
firewall, run 21 & | firewall, ¥2a® & T& port T unauthorised access & WA H & | TR/ ATqD T FMET, Br-ur
pieces 3 w1 1 ravel T L, 5% packets FEd € | TP packet, metadata (el & Uebe o1 T ¥ e FEl @ WorAl
BE RS packets, source & destination T el &Y § Ugd T, T8 [T packet filter firewall &1 wair faman
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arar ¥ Packet filtering firewalls & &9 # OSI referene model # g&g layer 97 &9 Fd &, T9F 34 3 &
& HTA-network qT physcial layers & dle o fagar sirar & | @om €121 F7d trasport layer 97 source 4T destination
port numbers %! figure out &% & fordl faar aran & | 7 v packet, sender (source) & originate BT & 4T T firews)|
& 9T filter € &, @Y device, packe filtering rules & match & & for@ check F & 7 packet # pass fay
T ar reject foRar @ | o packet, firewall & Wregg § pass g {1 8, dF 98 protocol AT port number & T oy
packet @ filter 7T & T&T destination (receiver) & R packet ZTHWT &Y AT &, Ffdt@d Fig. ¥ packet filtering
firewall &7 fafsa frar mr &—

]

Router with
packet filter
firewall

= Web
l T l T —=| |server
Fig. : Packet filtering firewall
a
g9T 20 ~ E-mail &7 secure T & (T2 FIT-FIT G protocol ITINT FFAT Frar &2 37 process H e

/ §HEEa |
Which protocol is used to secure E-mail process? Explain this process in detail.
ITWT—E-mail ® source HA & fod q& ¥ & 19 types B email protocols &H1 FART FT T E—
(i) POP
(ii) IMAP
(iii) SMTP
(i) POP—POP &I post-office-protocol & T4 & ST AT & | T8 WIS dial-up FIF W ST & | T
IZIT, users &1 email retrieve FTH 1 AT A9 AT 8, TG online FA &1 HAI & T 2T email F TF AN retrieve
F & GYA a1 § I G H1G fRaT A1 GoheT €, W type B protocol F T8 HIET & 5 e-mail F G B ford on-
line F 16 FT TAYAHAT TE |
(i) IMAP—IMAP, POP % 93aTq 3awY 64T TaT 74T e-mail SEIHTT 2 1 S0 email & aft Takrr a6t @ ¢,
4 online Fa BT & | IMAP, fa9r9 &7 & broad band & ZRT IU=T fFA T4 fast connections @ ford 3Yg 2|
- %89 message FAT T Iqer@T B €, 31: Online, multiple F7GeH & Hreaq § e g a1 & & |
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(IH)SMTP—POP AT IMAP Y2 3 reore 5
ot clients & T outgoing mail % firg j .L]Tm,a Incoming mail 1 handle a1 51 T | Sd: POPAAT IMAP
MTP (Slmple mail transfer protocol) &1 gt Frar S & 94 B9 POP

a IMAP email account T email client sofiw S
§ are 97 setup 7 2 : ; . nha '
server computer T2 SFAY specify 7 oy | T setup d 2, a1 POP a1 IMAP & A1 incoming mail & @7 mail

g
21 = ISDNF 8 ? 200 why_ad o
g st #7 $AY FI-w#T H channels ganT g1d €7 ISDN & ZITT &1+-ah1= @ @a1d 39c124

Whalt is ISDN? :
* Which channel are used in this? Which services are provided by ISDNY

: ' ar
ISDN anncl.s @1 ISDN Services @t Bfee & 5§ @azmza |
Describe ISDN channels and ISDN services in short form.

- 0 g »da AU AZa qansHl & f2forea ziafaor & fa@ PSTN (Public Switched Telephone
Network) % AT faa e | ISDN e 2dfiemyf-rbarra afde wved ar ford fasa ww & fesfrem 2rer % fo
featee Fa Wt & | ISDN %1 et & e fefifort eefiw fereess w2 o1 a7 & ferd feommes fovan man

ISDN Channels—ISDN bcar’er channels @41 data channel 1 Y411 &aT & |

" Bearer Channe!s—gam Z’T’S‘I &1 channel ‘bearer’ channel a1 ‘B’ Channel 2 | & channels aT I Z A1 end-
uscra? ATEfas 32T 7l carry FA & | Bearel channels 64 kbps 21 Tf1= & =727 &1 Z/EH &4d £ | B-channel fHaT
Wl Zrf% %1 digital information (Voice, data, video) %I carry 7 & 2 |

+ Data Channels—{ZdT@ 2120 &1 Channel ‘Data’ Channel a1 ‘D’ Channel 21T % | 28 Channel #1 212 BRI
# fd 16 kpbs 41 PR1 & ford 64 kpbs 21T 2 1

ISDN Service Types—ISDN 2T types @1 services 39T T 3 |

(i) PRI (Primary Rate [nterface)

(ii) BRI (Basic Rate Interface)

(i) PRI (Primary Rate Interface)—US ¥ PRI, 23, 64kbps ‘B’ Channels 94T 64 kbps ‘D’ channel g fgar
#11 % 1 27 297 % PRI, 56 kbps ‘B’ Channels T4T ‘D’ Channel 64 kpbs & fAerat a1 21 2 1

(ii) BRI (Basic Rate Interface)—BRI 1 bearer channels @7 U% data channel & &@@t a1 21T Z1USH BRI
64 kbps 74T 16 kbps data channel & fiaeT a1 €Il & | G 97 & BR160 kbps 74T 16 kbps data channel & a7
791 B 2 | | | Q

gt 22 ~ Baseband ISDN @47 Broadband ISDN ¥ 3=t qArsd |
State the difference between baseband ISDN and broadband ISDN.

I9T—Baseband 1SDN @41 Broadband ISDN ¥ ara{—Baseband ISDN T Broadband ISDN | H&1 =7
Frefafis -

Baseband ISDN Broadband ISDN

I, Baeband i 211 digital signal & &9 & @ wem %1 | 1. Broadband ¥ 32T analog signal % &9 H 5l AT
k. i
9. Baseband § Media @1 g{1 bandwidth &1 T @F | 2. Broadband # Yeld ZIEMHYH &1 band width % TF
sinele ch | & &9 g m AT 2 portion%ﬁqﬁassignﬁimmﬁ'[% | S7d: sametime
pEE 97 multiple transmission §94 2 |
; ‘directi 4 3. Broad band =g unidirectional ZT 2 |
3. Baseband HgAHTA bidirectional ETaT

e S . Broadband @ FDM (Frequency Division
ey DivisionMultiplexing) | 4 L
t b‘ueband:FDM(FreqUC“ y Multiplexing) 44 g1
g = B

Qaag

s
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